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Introduction

The Office of the Comptroller of the Currency’s (OCC) Comptroller’s Handbook booklet,
“Corporate and Risk Governance,” is prepared for use by OCC examiners in connection with
their examination and supervision of national banks and federal savings associations
(collectively, banks). Each bank is different and may present specific issues. Accordingly,
examiners should apply the information in this booklet consistent with each bank’s individual
circumstances. When it is necessary to distinguish between them, national banks and federal
savings associations (FSA) are referred to separately.

Overview

The general principlgghand practices discussed in this booklet are important protections

against overarching @

e focuses on strategic,
governance.

e reinforces oversight idity, interest rate, and price risks.

e combines and updates exi onal bank and FSA guidance covering the roles and
responsibilities of the boa nd senior management as well as corporate and
risk governance activities and rigk management practices.*

e supplements other OCC and inte cy gffidance related to corporate and risk

governance and risk management.

Other booklets in the Comptroller’s Handbook d iled risk management
information according to subject.

A bank’s governance practices should be commensur
and risk profile. In accordance with the OCC’s supervisi
discretion to use the core assessment in the “Community B
Supervision,” or “Federal Branches and Agencies Supervision’ glof the Comptroller’s
Handbook when evaluating the governance of community banks, panks, and federal
branches and agencies, respectively. Corporate and risk governance structure and practices
should keep pace with the bank’s changes in size, risk profile, and complexity. Larger or
more complex banks should have more sophisticated and formal board and management
structures and practices.

nk’s size, complexity,
approach, examiners have
jon” “Large Bank

Banks with average total consolidated assets of $50 billion or greater or those that are OCC-
designated, which are referred to as covered banks, should adhere to 12 CFR 30, appendix D,

! This booklet updates, consolidates, and rescinds the “Duties and Responsibilities of Directors,” “Employee
Benefits,” “Management and Board Processes,” “Management Information Systems,” and “Risk Management
and Insurance” Comptroller’s Handbook booklets; portions of the “Internal Control Questionnaires and
Verification Procedures” Comptroller’s Handbook booklet; and sections 310, “Corporate Governance and
Oversight by the Board of Directors,” and 330, “Management Assessment,” of the former Office of Thrift
Supervision (OTS) Examination Handbook.
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“OCC Guidelines Establishing Heightened Standards for Certain Large Insured National
Banks, Insured Federal Savings Associations, and Insured Federal Branches” (referred to in
this booklet as heightened standards).

Heightened Standards

Specific criteria for covered banks, subject to 12 CFR 30, appendix D, are noted in text boxes like this one
throughout this booklet.

The assignment of the “management” rating in CAMELS? under the Uniform Financial
Institutions Rating System is based on an assessment of the quality of board oversight and
management supervision. The “management” rating reflects examiner conclusions about the
board and management’s willingness and ability to effectively address all aspects of
governance, risk magaggment, compliance, bank operations, and financial performance.
Examiners also cg % ank Secrecy Act (BSA)/anti-money laundering (AML)
examination finding and soundness context when assigning the management
component. Serious in a bank’s BSA/AML compliance create a presumption that
ating will be adversely affected because its risk
management practices ar satisfactory.

For purposes of this booklet, t oamg” refers to the board of directors or a designated
committee thereof unless otherwise §tated. ®he term “senior management” refers to bank
employees designated by the board es gesponsible for making key decisions.
Senior management may include, but is n jtedl to, the president, chief executive officer
,3 chief information officer (C10),
chief compliance officer, chief credit officer, chj ftom,and chief bank counsel. Titles and

by the board to oversee the bank’s day-to-day activities.
bank managers responsible for carrying out the bank’s d
established by senior management.

anagement” refers to
ities, including goals

Corporate governance refers to the board and senior manageme thority and
responsibilities for governing the bank’s operations and structure. Corporate governance
involves the relationships among the bank’s board, management, shareholders, and other
stakeholders. Corporate governance is essential to the safe and sound operation of the bank.

Risk governance is an important element of corporate governance. Risk governance applies
the principles of sound corporate governance to the identification, measurement, monitoring,
and controlling of risks to ensure that risk-taking activities are in line with the bank’s

2 A bank’s composite rating under the Uniform Financial Institutions Rating System, or CAMELS, integrates
ratings from six component areas: capital adequacy, asset quality, management, earnings, liquidity, and
sensitivity to market risk. Evaluations of the component areas take into consideration the bank’s size and
sophistication, the nature and complexity of its activities, and its risk profile.

3 A CRE is also commonly known as a chief risk officer.

Comptroller's Handbook 2 Corporate and Risk Governance
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strategic objectives and risk appetite. Risk governance is the bank’s approach to risk
management and includes the policies, processes, personnel, and control systems that support
risk-related decision making.

Risks Associated With Corporate and Risk Governance

From a supervisory perspective, risk is the potential that events will have an adverse effect on
a bank’s current or projected financial condition* and resilience.® The OCC has defined eight
categories of risk for bank supervision purposes: credit, interest rate, liquidity, price,
operational, compliance, strategic, and reputation. These categories are not mutually
exclusive. Any product or service may expose a bank to multiple risks. Risks also may be
interdependent and may be positively or negatively correlated. Examiners should be aware of
this interdependence and assess the effect in a consistent and inclusive manner. Examiners

ervision Process” booklet of the Comptroller’s Handbook for
ing risks and their definitions. Corporate and risk governance
is the framework in whICh aMyisks,are managed at a bank as well as the oversight of the
framework. The primaryWsks asSociated with corporate and risk governance are strategic,
reputation, compliance, and oger I. These risks are discussed more fully in the
following paragraphs.

Strategic Risk /

The board and senior management, collectivély,
strategic direction of the bank and establish gov
appropriate governance in the bank’s decision-makiffg procgss and implementation of
decisions can have wide-ranging consequences. Th may include missed
business opportunities, losses, failure to comply with law: ed®lations resulting in civil
money penalties (CMP), and unsafe or unsound bank opefation®th uld lead to
enforcement actions or inadequate capital.

edie key decision makers that drive the

pciples. The absence of

Reputation Risk

The strength and level of transparency of a bank’s corporate and risk governance structure
influence the bank’s reputation with shareholders, regulators, customers, other stakeholders,
and the community at large. A responsible corporate culture and a sound risk culture are the
foundation of an effective corporate and risk governance framework and help form a positive
public perception of the bank. A bank that fails to implement effective corporate and risk
governance principles and practices may hinder the bank’s competitiveness and adversely
affect the bank’s ability to establish new relationships and services or to continue servicing

4 Financial condition includes impacts from diminished capital and liquidity. Capital in this context includes
potential impacts from losses, reduced earnings, and market value of equity.

5 Resilience recognizes the bank’s ability to withstand periods of stress.
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existing relationships. Departures from effective corporate and risk governance principles
and practices cast doubt on the integrity of the bank’s board and management. History shows
that such departures can affect the entire financial services sector and the broader economy.

Compliance Risk

A number of laws, rules, and regulations may apply to a bank’s corporate and risk
governance structure, principles, and practices. In addition, the board and management are
responsible for the bank’s compliance with a myriad of other laws, rules, and regulations.
Failure to establish a sound compliance program that addresses all laws and regulations, and
that includes a BSA program reasonably designed to ensure and monitor compliance with the
record-keeping and reporting requirements, exposes the bank to increased legal and
reputation risks, and the potential for CMPs, enforcement actions, and customer
reimbursements.

Operational Risk

The board and manageMmgnt the bank’s risk management system and controls
through the risk governan@e f . The failure to establish a system of internal controls
and an independent assurancegfundtion tests the effectiveness of internal controls exposes
the bank to the risk of significa , defalcation, and other operational losses.

Corporate Governance /

Corporate governance is the framework in Whic and senior management govern
the bank’s operations and structure as well as h

set the bank’s strategy, objectives, and risk appe

establish the bank’s risk governance framework.

identify, measure, monitor, and control risks.

supervise and manage the bank’s business.

protect the interests of depositors, protect shareholders’ or m (in the case of a
mutual FSA) obligations,® and take into account the interests of other stakeholders.

e align corporate culture, activities, and behaviors with the expectation that the bank will
operate in a safe and sound manner, operate with integrity, and comply with applicable
laws and regulations.

An effective corporate and risk governance framework is essential to ensuring the safe and
sound operation of the bank and helping to promote public confidence in the financial
system.

& Mutual FSAs do not have shareholders. Voting rights in a mutual FSA are held by members, who are
depositors (and also, in some cases, borrowers) of the association. In the context of mutual FSAs, references to
“shareholders” in this booklet should be read to mean members.

Comptroller's Handbook 4 Corporate and Risk Governance
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Board of Directors

Board’'s Role in Corporate and Risk Governance

The board plays a pivotal role in the effective governance of its bank. The board is
accountable to shareholders, regulators, and other stakeholders. The board is responsible for
overseeing management, providing organizational leadership, and establishing core corporate
values. The board should create a corporate and risk governance framework to facilitate
oversight and help set the bank’s strategic direction, risk culture, and risk appetite. The board
also oversees the talent management processes for senior management, which include
development, recruiting, succession planning, and compensation.

The board should have a clear understanding of its roles and responsibilities. It should

amework should provide for independent assessments of
ness of the bank’s risk management functions, financial
reporting, and compliance with laWis and regulations. Most often performed by the bank’s
audit function, independent as cgf’are ®ssential to the board’s effective oversight of
management.

The board’s role in the governance of the
The board is responsible for the overall dire ersight of the bank—nbut is not
responsible for managing the bank day-to-day. oa@fRshould oversee and hold
management accountable for meeting strategic dbj @ thin the bank’s risk appetite.
Both the board and management should ensure the Bgnk isfopgfating in a safe and sound
manner and complying with laws and regulations.

learly distinct from management’s role.

Board Composition, Qualifications, and Select

Board composition should facilitate effective oversight. The idea d is well diversified
and composed of individuals with a mix of knowledge and expertise in line with the bank’s
size, strategy, risk profile, and complexity. Although the qualifications of individual directors
will vary, the directors should provide the collective expertise, experience, and perspectives
necessary for effectively overseeing the bank. Boards of larger, more complex banks should
include directors who have the ability to understand the organizational complexities and the
risks inherent in the bank’s businesses. Individual directors also should lend expertise to the
board’s risk oversight and compliance responsibilities. In addition, the board and its directors
must meet the statutory and regulatory requirements governing size, composition, and other
aspects. Refer to appendix A of this booklet for a list of these requirements.

The board should be willing and able to exercise independent judgment and provide credible
challenge to management’s decisions and recommendations. The board also should have an
appropriate level of commitment and engagement to carry out its duties and responsibilities.

Comptroller's Handbook 5 Corporate and Risk Governance
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To promote director independence, the board should ensure an appropriate mix of “inside”
and “outside” directors. Inside directors are bank officers or other bank employees. Outside
directors are not bank employees. Directors are viewed as independent if they are free of any
family relationships or any material business or professional relationships (other than stock
ownership and directorship itself) with the bank or its management. Independent directors
bring experiences from their fields of expertise. These experiences provide perspective and
objectivity because independent directors oversee bank operations and evaluate management
recommendations. This mix of inside and outside directors promotes arms-length oversight.
A board that is subject to excessive management influence may not be able to effectively
fulfill its fiduciary and oversight responsibilities.

Generally, a director should

e Dbe willing and abiéto exercise independent judgment and provide credible challenge to
management’ ¢ @ s and recommendations.
e banking industry, financial regulatory system, and laws and
regulations that géve nk’s operation.
d experience in business or another discipline to

facilitate bank oversigit.
e accept fiduciary duties an@ ob tons, including a firm commitment to put the bank’s

interests ahead of persona 0 avoid conflicts of interest.
e have firm commitment to regulafily atten@l and be prepared for board and committee
meetings.

e have knowledge of the communities t

To fill board vacancies, the board should establi to identify, assess, and select
director candidates. The bank’s size and compleXit rrant the process to be written.
Some boards use a nominating committee. The boatg hating committee should
consider whether the director candidate has the necessa ledge, skills, and experience
ineg§as well as sufficient
e d knowledge, skills,

obffer new products

additional criteria
depending on certain needs. The director candidate should be willing and able to actively
oversee senior management and challenge and require changes in senior management, if
necessary. Additionally, inside directors should not use undue influence in selecting board
members.

The board candidate should have a record of integrity in his or her personal and professional
dealings, a good reputation, and a willingness to place the interests of the bank above any
conflicting self-interest. The board candidate should disclose any relationships or potential
conflicts of interest that the candidate or any of his or her related interests has with the bank
or its affiliates. The board should consider whether a potential candidate with significant
conflicts of interest that would require him or her to abstain from consideration of issues or
transactions is an appropriate candidate. The bank should conduct background checks on
potential board members and periodic checks of existing directors.

Comptroller's Handbook 6 Corporate and Risk Governance
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Diversity among directors is another important aspect of an effective board. The board
should actively seek a diverse pool of candidates, including women and minorities, as well as
candidates with diverse knowledge of risk management and internal controls.’

In most cases, nominees should be able to serve as directors immediately after they are
elected in accordance with the bank’s bylaws. When the bank is not complying with certain
minimum capital requirements; is in a troubled condition, as defined by the regulation;® or is
not complying with a directive to correct a problem promptly, the bank must file a prior
notice with the OCC regarding proposed new directors before the proposed directors can be
elected to the board.® The OCC also may object to proposed directors of new banks during
the first two years of business.*®

New directors should adhere to the attendance policy for regular and special board meetings.
A director of a natiopghbank may not participate or vote by proxy.! Excessive absences may
be grounds for dirg@l smissal. For more information, refer to the “Attend and Participate
in Board and Co tings” section of this booklet.

Leadership Stru the Board

The board should determing tite agpr@priate leadership structure. The individual selected as
board chair plays a crucial lea P ig the board’s proper functioning. The board chair
should promote candid dialogue, engburage @ritical discussion, and ensure that directors
express any dissenting views. The cRgir shouldfStrive to promote a well-functioning,
informed, independent, and deliberativ I aking process. The chair should also have
the requisite qualities, including being a r ed angptrusted board member, and have
appropriate leadership and communication skill

These are the two most common structures for boa

e The chair is independent of the CEO.
e When the CEO and chair are the same person, the boar
independent of management.

ad director who is

" For more information, refer to OCC Bulletin 2015-30, “Standards for Assessing the Diversity Policies and
Practices of Regulated Entities: Final Interagency Policy Statement.”

8 For more information, refer to 12 CFR 5.51(c)(7), “Definitions.”

% For more information, refer to 12 USC 1831i, “Agency Disapproval of Directors and Senior Executive
Officers of Insured Depository Institutions or Depository Institution Holding Companies,” and 12 CFR 5.51,
“Changes in Directors and Senior Executive Officers of a National Bank.” Also, refer to the “Changes in
Directors and Senior Executive Officers” and the “Background Investigations” booklets of the Comptroller’s
Licensing Manual.

10 For more information, refer to 12 CFR 5.20(g)(2), “Organizing Group.”

1 Ibid. For more information for national banks, refer to 12 CFR 7.2009, “Quorum of the Board of Directors;
Proxies Not Permissible.”

Comptroller's Handbook 7 Corporate and Risk Governance
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Both structures can be equally effective. When the board chair and the CEO are different
individuals, however, having the separate roles may help ensure a more appropriate balance
of power between the board and management.

When the board appoints a lead director in addition to a chair who also is the CEO, the board
should clearly define the lead director’s role. For example, a lead director typically maintains
ongoing communication with the CEO, leads executive sessions of the board, works with the
CEO and the board to set the board agenda, and facilitates communication between the
directors and the CEO.

Outside Advisors and Advisory Directors

From time to time, the board and board committees may need to seek advice from outside

ch as risk assessments, accounting matters, strategic planning, or
itional expert advice would be useful. The board should have the
ire external experts to help the board fulfill its fiduciary
udit committees of large banks must have members with
mang@0ement expertise and have access to their own independent
counsel.'? These committe€s fhayRalsd have their own advisors.

between the bank and the consultant so that
advice.

To leverage outside expertise, the board may co
individuals provide information and advice but
may use advisory directors in a number of situatio

e when the board is small and the directors want direct invo
community leaders.

e to assist in business development.

e to0 gain access to special expertise to help the board with planning and decision making.

e to help identify likely candidates for future board openings.

h a broader array of

Because of their limited role, advisory directors generally are not liable for board decisions.
The facts and circumstances of a particular situation determine if an advisory director may
have liability for individual decisions. Factors affecting potential liability include

e whether advisory directors were elected or appointed.
e how corporate documents identified advisory directors.
e how advisory directors participated in board meetings.

12 For more information, refer to 12 CFR 363.5(b), “Committees of Large Institutions.”

Comptroller's Handbook 8 Corporate and Risk Governance
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e whether advisory directors exercised significant influence on the voting process.
e how the bank compensated advisory directors for attending board meetings.
e whether the advisory director had a previous relationship with the bank.

Additionally, an advisory director who, in fact, functions as a full director may be liable for
board decisions in which he or she participated as if that advisory director were a full
director. Individuals cannot shield their actions from liability simply by having the word
“advisory” in their titles.

Board and Board Committee Meeting Minutes

Minutes of board and board committee meetings are an essential part of the bank’s records
capturing the board’s deliberations and actions. Board meeting minutes should be complete

and accurate. Minu ould document the board’s review and discussion of material action
items on the age ctions taken, follow-up items to be addressed at subsequent
meetings, and ary ot sugés that may arise (including approval of previous meeting
minutes and board-agpr pBlicies).

Minutes should record th&attend@nc@of each director, other attendees, and directors’ votes
or abstentions. The record of Boa etings and activities should include all materials
distributed to the board for in
should have the opportunity to revi
board ratifies them. Board minutes s
meeting of the board. In addition, the boar,
minutes from the various committee meetin

appropriate, modify the minutes before the
and presented for approval at the next
ensure that it receives regular reports or

utes and records of board

r derivative litigation.*3
irectors were fully
gvided credible

s of the bank and its

The board should address the level of detail req
meetings. Minutes may be subject to discovery du
Board minutes should include sufficient information 10
informed about the relevant facts, carefully deliberated t
challenge when necessary, and made decisions based on th
shareholders.

For stock FSAs, a director’s presence at a meeting at which actions are taken on behalf of the
bank is considered assenting to the action unless his or her abstention or dissent is entered in
the meeting minutes.'* A director may also file a written dissent to the action with the
secretary before the meeting is adjourned or send a written dissent by registered mail to the
secretary within five days after the meeting minutes are received.

13 In stockholder derivative litigation, a shareholder sues both the corporation and a third party. The third party,
often an executive officer or director of the corporation, is the actual defendant. The shareholder seeks recovery
for the corporation from the third party.

14 For more information, refer to 12 CFR 5.22(1)(10), “Presumption of Assent.”

Comptroller's Handbook 9 Corporate and Risk Governance
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Senior Management and Staff Access

Directors should have full access to all employees, if needed, but particularly senior
management. Direct interaction with key staff can balance viewpoints and help ensure that
information going to the board is not overly filtered. Direct interaction also can help directors
deal with succession planning and management development. In addition, direct interaction
with employees allows directors to assess how the corporate culture has been implemented
throughout the bank. Directors can use these contacts to determine what behaviors managers
promote.

Director Orientation and Training

The board should conduct orientation programs for new directors. Orientation programs vary
according to bank si d complexity. At a minimum, these programs should explain

e the bank’s ofgani
appetite, and sig
e the importance of
noncompliance with

tructure, corporate culture, operations, strategic plans, risk

ulatory requirements, the ramifications of
antthe BSA/AML risk posed to the bank.

e the individual and group réspaRsibilities of board members, the roles of the various board
committees, and the roles siBplities of senior management.
Directors should understand their ro d rggponpsibilities and deepen their knowledge of

the bank’s business, operations, risks, an ent. The board should periodically assess
its skills and competencies relative to the

appropriate actions.

Management can help the board develop an ongoinge
directors informed and current on general industry trent
particularly regarding issues that pertain to their bank.

Heightened Standards

The board should establish and adhere to a formal, ongoing training program for all directors. This program
should consider the directors’ knowledge and experience and the covered bank’s risk profile. The program
should include, as appropriate, training on the following:

e Complex products, services, lines of business, and risks that have a significant impact on the covered
bank.

e Laws, regulations, and supervisory requirements applicable to the covered bank.

e  Other topics identified by the board.®

15 For more information, refer to 12 CFR 30, appendix D, “OCC Guidelines Establishing Heightened Standards
for Certain Large Insured National Banks, Insured Federal Savings Associations, and Insured Federal
Branches”; appendix D, I, “Standards for Board of Directors”; and appendix D, Il1.E, “Provide Ongoing
Training to All Directors.”

Comptroller's Handbook 10 Corporate and Risk Governance
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Board Compensation

Directors should be compensated fairly and appropriately. Given the demands on a director’s
time and the responsibilities, director compensation should be competitive and sufficient to
attract and retain qualified individuals. The board or a designated committee is responsible
for setting and periodically reevaluating director compensation. Such compensation should
be aligned with industry standards and be commensurate with an individual director’s
responsibilities. The board also should safeguard against payment of compensation, fees, and
benefits that are excessive or that could lead to material financial loss to the bank. Excessive
compensation is considered an unsafe or unsound practice. Additionally, if the bank falls
below required capital minimums, the compensation paid to directors should be reassessed.
The reassessment may include reducing or eliminating the fees paid.

Board Tenure

A director tenur€pol h not a requirement for either public or nonpublic banks, can
help the bank ensurefit hagtSkied, objective, and engaged board members. A tenure policy or
bylaws may, for examglg, eStgblis

e director term limits.
e amandatory retirement ag

A tenure policy can provide a road rt
structured process to obtain fresh ideas anggpr
tenure policy protects against the board losipg’o
directors become less active, less committed, co

quo. On the other hand, mandatory retirement
contributions to the bank continue to be valuable.

rd’s natural evolution and create a

e critical thinking from new directors. A
ity and effectiveness if long-time

r too comfortable with the status
he loss of directors whose

Board’s Responsibilities

The board is responsible for

e providing effective oversight.

e exercising independent judgment.

e providing credible challenge to management.

¢ holding management accountable for implementing policies and operating within
established standards and limits.

e establishing an appropriate corporate culture and setting the tone at the top.

e complying with fiduciary duties and the law.

e understanding its role in monitoring the bank’s operations.

e staying informed about the bank’s operating and business environment.

¢ understanding the legal and regulatory framework applicable to the bank’s activities.

e selecting and retaining a competent CEO and management team.

e overseeing the compensation and benefits programs.

Comptroller's Handbook 11 Corporate and Risk Governance
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e maintaining appropriate affiliate and holding company relationships.

¢ establishing and maintaining an appropriate board structure and performing board self-
assessments.

e understanding the bank’s material risks and confirming that the bank has a risk
management system suitable for the bank’s size and activities.

e setting realistic strategic goals and objectives and overseeing management’s
implementation of those goals and objectives.

e overseeing the bank’s business performance and ensuring the bank serves community
credit needs.

e ensuring the bank maintains an effective BSA/AML control structure. 8

Heightened Standards

ank’s board should oversee the covered bank’s compliance with safe and sound
Iso should require management to establish and implement an effective risk
eets the minimum standards described in these guidelines. The board or the

Each member of a co
banking practices.
governance framg
board's risk committee f
monitor compliance wi

board may rely on risk assessme
internal audit to support the board
recommendations and decisions ma
exceed its risk appetite or jeopardize the

eports prepared by independent risk management (IRM) and
t ion, challenge, and, when necessary, oppose

nt that could cause the covered bank’s risk profile to
oundness of the bank.*®

exercise sound, independent judgment.*®

The following pages focus on some of the board

Provide Oversight

The key to effective board oversight is qualified and activelfginval¥ed Qirectors. Effective
board oversight can help the bank withstand economic downtur@S, probleéms with ineffective
management, and other concerns. During challenging times, the 0O®an@”Should evaluate the

bank’s condition, take appropriate sustainable corrective actions, and, when necessary, keep

16 For more information, refer to 12 CFR 21, “Minimum Security Devices and Procedures, Reports of
Suspicious Activities, and Bank Secrecy Act Compliance Program,” and the Federal Financial Institutions
Examination Council (FFIEC) Bank Secrecy Act/Anti-Money Laundering (BSA/AML) Examination Manual.

17 For more information, refer to 12 CFR 30, appendix D, 111, “Standards for Boards of Directors,” and
appendix D, I11.A, “Require an Effective Risk Governance Framework.”

18 For more information, refer to 12 CFR 30, appendix D, 111, “Standards for Boards of Directors,” and
appendix D, I11.B, “Provide Active Oversight of Management.”

19 For more information, refer to 12 CFR 30, appendix D, 111, “Standards for Boards of Directors,” and
appendix D, I11.C, “Exercise Independent Judgment.”
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the bank operating until the board obtains capable management to fully resolve the bank’s
problems.

Board oversight is critical to maintain the bank’s operations in a safe and sound manner,
oversee compliance with laws and regulations, supervise major banking activities, and
govern senior management. To fulfill its responsibilities, the board relies on senior
management to oversee the key decisions and management to carry out the bank’s day-to-day
activities. The board also relies on management to provide the board with sound advice on
organizational strategies, objectives, structure, and significant policies and to provide
accurate and timely information about the bank’s risks and financial performance. Several
Comptroller’s Handbook booklets and The Director’s Book: Role of Directors for National
Banks and Federal Savings Associations reinforce and expand on supervisory expectations
regarding the board’s oversight duties and management’s roles and responsibilities.

An appropriate corpo re for a bank is one that does not condone or encourage
imprudent risk taking, ufethical ior, or the circumvention of laws, regulations, or safe
and sound policies and proCedlreS\in4ursuit of profits or business objectives. An appropriate
corporate culture holds emplo C le. This starts with the board, which is
responsible for setting the tone at thg'top an@ overseeing management’s role in fostering and

maintaining a sound corporate cultufgand riskg€ulture. Shared values, expectations, and
end agement promote a sound corporate

objectives established by the board an
To promote a sound corporate culture, the boar

culture.

jons, and ensure those
actices.

e set the expectations for desired behaviors, conve
behaviors are linked to performance reviews and co
e promote clear lines of authority and accountability.

e hold management accountable for the transparent and time nformation.

To promote a sound corporate culture, management should

reinforce the corporate culture with all employees.

integrate the culture into the bank’s strategic planning process and risk management
practices.

ensure continuous employee communication and training regarding risk management
practices and standards of conduct.

report and escalate material risk issues, suspected fraud, and illegal or unethical activities
to the board.

The board should adopt a written code of ethics (or code of conduct) to set expected
standards of behavior and professional conduct for all employees. The board should oversee
management’s development and periodic review of the code of ethics and other policies that
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address board and employee conduct, insider activities, conflicts of interest, and other
relevant ethical issues. The code of ethics should encourage the timely and confidential
communication of suspected fraud, misconduct, or abuse to a higher level within the bank.
Such a code is intended to foster a culture of integrity and accountability.

The bank’s code of ethics should address the following:

e Conflicts of interest: A conflict of interest occurs when an individual’s private interests
conflict with the bank’s interests.

e Insider activities: Directors and executive officers should refrain from financial
relationships that are or could be viewed as abusive, imprudent, or preferential. In
addition, laws and regulations prohibit certain insider activities.?°

e Self-dealing and corporate opportunity: Employees, officers, and directors are
prohibited from corporate property, information, or their positions for personal
gain. Usurpati orporate opportunity is a breach of fiduciary duty.

employees and directors must maintain the confidentiality of

bank, customer, | information.

s, and directors should not conceal information, abuse
reSgnt material facts, or engage in any other unfair dealing

privileged informatio

practice.

e Protection and use of ba : pany assets should be used for legitimate
business purposes.

e Compliance: All bank employe icess, directors must comply with applicable

laws and regulations.
e Whistle-blower policy: The board sho
report legitimate concerns about suspected i

investigation.

e Consequences: Employees, officers, and directors sh
the consequences of unethical, illegal, or other behavior
code of ethics (or code of conduct).

r understanding of
align with the bank’s

The bank should have an ethics officer, bank counsel, or some other individual from whom
employees can seek advice regarding ethics questions. Ethics policies should include a
process for the annual review and discussion of ethics rules at all levels of the bank,
including the board. Ethics policies should be reinforced as an important part of each
director’s, senior manager’s, and employee’s performance review.

Internal audit plays an important role in monitoring the effectiveness of the bank’s ethics
program and whistle-blower policy. Internal audit should assess the bank’s corporate culture
and standards and ethics processes to identify any governance-related weaknesses. Internal

20 For more information, refer to 12 USC 1828(z), “General Prohibition on Sale of Assets”; 12 CFR 215,
“Loans to Executive Officers, Directors, and Principal Shareholders of Member Banks (Regulation O)”;

12 CFR 31, “Extensions of Credit to Insiders and Transactions With Affiliates”; and the “Insider Activities”
booklet of the Comptroller’s Handbook.
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audit should assure the board that suspected fraud and misconduct are promptly reported,
investigated, and addressed.

Comply With Fiduciary Duties and the Law

Directors’ activities are governed by common law fiduciary legal principles, which impose
two duties—the duty of care and the duty of loyalty.

The duty of care requires that directors act in good faith, with the level of care that ordinarily
prudent persons would exercise in similar circumstances and in a manner that the directors
reasonably believe is in the bank’s best interests. The duty of care requires directors to
acquire sufficient knowledge of the material facts related to proposed activities or
transactions, thoroughly examine all information available to them, and actively participate
in decision making.

The duty of loydfty r
bank and its sharehol@er

shat directors exercise their powers in the best interests of the
han in the directors’ own self-interest or in the interests of
any other person. Dir ing action on particular activities or transactions must be
objective, meaning the dmgctors uSyconsider the activities or transactions on their merits,
free from any extraneous infl§ences. #he duty of loyalty primarily relates to conflicts of
interest, confidentiality, and ¢ t tunity. Directors of FSAs are also subject to
specific conflict of interest and corp@rate opPortunity regulations.?:

er conduct reflects the level of care and
pke the director of any corporate

8s resulting from his or her breach
ally or on behalf of the bank),
o fulfill these duties may

Each director should personally ensure S
loyalty required of a bank director. A banK di
entity—may be held personally liable in lawsuit
of fiduciary duties. Shareholders or members (e
depositors, or creditors who allege injury by a dire€
bring these suits. In addition, the OCC may take enforee
CMPs, against a director for breach of fiduciary duty. T ayqassess director liability
individually because the nature of any breach of fiduciary

Additionally, a bank director may be criminally liable for his or
may incur criminal liability if the director

e falsifies bank records or causes such records to be falsified.?
e misuses or misapplies bank funds or assets.?®

2L For more information, refer to 12 CFR 163.200, “Conflicts of Interest,” and 12 CFR 163.201, “Corporate
Opportunity.”

22 For more information, refer to 18 USC 1005, “Bank Entries, Reports, and Transactions.”

23 For more information, refer to 18 USC 656, “Theft, Embezzlement, or Misapplication by Bank Officer or
Employee.”
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requests or accepts fees or gifts to influence, or as a reward for, bank business.?
makes false statements generally.?

commits or attempts to commit fraud.?

willfully violates the BSA or its implementing regulations.?’

Select, Retain, and Oversee Management

A profitable and sound bank is largely the result of the efforts of talented and capable
management. Effective management is able to direct day-to-day operations to achieve the
bank’s strategic goals and objectives while operating within the risk appetite. Such
management has the expertise to help the board plan for the bank’s future in a changing and
competitive marketplace as well as generate new and innovative ideas for board
consideration. Effective management has the expertise to design and administer the systems
and controls necessay¥Q carry out the bank’s strategic plan within the risk governance
framework and tg % ompliance with laws and regulations.

One of the most imp@rt eciSipns the board makes is selecting the bank’s CEO. The CEO
is responsible for exec@fing te bapk’s strategic plan and effectively managing the bank’s
risks and financial performance. §hefoard should ensure that the CEO has the leadership

skills and the appropriate confpet , experience, and integrity to carry out his or her
responsibilities.

The board, or a board committee, sh e
The board should specifically define selecid
personal character, and periodically review
should share the board’s corporate culture and t :
ensure mutual trust and a close working relationShi afger banks, a board committee,
EO selection process. This
“Egtablish and Maintain an

vely engaged in the CEO selection process.
ria, including experience, expertise, and
the criteria as appropriate. The CEO

committee’s responsibilities are discussed in more deta
Appropriate Board Structure” section of this booklet.

Besides selecting a qualified CEO, the board’s primary respons
the CEO and senior management. In doing so, the board should

e set formal performance standards for senior management consistent with the bank’s
strategy and financial objectives, risk appetite and culture, and risk management
practices; and monitor performance relative to the standards.

e align compensation with performance and ensure that incentive compensation
arrangements do not encourage imprudent risk taking.

24 For more information, refer to 18 USC 215, “Receipt of Commissions or Gifts for Procuring Loans.”
% For more information, refer to 18 USC 1001, “Statements or Entries Generally.”
26 For more information, refer to 18 USC 1344, “Bank Fraud.”

27 For more information, refer to 31 USC 5322, “Criminal Penalties.”
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e oversee the talent management process, which includes establishing a succession plan to
replace key senior management.

e approve diversity policies and practices consistent with identified standards.?®

e meet regularly with senior management and maintain appropriate lines of
communication.

e ensure management provides the board with sufficient, clear, transparent, and timely
information.

e question and critically review explanations, assumptions, and information provided by
senior management.

e assess Whether senior management’s knowledge and expertise remain appropriate given
the nature and complexity of the bank’s strategy and risk profile.

e take decisive action to address problems or concerns with management performance or
misconduct.

An FSA board
regulation prohibits nsound contracts that could lead to material financial loss or

damage to the associgti interfere with the board’s duty or discretion to employ or
terminate managemen . For example, a contract with an excessive term could

be considered unsafe or Thaéregulation also requires that employment contracts be
in writing and include certain{§ina ry provisions.

The board, or a designated board cofhmitteey should establish a formal performance appraisal
process that evaluates the CEO and end nagement. The goal of a CEO evaluation
process is to enhance the relationship bet EO and the board and improve the

bank’s overall performance through candid ns about goal setting and performance
measurement. The board should give constructi to its CEO to help improve his or
her performance in overseeing the bank. This proce s that the board discharges its
responsibilities to supervise management and hold untable. When the CEO

Succession planning can provide for stability in tumultuousYgnangtal tiMes and can lessen the
influence of dominant personalities and behaviors. At smaller b depth of talent
available for key management positions may be limited. In these Mst@fces, smaller banks
may consider increasing the formality of management training programs, development, and
talent identification. Succession planning in larger banks may involve developing a talent
pool of employees who have the necessary qualifications, skills, experience, and exposure to
the board and senior management. These larger banks should have more formal processes to
identify management succession requirements to develop and prepare individuals for various
leadership positions. The bank’s succession planning may also help the bank retain key
employees.

28 For more information, refer to OCC Bulletin 2015-30, “Standards for Assessing the Diversity Policies and
Practices of Regulated Entities: Final Interagency Policy Statement.”

29 For more information, refer to 12 CFR 163.39, “Employment Contracts.”
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Succession planning should be a regular topic of board discussion. The board should approve
a management succession policy to address the loss of the CEO and other key executives.
This policy should identify critical positions that would fall in the scope of a succession plan.
This policy also should outline the process by which the board and management would fill
vacancies created by death, illness, injury, resignation, or misconduct. If no individual in the
bank is suitable, the succession policy should provide for a temporary replacement to serve in
the role until the board finds a successor. In addition, the board and senior management
should review and update management succession plans at least annually to ensure that the
plans remain viable.

The CEO is responsible for ensuring appropriate leadership development and management
succession planning for major bank functions while effectively preserving the independence
of audit and independent risk control functions. Managers should support succession
planning by assessinggtheir lines of business structures as well as the bank’s needs.
Management also etermine the required knowledge and skills for management
candidates for critical jobs, and initiate development plans for

The board or board committee sh i prove a written talent management program that
provides for, among other things, de p itment, and succession planning regarding the CEO,
chief audit executive (CAE), CRE, their diféct report8, apd other potential successors.3°

its executive officers and
ensation practices, and
comply with laws and regulations governing compe
service corporation,®! compensation to directors, officers plfoyees must be reasonable
and commensurate with their duties and responsibilities.>* Wi o

directors, officers, and employees who regularly perform ser
corporation under consulting contracts.

FSA or its service

The bank is required to maintain safeguards to prevent the payment of compensation, fees,
and benefits that are excessive or that could lead to material financial loss to the bank.3 If it

30 For more information, refer to 12 CFR 30, appendix D, II.L, “Talent Management Processes.”

3L For more information regarding the applicability of this principle to mutual FSAs, refer to 12 CFR 5.59(e)(7),
“Supervisory, Legal or Safety or Soundness Considerations.”

32 For more information, refer to OCC Bulletin 2014-35, “Mutual Federal Savings Associations: Characteristics
and Supervisory Considerations.”

33 For more information, refer to 12 CFR 30, appendix A, “Interagency Guidelines Establishing Standards for
Safety and Soundness,” section I, I, “Compensation, Fees and Benefits.”
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is unreasonable or disproportionate to the services actually performed, compensation is
considered excessive and is therefore prohibited as an unsafe or unsound practice.**

Given the level of authority that executive officers have over all banking activities, the board
should oversee this group’s compensation, including

e evaluating and approving employment contracts.

e establishing the compensation and benefits of the CEO and other executive officers.

e assessing the reasonableness of the structure and components of executive compensation,
including various benefits related to retirement, termination, and change of control.

e confirming that the internal processes that ensure incentive compensation arrangements
are consistent with regulatory guidance.

e evaluating executive performance relative to board-established goals and objectives.

e considering sha er concerns.

Incentive Compens

Incentive-based compefisatiop m any variable compensation, fees, or benefits that serve
as an incentive or reward%@r perf@rmance. Banks of varying size may have incentive
compensation arrangements. fhe Bpard and management should ensure that incentive
compensation arrangements d rmige the bank’s safety and soundness by
encouraging imprudent risk taking.

Incentive compensation can be a useful tq
encourage executives and employees to ta

bank’s long-term viability and safety and sound . La€ehtive compensation arrangements
should be supported by strong corporate governancg @ ng active and effective oversight

aining key talent; it may, however,

on Sound Incentive
e compensation

=X banks.® OCC
Bulletin 2010-24 applies to compensation arrangements of executive officers as well as
nonexecutive personnel, collectively referred to as “covered employees,” who have the
ability to expose the bank to material amounts of risks. As outlined in OCC Bulletin 2010-24,
incentive compensation arrangements should comply with the following principles:

e Provide employees with incentives that appropriately balance risk and reward.
e Be compatible with effective controls and risk management.

34 For more information, refer to 12 CFR 30, appendix A, 11, “Prohibition on Compensation That Constitutes
an Unsafe and Unsound Practice.”

35 The largest, most complex banks are defined in the “Large Bank Supervision” booklet of the Comptroller’s
Handbook.
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e Be supported by strong corporate governance, including active and effective oversight by
the bank’s board.

The board is ultimately responsible for ensuring that incentive compensation arrangements
for all covered employees are appropriately balanced and do not jeopardize the bank’s safety
and soundness. The board’s oversight should be commensurate with the scope and
prevalence of the bank’s incentive compensation arrangements. Independent directors should
be actively involved in the oversight of incentive compensation arrangements.

Executive officers play a critical role in managing the overall risk-taking activities of the
bank. The board should

e approve executive officers’ incentive compensation arrangements.

e approve and doc t any material exceptions or adjustments to executive officers’

arrangements.

ffects of approved exceptions on the balance of the
arrangements, thgfris incentives of senior executives, and the safety and
soundness of the bak.

e monitor incentive cormgensatfon fayments to senior executives and the sensitivity of
these payments to risk resglts.

e obtain sufficient informati nd review any clawback provisions to

It
determine if the provision was tfiggereddand executed as planned.
In larger banks, the board’s oversight of cgfp ion matters is typically handled by a
board compensation committee, as discusse e ‘gstablish and Maintain an Appropriate
Board Structure” section of this booklet.

Employee Benefits

“Employee benefits” is an umbrella term that refers to nofgwagde cogggensation provided to
employees in addition to their normal wages or salaries.

A comprehensive employee benefits package is an important, co ve, and useful tool for
attracting and retaining employees. In addition, there may be tax advantages for the bank for

establishing certain employee benefits, such as a retirement plan. On the other hand, offering

employee benefits can be costly. Administrative costs can be high and may increase year-to-

year. There is also the risk of liability from lawsuits and the payment of regulatory fines from
mistakes made in benefits administration.

There are two types of employee benefits, mandated and optional. By law, banks must
provide mandated benefits. The mandated benefits include Social Security, Medicare,
unemployment insurance, and workers’ compensation. Optional benefits are not mandated. If
offered, however, optional benefits must meet certain requirements. If requirements are not
met, the bank could incur lawsuits, penalties, and excise taxes. Optional benefits include

e group health plans.
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disability insurance.

life insurance.

retirement plans.

flexible compensation (cafeteria plans).
leave.

The board ultimately is responsible for all decisions relating to the cost and scope of the
bank’s employee benefits. The board also is responsible for overseeing management’s
administration of benefits and fulfillment of fiduciary responsibilities. If the board
determines the bank should provide its employees with a group health plan or a retirement
plan, then the board should ensure the bank’s fiduciary responsibilities are met.3®

Senior management is responsible for establishing an appropriate organizational structure to
administer benefits. /Mf&gagement often outsources benefits administration to benefits
professionals or pgé n internal administrative committee or human resources

all employee benefit operations.

Maintain Appropri iliate and Holding Company Relationships

In the case of affiliated banksgan ing companies, the strategic objectives, corporate
values, and corporate governa f the affiliated bank should align with the
holding company. A bank managed@s part @f a parent holding company structure can face
hg holding company board and the bank

board. For example, this arrangement mayg€re
on competing priorities.®” The bank’s boar
subordinate to the interests of the parent holdin
affect the bank’s risk profile, financial condition;
laws and regulations. Additionally, a director who C oard of both the bank and

its holding company must comply with the director’s
the duty of loyalty.

The primary duty of a subsidiary bank’s board is to ensure the @ tes in a safe and
sound manner. The subsidiary bank’s board should ensure that rel& hips between the
bank and its affiliates and subsidiaries do not pose safety and soundness issues for the bank
and are appropriately managed. The bank’s board should carefully review holding company
policies that affect the bank to ensure that those policies adequately serve the bank. If the

bank’s board is concerned that the holding company is engaging in practices that may harm
the bank or are otherwise inappropriate, the bank’s board should notify the holding company

ure the interests of the bank are not
N decisions that may adversely

3 For more information, refer to the “Retirement Plan Products and Services” booklet of the Comptroller’s
Handbook, which contains a detailed discussion of the Employee Retirement Income Security Act of 1974 and
its fiduciary standards.

37 For more information, refer to 12 USC 371c, “Banking Affiliates”; 12 CFR 31; and 12 CFR 223,
“Transactions Between Member Banks and Their Affiliates (Regulation W).” For more information on national
banks, affiliates, and other related organizations, refer to the “Related Organizations” booklet of the
Comptroller’s Handbook. For FSAs, refer to section 730, “Related Organizations,” of the former OTS
Examination Handbook.
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and obtain modifications. If the holding company board does not address concerns of the
bank’s board, bank directors should dissent on the record and consider actions to protect the
bank’s interests. If necessary, the bank’s board should hire an independent legal counsel or
accountant. The bank’s board also may raise its concerns with its regulators.

Establish and Maintain an Appropriate Board Structure

Board committees are an important component of the corporate and risk governance
structure. Board committees help the board carry out oversight duties and responsibilities.
Delegation of work to a committee can enhance board effectiveness by enabling the board,
through its committees, to cover a wider range of issues with greater depth of analysis.
Delegation also allows the directors to better focus their time and attention on areas or
subject matters on which they can lend their specific expertise or experience. Committee
meetings can encoura@e directors to thoroughly consider issues, promote more candid
discussions, and g @ er insight into the bank’s activities.

, Igependence, and board reporting. The charter should

establish requirements that'in€lu eting frequency, conduct, attendance, minutes, and use
of advisors. The charter also s
the committee. The board should apg@fove afil disclose the written charter, as appropriate.

Disclosure of the committee charter exagPle, on websites, in proxy statements, and in
policy manuals) improves the transparency Tt thé¢ioard’s decision-making processes.

The appropriate governance and committee Stru
another key board decision. As the complexity
services increase, additional committees may be nég r ghe board to provide effective
oversight. Similarly, additional skills and expertise oTe@ eetmembers might be needed.

Conversely, too many committees can create competing angs and the potential for
duplication and confusion about responsibilities.

ile of the bank’s products and

Directors should be assigned to committees that align with their d experience. In
some circumstances, directors are required to have specific qualifications to serve on certain
committees. Participation on multiple committees should be balanced with time
commitments to avoid overburdening any single director. Some overlap, however, is
beneficial in integrating board activities. With smaller boards, directors likely need to serve
on multiple committees. Periodically rotating committee membership may help to achieve
optimal objectivity, but frequent rotation can sometimes adversely affect the knowledge base
and effectiveness of committee members. The board should find the right balance between
maintaining institutional knowledge and gaining new perspectives.

The board’s responsibility is to determine which committees it needs to effectively govern
the bank. The committees vary by bank. The following pages describe some key committees.

38 For example, refer to 12 CFR 363.5, “Audit Committees,” for regulatory requirements regarding the
composition of audit committees for banks with consolidated total assets greater than $500 million.
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This list is not exhaustive or a required list of committees, unless they are mandated by laws
or regulations.

Executive Committee

Some boards choose to use an executive committee. When utilized, the board traditionally
authorizes the executive committee to act on the board’s behalf. The executive committee
usually addresses matters requiring board review that arise between full board meetings. The
executive committee can relieve the full board of detailed reviews of information and
operational activities. The executive committee may also coordinate the work of other board
committees. The executive committee, however, should not have the authority to exercise all
of the board’s powers. For example, the full board should reserve the right to execute
extraordinary contracts, such as mergers and acquisitions. The full board should review the
executive committeegRarter and ensure that the charter clearly specifies the committee’s
q@w mittee may approve on the board’s behalf.

The board should eng
class of directors in Whi exXecutive committee wields all the power. All directors have
the same responsibilitie I . The executive committee should not be viewed as a
seat of power or as the mo iofls committee.

The executive committee should nogibe conflised with executive sessions of the independent
directors of the board. /
Audit Committee

The audit committee, or its equivalent, should o

is sufficiently robust to identify, test, and report ong
have an audit committee. The bank’s size dictates th

ank’s audit program to ensure it
in the bank. All banks should
i0pof the audit committee.
The main areas of responsibility of the audit committee ar foll The list summarizes
sound practices for the bank’s audit committee.

e Work with internal and external auditors to ensure that the bank has comprehensive audit
coverage to meet the risks and demands posed by its current and planned activities.

e Ensure that senior management establishes and maintains an adequate and effective
internal control system and processes.

e Hold committee meetings with a frequency that facilitates oversight, that is, at least four
times a year.

% For more information on audit committee requirements and responsibilities for national banks, refer to the
“Internal and External Audits” booklet of the Comptroller’s Handbook. For FSAs, refer to sections 350,
“External Audit,” and 355, “Internal Audit,” of the former OTS Examination Handbook. Also refer to the Basel
Committee on Bank Supervision, “The Internal Audit Function in Banks,” June 2012. Annex 2 provides an
overview of the responsibilities of an audit committee.
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e Establish schedules and agendas for regular meetings with internal auditors, along with
external auditors when providing oversight.

e Carry out the appointment and termination, setting of compensation, and assessment of
performance of the CAE or equivalent and the independent public accountant or external
auditor.

e Ensure external auditors are independent and objective in their findings and consistent
with their independence principles and rules. Ensure that external auditor engagement
letters and any related agreements for services do not contain any unsafe or unsound
limitation of liability provisions before the engagement.**

e Monitor the financial reporting process and oversee the bank’s establishment of
accounting policies and practices. Review the significant qualitative aspects of the bank’s
accounting practices, including accounting estimates, financial reporting judgments, and
financial statement disclosures.

e Establishand m in procedures (also known as whistle-blower procedures) for bank
employees tg nfidential and anonymous concerns to the committee about
questionable®acc jnternal accounting control, or auditing matters.*? Procedures
should be set up for tifiely Wgvestigation of complaints received and appropriate
documentation retefgi

e Meet with bank exa rs atfleasonce each supervisory cycle to discuss findings of
OCC reviews, including c@ncl@sions regarding audit.

e Monitor, track, and hold m egfent agcountable for addressing deficiencies that
auditors or regulators identify. Also, w ecessary, provide discipline to ensure
effective and timely response by ge@fentdo correct control weaknesses and
violations of law or regulation noted ig#nt or external audit reports or in

examination reports.

40 According to 12 CFR 363.4, “Filing and Notice Requirements,” notification to regulators must be made on
the termination of the external auditor. Also refer to 12 CFR 363.5(c), “Independent Public Accountant
Engagement Letters.”

4! The board and any audit committee of all banks have this responsibility. For banks subject to 12 CFR 363,
“Annual Independent Audits and Reporting Requirements,” however, these unsafe and unsound provisions
include those that indemnify the independent public accountant against claims made by third parties; hold
harmless or release the independent public accountant from liability for claims or potential claims that might be
asserted by the client bank, other than claims for punitive damages; or limit the remedies available to the client
bank.

42 According to OCC Bulletin 2003-12, “Interagency Policy Statement on Internal Audit and Internal Audit
Outsourcing: Revised Guidance on Internal Audit and Its Outsourcing,” when the board fulfills the audit
committee responsibilities, the procedures should provide for the submission of employee concerns to an
outside director, timely investigation of complaints received, and appropriate documentation retention.
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Heightened Standards

The audit committee reviews and approves internal audit’s overall charter and audit plans. The audit
committee should also approve all decisions regarding the appointment or removal and annual compensation
and salary adjustment of the CAE. The committee may also oversee the CAE’s administrative activities or
designate them to the CEO.*3

The heightened standards impose additional requirements on audit plans, as well as additional
circumstances in which the internal audit should make reports to the audit committee. The audit committee
should be aware of and monitor the internal audit's compliance with these heightened standards.**

Credit Committee

The credit committee oversees management’s handling of credit risk to ensure compliance
with board decisions rggarding the bank’s lending strategy and credit risk appetite and limits.

The committee sh iew and approve the bank’s lending policies and monitor the
lending officers; ce with such policies. The credit committee should verify that
management

e recognizes adverse tgnds?

e enables early detectiorofgro@lens in the loan portfolio.

e takes timely and appropridle sustai corrective actions.

[ ]

maintains an adequate aIIowanc@ and lease losses (ALLL).
The credit committee should oversee % dit risk management practices to ensure
they safeguard against noncompliance with lggh- laws and regulations and the bank’s
lending policies. In many banks, this comm{ttee ppkoves loan applications for credits
involving large dollar amounts relative to the b d capital levels. The bank’s loan
review function should periodically report to the c itfee its conclusions on the
effectiveness of the loan rating systems and credit ri t practices. In addition, the

credit committee should monitor loan policy exceptions nd approve) changes or
additions to the bank’s underwriting standards.

Asset-Liability Committee

In most banks, the board delegates responsibility for establishing specific interest rate risk,
liquidity, and other asset-liability strategies and oversight to a committee of senior managers.
If there is a board-level asset-liability committee, the committee should

e establish and guide the bank’s strategy as well as liquidity and interest rate risk appetite.

e identify senior managers who have authority and responsibility for managing these risks.

e monitor the bank’s performance and overall interest rate risk profile and liquidity
position, ensuring that asset-liability strategies are prudent and are supported by adequate
capital and liquidity.

43 For more information, refer to 12 CFR 30, appendix D, I.E.8, “Internal Audit.”

44 For more information, refer to 12 CFR 30, appendix D, 11.C.3, “Role and Responsibilities of Internal Audit.”
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e ensure the bank implements sound risk management practices to identify, measure,
monitor, and control interest rate and liquidity risks.
e verify that adequate resources are devoted to asset-liability management.

Regulations require the board of an FSA to monitor financial derivatives activities and
interest rate risk. The board must adopt appropriate policies and procedures and periodically
review them.*® While the regulations apply only to FSAs, the guidelines contain sound
practices that all banks should follow.

Risk Committee

The risk committee’s primary responsibility is risk oversight. For smaller banks, the audit
committee sometimes assumes the oversight of risk management activities. Banks that have

ibilities should be explicitly defined and may include

¢ helping to define the bank .
e working with the board to ensurgthat thg bank’s strategic, liquidity, and capital plans are

consistent with the bank’s risk apgetite s nt and that material risks are addressed in
the bank’s strategic plan.

e reviewing and approving risk limits.

e ensuring the bank has appropriate policies a

management practices, and the risk control i

y risk type.

e regularly discussing the effect of the risks to capital, , jquidity under normal
and stressed conditions.

e ensuring the independence of the risk management functio

e overseeing and directing the work of the CRE or equivalents.

e ensuring effective and timely escalation of material issues to the board and holding

management accountable for timely and appropriate corrective action.

45 For more information, refer to 12 CFR 163.172, “Financial Derivatives,” and 12 CFR 163.176, “Interest-
Rate-Risk-Management Procedures.”
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Heightened Standards

The board or its risk committee should approve the risk governance framework and any significant
changes.*® The board or its risk committee also should monitor compliance with the risk governance
framework.4” Each CRE should have unrestricted access to the board risk committee regarding risk and
issues identified through IRM activities.*® The board or its risk committee approves the appointment and
removal of a CRE and the CRE’s annual compensation and salary adjustment.*® The board or its risk
committee demonstrates support for IRM by ensuring that IRM has the resources needed to carry out its
responsibilities and by relying on IRM’s work when carrying out its oversight responsibilities.>° The risk
committee is generally a stand-alone committee, distinct from the audit committee.5*

Fiduciary Committee

A bank with fiduciary (trust) powers has a number of fiduciary responsibilities that include
ensuring compliance with both state and federal laws and regulations governing fiduciary
activities.> To ens pliance and appropriate oversight of fiduciary activities and asset
management pr services, the board typically establishes three fiduciary
committees: one for i ive decisions, one relating to investment oversight, and a
fiduciary audit com r, less complex banks may have a variation of these
committees, such as a and a fiduciary audit committee.

A bank with fiduciary powersgnuspha audit of fiduciary activities as well as a fiduciary

audit committee.>® Regulations i mposition requirements of the fiduciary audit

committee. The committee overseesgthe b?udit of significant fiduciary activities. The
inu@us

audit could be conducted annually or depending on the audit’s setup. The
committee should note results of the audi ns taken in the minutes of the board or

the fiduciary audit committee. :

4 For more information, refer to 12 CFR 30, appendix D, 11.A, “Risk Goverg mework.”

47 Ibid.

48 For more information, refer to 12 CFR 30, appendix D, 1.E.7, “Independent Risk Management.”

49 1bid.

% 1bid.

51 1bid.

52 For more information on a national bank’s fiduciary responsibilities and compliance with 12 CFR 9,
“Fiduciary Activities of National Banks,” refer to the “Asset Management” and “Internal and External Audits”
booklets of the Comptroller’s Handbook. For information on FSAs, refer to 12 CFR 150, “Fiduciary Powers of
Federal Savings Associations,” and sections 350, “External Audit,” and 355, “Internal Audit,” of the former

OTS Examination Handbook.

53 For more information, refer to 12 CFR 9.9, “Audit of Fiduciary Activities.”
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Compensation Committee

A bank may have a compensation committee to oversee compensation arrangements. This
oversight includes the design and implementation of any incentive compensation
arrangements for covered employees as discussed in the “Oversee Compensation and
Benefits Arrangements” section of this booklet. The committee may also review and
recommend compensation for directors, including the board and board committee fee
structure. The committee should provide periodic reports to the full board on compensation
and benefits matters. The committee should work closely with board-level risk and audit
committees to ensure that all committee decisions align with the bank’s strategic objectives
and risk appetite, and appropriately balance risk and reward. In fulfilling its responsibilities,
the committee should have an understanding of all the bank’s compensation and benefits
arrangements, including

measures that are based solely on industry peer performance

ank’s compensation arrangements and the risks or

ents may incentivize.

e whether compensatiofarrangemauts are designed to promote long-term shareholder
value and not promote exgess sk taking.

e the legal requirements go i Ve compensation arrangements.

The compensation committee may a 0
bank’s employee benefits plans. If the co
the bank has a process to appropriately a
responsibilities.

responsibilities, such as overseeing the

assistance with developing incentive compensation arrang N0 addition, the
compensation committee may be responsible for monitor ini

reasonable compensation is paid to the third party out of employ€e bengfit plan assets.

Corporate Governance/Nominating Committee
At many banks, the corporate governance/nominating committee duties involve

e recommending nominees for election to the board.

e reviewing and approving a management succession policy and plan for senior
management positions.

e overseeing the bank’s corporate governance practices with regard to board composition
and independence.

As part of its director nomination process, the corporate governance/nominating committee
should establish criteria for board and committee membership, including qualifications and
independence requirements. This committee may evaluate new nominees’ qualifications. The
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committee may also assess the contributions of current directors in connection with their re-
nomination. The committee can help ensure the board reflects a mix of talent, expertise, and
perspectives that is appropriate to the bank’s needs, its strategic plans, and the overall
effectiveness of the board. A mutual FSA must have a nominating committee if the
association’s bylaws provide for submission of nominations for directors before the annual
meeting. This committee submits nominations to the secretary of the association.>*

Other responsibilities of the corporate governance/nominating committee can include

overseeing the evaluation of board performance and individual director contributions.
conducting an evaluation of its own performance.

assisting other board committees with their self-assessments.

periodically assessing board size and composition.

establishing direnure policies that address procedures for the retirement or

replacement g
e assessing the repar
information and
e overseeing directo training.
e establishing and oversegi ceflures for shareholder communications, including the
solicitation of shareholdefec endations for the nomination of directors to the board.

nels and mechanisms through which the board receives
d timeliness of the information.

If the bank does not have a compenggtion ¢ ittee to review and recommend changes to
the bank’s director compensation polfeigs, thg’fCogorate governance/nominating committee
should perform these duties.

Perform Board Self-Assessments

A meaningful self-assessment evaluates the board’s
committee operations, and directors’ skills and expertise.
undertake some form of self-assessment. Board self-asse
improving the board’s overall performance. Further, by ack
itself responsible for its performance, self-assessments help aff One at the top.” The
bank’s directors and senior management set the tone at the top, witféRemphasizes personal
integrity and accountability. The tone at the top also involves clearly articulating and
consistently enforcing the directors’ and senior management’s expectations for employee
behavior.

and functionality, board
should periodically
gPhe valuable in

at the board holds

Self-assessments may take the form of questionnaires to all directors, a group self-
assessment, formal interviews with each director, peer evaluations, or a combination of these
methods. In some circumstances, it may be worthwhile to use an independent third party to
administer the self-assessments and provide feedback to the directors.

54 For more information, refer to 12 CFR 5.21(j)(2), “Bylaws for Federal Mutual Savings Associations.”
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A board self-assessment addresses the effectiveness of the board’s structure, activities, and
oversight, such as

e director qualifications.

e level of director participation.

e quality of board meetings and discussions, including whether one director or a group of
directors dominates the discussion.

e quality and timeliness of board materials and information.

e relevance and comprehensiveness of meeting agendas.

the board’s relationship with the CEO, including whether the relationship is supportive

but independent.

effectiveness of credible challenge.

effectiveness of strategic and succession planning.

effectiveness o tive sessions.

committees and committee structure.

An important compofie nyRassessment is to follow up on action items identified to

improve performance. We actiongitgms should produce measurable results. The board or a
designated committee sho®ld gveseelthe implementation of recommendations arising from
board self-assessments and in@depefide essments. As part of its oversight duties, the
committee may determine that ompasition changes are needed to address skill and

competency gaps.

Heightened Standards

responsible for overseeing financial performance and risk reporti such, the board
should determine the types of reports required to help with its oversight and decision-making
responsibilities.®® The reports should be accurate, timely, relevant, complete, and succinct.
Refer to the “Maintain Management Information Systems” section in this booklet for more
information about management information systems (MIS). The information requirements,
particularly the number and variety of reports, depend on the bank’s size, complexity, and
risks. The board and management should ensure that the information is sufficient to keep
relevant parties informed of the financial condition and performance of all the bank’s
material lines of business. In addition, the board and management should make sure that

%5 For more information, refer to 12 CFR 30, appendix D, 11, “Standards for Board of Directors.”

% For more information on the types of reports and measures the board uses to assist in its oversight
responsibilities, refer to Detecting Red Flags in Board Reports: A Guide for Directors.
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information requirements evolve as the bank grows in size and complexity and as the bank’s
environment or strategic goals change.

Reports presented to the board should highlight important performance measures, trends, and
variances rather than presenting the information as raw data. Some banks use dashboard-style
reports to communicate the risk and performance indicators to the board.

Performance and risk reports should enable the board to

e understand the drivers of financial performance.

understand and evaluate the potential impact of business units and their risk on financial
performance.

assess the adequacy of capital, liquidity, and earnings.

Useful performance reports are likely to in
information:

Financial statements and peer comparison repor

Budget variance reports

Metrics on key risks

Asset quality indicators and trends

ALLL analysis

Concentrations of credit

Liquidity position and trends and contingency funding plans

Interest rate sensitivity analyses

Performance metrics for new products and services

Outsourced critical activities

Off-balance-sheet activity and exposures, including derivative exposures
Growth rates and projections

Capital position, trends, and capital adequacy assessments

Key business unit performance

Policy exception monitoring reports

Performance measurements and metrics vis a vis risk appetite, performance goals, and
strategic goals

e Earnings trends and quality, including non-interest income and expenses
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Serve the Community Credit Needs

Each bank has a responsibility to help meet the credit needs of its communities, consistent
with safe and sound lending practices, and has an obligation to ensure fair access and equal
treatment to all bank customers. The Community Reinvestment Act (CRA) is intended to
prevent redlining and to encourage banks to help meet the credit needs of all segments of
their communities, including low- and moderate-income neighborhoods.®’

The board should develop a high-level understanding of what activities meet the
requirements of the CRA to ensure that strategic plans consider activities that qualify under
the CRA. As part of its governance responsibilities, the board should work toward fulfilling
the credit needs of the bank’s community, including unmet or underserved banking needs.

being adequately res 3d and what role the bank might play in helping to meet those
needs. Significant re i

sound lending practices eyado not ensure fair and equal treatment to all bank
customers. A failure to do So sely affect the bank’s expansion plans to acquire

branches or other banks.

Individual Responsibilities of D y

Each director has individual responsibilitiesgnd showdd meet these responsibilities when
overseeing the bank’s operations.
Attend and Participate in Board and Co

be sufficient to stay informed about the bank’s risks, business and"®pérational performance,
and competitive position in the marketplace. The time commitment is likely a function of the
bank’s size and complexity as well as the committee work required of the director.

Board meetings should be focused and productive by following agendas that permit adequate
time for presentation and discussion of material issues. The thoughtful preparation of an
agenda for each board meeting should provide directors with reasonable assurance that all
important matters are brought to their attention. While the agenda should be carefully
planned, it should be flexible enough to accommodate unexpected developments. The board
should have a process for soliciting potential agenda items from individual directors and
from others within the bank.

5" For more information on national banks, refer to the “Community Reinvestment Act Examination
Procedures” booklet of the Comptroller’s Handbook. For FSAs, refer to section 1500, “Community
Reinvestment Act,” of the former OTS Examination Handbook.
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Request and Review Meeting Materials

The board is responsible for working with management to determine what information the
board needs at meetings to monitor the bank’s operations, make decisions, and ensure
compliance with laws and regulations. Information should give directors a complete and
accurate overview of the bank’s condition, activities, and issues. Management is responsible
for being transparent and providing information in a concise and meaningful format. Reports
to the board should be subject to periodic audits to ensure the integrity of the information.

Directors should be provided with information from a variety of sources, including
management, board committees, outside experts and advisors, risk management and
compliance personnel, and internal and external auditors. The board should agree on a set of
key performance measurements and risk indicators that are tracked at each board meeting.

on key issues, prepare for discussion, and request
. The board meeting materials should be kept
f the information.

The chair or lead director should pefgdically
with the other directors and provide usetul jéed
being inundated with technical detail, the'¥o
materials include one- to two-page executive su iegias well as questions the directors
should be prepared to address at meetings. Whe®Pfeagtble, Qirectors might also have access to
secure online analytical tools that allow them to reYiew additiogal information as needed or

compare the bank’s performance with a custom peer Gre¥p blished benchmarks.

supplemental information as
confidential because of the se

iew the content of the meeting materials
k to management. For example, instead of
equest that all pre-meeting reading

Make Decisions and Seek Explanations

The board’s decision-making process should include constructiv le challenge to the
information and views provided by management. The ability to provide credible challenge is
predicated on the qualifications of the directors and receipt of accurate, complete, and timely
information. The quality of information received by the directors affects their ability to
perform the board oversight function effectively. If a director is unable to make an informed
decision because of inadequate information provided by management, the decision should be
postponed until sufficient information is provided and the board has additional time to
discuss and review the information. If this is a recurring problem, the board should review
the format of board proceedings or management’s responsiveness to director inquiries.
Directors should take the initiative to address potential problems.

Effective directors ask incisive questions and require accurate, timely, and honest answers.
Effective directors also demonstrate a commitment to the bank, its business plan, and long-
term shareholder value. In addition, they are open to other opinions and are willing to raise
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tough questions in a manner that encourages a constructive and engaging boardroom
atmosphere.

Review and Approve Policies

Policies set standards and courses of action to achieve specific goals and objectives
established by the board. The directors should approve a clear set of policies that guides
management and staff in the operation and administration of the bank. The policies should
cover all key areas of the bank’s operations. Policies should be consistent with the bank’s
goals, risk appetite, and regulatory requirements. Furthermore, certain statutes and
regulations require written policies governing specific activities or programs. Refer to
appendix B of this booklet for a list of policies and programs subject to board approval.

. Adjustments to the strategy may include a slowdown of
growth, placing a tempo mo@toMum on activities, or exiting the line of business. The
board should modify bank pofici en necessary to respond to significant changes in the
bank’s resources, activities, 0 e itions. The board also should specify means to
measure and monitor compliance wigh boar@approved policies.

Exercise Independent Judgmen

Independence is the core of effective board over
judgment in carrying out its responsibilities. Ea
management’s recommendations thoroughly, but éXg
credible challenge among directors is healthy and ca
and not operating under undue influence by management@r fr

board should exercise independent
Slhould examine and consider
dependent judgment. Effective

thatithe board is independent
an apdividual director.

To ensure objectivity and impartiality, the bank should have a g Q¥ interest policy that
provides clear independence standards and conflict of interest gu s for its directors.
This policy should provide sufficient guidance to address behaviors or activities that may
diminish directors’ ability to make objective decisions and act in the best interests of the
institution. Directors should also structure their business and personal dealings with the bank
to avoid even the appearance of a conflict of interest. Such dealings must comply with legal
and regulatory requirements. The policy should also describe situations when directors must
abstain from decision making. Conflicts of interest should be promptly reported to the
board.>® Refer to the “Establish an Appropriate Corporate Culture” section in this booklet for
more information.

To strengthen board independence, the independent directors should convene executive
sessions as needed. Executive sessions allow the independent directors to discuss the
effectiveness of management, the quality of board meetings, and other issues or concerns

%8 For more information, refer to the “Insider Activities” booklet of the Comptroller’s Handbook.
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without the potential influence of management. Executive sessions make it easier for
independent directors to ask questions, express unpopular opinions, and test their instincts
without the risk of being seen as uninformed or undermining the CEQ’s authority. Executive
sessions also can provide a forum for director training and meetings with advisors and
regulators.

Heightened Standards

To promote effective, independent oversight of a covered bank’s management, at least two members of the
board

e should not be an officer or employee of the parent company or covered bank and should not have been
an officer or employee of the parent company or covered bank during the previous three years.

e should not be a member of the immediate family®® of a person who is, or has been within the last three
years, an executive officer of the parent company or covered bank.5°

e should qualify as z
as demonstrate

Board and Manage

The board is responsible
has the personnel as well as t
achieve those goals. Ongoing c
to have a clear strategic plan as wel

g the bank’s goals and for overseeing that the bank
I chnological, and organizational capabilities to
anking industry make it essential for the bank
al plans.

Strategic Planning
rategy for achieving those goals.

S in a board-approved, written
’s risk appetite, capital

The bank should have a strategic planning proces
strategic plan. The strategic plan should be consiste
plan, and liquidity requirements.

The bank’s strategic planning process should answer the foll uestions for the
board and senior management:

1. Where are we now? Senior management should evaluate the bank’s internal and
external environment and its strengths, weaknesses, opportunities, and threats. The
internal review identifies the bank’s strengths and weaknesses. The external analysis
helps to recognize threats and opportunities including regulatory, economic, competitive,
and technological matters.

2. Where do we want to be? Senior management should establish or confirm the bank’s
missions, goals, and objectives. A mission statement should reflect the bank’s purpose

%9 As defined in 12 CFR 225.41(b)(3), “Immediate Family,” of Regulation Y.
80 As defined in 12 CFR 215.2(e)(1), “Executive Officer,” of Regulation O.

61 Refer to 12 CFR 30, appendix D, I11.D, “Include Independent Directors.”
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and values. Goals are general statements about what must be achieved and stem from the
mission and the board’s vision. Objectives are statements of specific, measurable tasks
that the bank, board, management, or staff needs to perform to reach its goals.

3. How do we get there? Senior management should design the bank’s strategic plan to
achieve the bank’s goals and objectives. The plan should be tailored to fit the bank’s
internal capabilities and business environment. An effective plan should be based on
realistic assumptions, consider the associated risks, and be aligned with the bank’s risk
appetite. The plan should take into account the resources needed to reach the bank’s goals
and objectives, as well as potential effect on earnings, capital, and liquidity. Technology
requirements and constraints also should be considered.

4. How do we measure our progress? Regular measurement and reporting on the bank’s
objectives keep thgboard and senior management focused on whether the bank is
achieving ests dygoals in the strategic plan. A periodic progress report or scorecard
should indicéte wieider timelines and objectives are being met and if additional or
alternative actio implemented.

As the bank grows in si c ity and its risk profile increases, the process should
become more formalized. A f iz€d process should define the board’s and management’s
roles and responsibilities, ind i d frequency of activities, and establish
monitoring activities.

Typically, the strategic plan spans a th / ear period and includes the bank’s goals
and the objectives to achieve those goals.tr, ning should be linked to the bank’s

risk management and capital planning proceSses egic plan should be consistent with
the board’s articulated risk appetite and liquidit ~
base. The strategic plan should be dynamic; as chafig Ir, planning and implementation
potential risks associated with achieving the bank’s strategic

should be adjusted to reflect current conditions. If th
company, the board may consider developing one consolj
togMmeasure the actual and
@ jectives. This
monitoring includes whenever the bank introduces new, expandeth,oigodified products and
services. When the bank engages in merger or acquisition activities, it should perform a
retrospective review of the merger’s or acquisition’s success. The retrospective review

should consider the impact on financial performance, information technology (IT)
infrastructure, system integration, and human resources.

The board is responsible for overseeing the bank’s strategic planning process and
management’s implementation of the resulting strategic plan. During the planning phase, the
board should provide a credible challenge to management’s assumptions and
recommendations. The board should understand the risks associated with the success and
failure of the plan. With the help of progress reports, the board should carefully monitor and
assess the strategic plan. The board should ensure that management actions and decisions
remain consistent with the bank’s strategic plan. In addition, the board should recognize
whether the bank has a reasonable strategy and, if not, challenge management’s decisions,
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drive sustainable corrective actions, or change the strategic direction, as appropriate. The
board should require management to have a contingency plan if the original plan fails to
achieve its objectives.

Senior management, in consultation with the board and business line managers, should
develop a strategic planning process that results in a board-approved, written strategic plan.
Management is responsible for implementing the bank’s strategic plan and developing
policies and processes to guide the plan’s execution. Management also should develop
monitoring systems to report actual outcomes, report key performance indicators and key risk
indicators, and ensure that the bank’s objectives and risks remain aligned with the risk
appetite.

Heightened Standards

The CEO should be ble for developing a written strategic plan with input from frontline units, IRM,
and internal audi should evaluate and approve the strategic plan and monitor management’s
efforts to implement the| i n at least annually.

The strategic plan should inimum, a three-year period and
e contain a comprehensiv: nt f risks that have an impact on the covered bank or that could
have an impact on the coverd@ ba ing the period covered by the strategic plan.

e articulate an overall mission s
explanation of how the covered k
e explain how the covered bank will up

tegic objectives for the covered bank, and include an
those objectives.
cegsary, the risk governance framework to account for

e be reviewed, updated, and approved, as nec e to changes in the covered bank’s risk profile or
strategic plan was developed.5?

New Products and Services

A key consideration in the bank’s strategic planning proc rowth and new profit
opportunities for the bank. These opportunities include e difg eftsging products and
services and introducing new ones. To stay relevant in a rapitly g i
financial service industry, the bank should adapt as customer d
demands evolve. Remaining nimble may lead to opportunities for
business.

New products and services often require substantial systems support, new expertise,
substantial lead time, and significant financial investment. Planning for these new activities
should include assessing potential risks and returns and establishing performance objectives
that are carefully monitored as new products and services are initiated.®®> Management should
ensure that the board or delegated committee has reviewed and approved plans for new
activities and that the plans clearly articulate the potential risks and returns.

%2 For more information, refer to 12 CFR 30, appendix D, 11.D, “Strategic Plan.”

8 For more information regarding national banks, refer to OCC Bulletin 2004-20, “Risk Management of New,
Expanded, or Modified Products and Services: Risk Management Process.” For more information regarding
FSAs, refer to section 760, “New Activities and Services,” of the former OTS Examination Handbook.
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Policies should be in place before the bank engages in any new activity. The board and
management should oversee all new, expanded, or modified products and services through an
effective risk management process. The risk management process should include

e performing adequate due diligence before introducing a product or service.

e developing and implementing controls and processes to ensure risks are properly
measured, monitored, and controlled.

e developing and implementing appropriate performance monitoring and review systems.

The formality of the bank’s risk management process should reflect the bank’s size and the
complexity of the product or service offered. Depending on these factors, it may be
appropriate for the bank to establish a senior management or risk committee to oversee
development and implementation of the product or service.

Capital planning is igieggdhto Sasuring safe and sound operations and viability. The board
and senior managemenshotld ensure that the bank has sufficient capital that fully supports
the current and anticipaté®yneedsfof the bank. Because raising capital normally becomes
more difficult and expensive Whe bank has problems, any capital raising events should

begin before major issues matehi ard and senior management should regularly
assess capital to ensure that levels réfnain adgquate, not just at one point in time, but over
time.

Capital planning is a dynamic and continuo
ensure capital adequacy.®* The capital planning
evolve as the bank’s overall risks, activities, an
most effective capital planning considers short- antio ital needs over at least
three years. In addition, capital planning should align'W banlg’s strategic planning
process. The content and depth of the bank’s capital planfiing phecesgshould be
commensurate with the overall risks, complexity, and corpotate S

at should be forward-looking to
gfand the resulting capital plan need to
gement practices change. The

Capital planning is especially critical for mutual FSAs, which ar Ct to the same
regulatory capital requirements as stock banks.® Unlike stock banks, mutual FSAs have very
limited means to increase regulatory capital quickly and build capital almost exclusively
through retained earnings.

Stress testing is an essential element of the capital planning process. Banks can use stress
testing to establish and support a reasonable risk appetite and limits, set concentration limits,
adjust strategies, and appropriately plan for and maintain adequate capital levels. Effective

% For more information, refer to OCC Bulletin 2012-16, “Capital Planning: Guidance for Evaluating Capital
Planning and Adequacy.”

% For more information, refer to OCC Bulletin 2014-35, “Mutual Federal Savings Associations: Characteristics
and Supervisory Considerations.”
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stress testing enables the board to consider the impacts to capital under various scenarios (for
example, best, most likely, and worst case). The results of the stress testing may help
management develop action plans to address negative outcomes. For community banks with
total assets up to $10 billion, the sophistication and rigor of stress testing depends on the
bank’s size, portfolio risk, and complexity.®

For banks with total assets greater than $10 billion, the Dodd-Frank Wall Street Reform and
Consumer Protection Act of 2010 requires annual stress testing.®” The board and
management should establish a comprehensive, integrated, and effective stress-testing
process that fits into the bank’s broader risk management.

As part of the board’s oversight of capital planning, it should direct management to ensure
the integrity, objectivity, and consistency of the capital planning process. The board should
review and approve igcapital planning process and capital goals at least annually, or more

sustainable corrective actions if shortcomings or
weaknesses in the capital plahin@pr@cess become apparent or if the level of capital falls
below identified needs.

strategy, risk management, and capita planning decisions. The capital planning

Senior management is responsible f de\w a capital plan that integrates the bank’s
déqui
process should include

identifying and evaluating risks.

setting and assessing capital adequacy goals th
maintaining a strategy to ensure capital adequacy
ensuring integrity in the internal capital planning pro
assessments.

Senior management should anticipate changes in the bank’s strat ection, risk profile
and risk appetite, business plans, operating environment, and other factors that materially
affect capital adequacy. Senior management should establish contingency plans, including
identification or enhancement of realistic strategies for capital preservation during economic
downturns or other times of stress.

% For more information, refer to OCC Bulletin 2012-33, “Community Bank Stress Testing: Supervisory
Guidance.”

57 For more information, refer to 12 CFR 46, “Annual Stress Test”; OCC Bulletin 2012-14, “Interagency Stress
Testing Guidance”; and OCC Bulletin 2014-5, “Dodd-Frank Stress Testing: Supervisory Guidance for Banking
Organizations With Total Consolidated Assets of More Than $10 Billion but Less Than $50 Billion.”
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Operational Planning

The planning process begins with developing a strategic plan. The responsibility for
establishing and implementing operational plans and budgets to meet strategic plans rests
with the CEO and management. Operational plans flow logically from the strategic plan by
translating long-term goals into specific, measurable targets. The board should approve the
operational plans after concluding that they are realistic and compatible with the bank’s risk
appetite and strategic objectives.

Operational plans are narrower in scope than strategic plans, have more detail, are in effect
for shorter periods of time, and provide the means of monitoring progress toward achieving
strategic goals. Common examples of operational plans are budgets, annual staffing,
marketing, liquidity,® and contingency plans. The size and complexity of the bank’s
operations, as well aggtlge bank’s risk appetite, are important considerations when reviewing
the level of formald @ depth of the operational planning process.

Disaster Recove d Business Continuity Planning

Disruptions to operationSégan resfilt M\ loss of bank premises or systems supporting customer

activities, such as online and fho plications. Sound business continuity plans allow
banks to respond to such adve e atural disasters, technology failures, cyber
threats, human error, and terrorism. Banks sould be able to restore information systems,
operations, and customer services qUigkly andgfeliably after any adverse event. Banks

therefore should have resilient business opgfatigfi§ and minimize customer service

disruptions.5®

Banks’ business continuity plans should forecas
caused by a major operational loss could affect cu
Business continuity plans should address backup pro
resumption processes.

depakiure from a business routine
Viges or bank resources.
It te facilities, and business

@ iness continuity
atigfend approve policies

The board should review and approve adequate disaster recoveq
plans at least annually. The board should also oversee implemen
relating to disaster recovery and business continuity. Additionally, the board should ensure
management continually updates the business continuity plan to reflect the current operating
environment and adequately tests the plan to confirm its viability.

Senior management is responsible for establishing and implementing policies and procedures
and defining responsibilities for bank-wide business continuity planning. Management
should document, maintain, and test the bank’s business continuity plan and backup systems
periodically to mitigate the consequences of system failures, natural and other disasters, and

% For more information on liquidity planning, refer to the “Liquidity” booklet of the Comptroller’s Handbook.

% For more information, refer to the “Business Continuity Planning” booklet of the FFIEC Information
Technology (IT) Examination Handbook.
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unauthorized intrusions. Management also should report the tests of the plan and backup
systems to the board annually.

Information Technology Activities

Banks rely heavily on IT to process bank transactions, maintain critical records, and supply
reports to the board and management about managing business risk.”® As such, a bank’s IT
systems should have the capability to aggregate risks across the bank in a timely manner and
under stress situations. Information provided by management in reports should be accurate,
timely, and sufficiently detailed to oversee the bank’s safe and sound operation. Board and
management responsibilities include third-party relationship risk management and
safeguarding customers’ nonpublic information.

s, and existing controls. Banks may employ a CIO, a chief
ISO), a chief operating officer (COQ), or a chief technology
s vary depending on the bank’s structure, size, and

security-related risks to the b@ara¥

Information Security

Banks are critically dependent on their inf
software, and data. The board and manag
assets to ensure operational continuity, financial
unauthorized loss, destruction, or disclosure of
the bank’s reputation, earnings, and capital.

and technology assets, such as hardware,
protect information and technology
i¥and the trust of customers. The
information can adversely affect

Interagency guidelines address standards for developing &fd imgle
technical, and physical safeguards to protect the security, cOgfidegifa
customer information.” The guidelines also discuss assigning
implementing an information security program and reviewing rep

anting administrative,
and integrity of
sponsibility for
om management.

Based on the guidelines, the board is responsible for overseeing the development,
implementation, and maintenance of a comprehensive, written information security program.
The guidelines require the board, or a board committee, to approve the bank’s written
information security program at least annually.

Management should develop an information system program to protect the security and
confidentiality of customer information. A robust risk assessment drives the information

0 For more information, refer to the “Management” booklet of the FFIEC IT Examination Handbook.

"L For more information, refer to 12 CFR 30, appendix B, “Interagency Guidelines Establishing Information
Security Standards.”
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security program. The risk assessment provides guidance for the selection and
implementation of security controls and the timing and nature of testing those controls.

Risk Governance

Risk governance, which is part of the corporate governance framework, is the bank’s
approach to risk management. Risk governance applies the principles of sound corporate
governance to the identification, measurement, monitoring, and controlling of risks. Risk
governance helps ensure that risk-taking activities are in line with the bank’s strategy and
risk appetite. Key components of risk governance include the risk culture, the risk appetite,
and the bank’s risk management system.

Board and Management’s Roles

an appropriate risk management system to manage the risks
1§, 0bjectives.

Risks may arise from bank ac@vit
third-party relationships. Any p

or activities of subsidiaries, affiliates, counterparties, or

’s risks and the potential impact on its
earnings, capital, and strategic objectives e risks to be assessed, evaluated, and
managed enterprise-wide. This concept is ¢

management (ERM). ERM helps the board and

Risk Governance Framework

A risk governance framework, as shown in figure 1, is an essential component in effectively
managing the bank’s enterprise-wide risks. The framework is the means by which the board
and management

e establish and reinforce the bank’s risk culture.

e articulate and monitor adherence to the risk appetite.

e establish a risk management system with three lines of defense to identify, measure,
monitor, and control risks.
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Figure 1: Risk Governance Framework

Risk
culture

Risk appetite

Risk management system

Second line Third line
of defense of defense
IRM, loan review, Internal audit,
mpliance officer, including
credit officer independent

assurance

The framework should cover all ri ies applicable to the bank—credit, interest rate,

liquidity, price, operational, conpliafiCe, strategic, and reputation. These categories of risk

and their risk to the bank’s financia ondyd resilience are discussed in the “Bank
totle

Supervision Process” booklet of the Handbook. Risk governance frameworks
vary among banks. Banks should have a r nance framework commensurate with the
sophistication of the bank’s operations and BUsi I

determine the framework’s effectiveness, which may inv
of the framework.

ing components of or all

Senior management is responsible for developing and maintain k governance
framework, which enables management to effectively identify, meaSure, monitor, control,
and report risk exposures consistent with the board-established risk appetite. Senior
management should report to the board on the bank’s overall risk profile, including aggregate
and emerging risks.
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Heightened Standards

A covered bank should establish and adhere to a formal written risk governance framework designed by IRM
and approved by the board or the board’s risk committee.” The risk governance framework should include
delegations of authority from the board to management committees and executive officers as well as the risk
limits established for material activities.”® IRM should review and update the risk governance framework at
least annually and as often as needed to address improvements in industry risk management practices and
changes in the covered bank’s risk profile caused by emerging risks, its strategic plans, or other internal and
external factors.” As a general matter, a covered bank board may adopt the parent company’s risk
governance framework, if the parent company’s framework meets the applicable regulatory standards and
the risk profiles of the parent company and covered bank are substantially the same.”

Risk Culture

Risk culture is the shared values, attitudes, competencies, and behaviors throughout the bank
that shape and influgfiC&,governance practices and risk decisions. As a subset of corporate
culture, risk cult % s to the bank’s risk approach and is critical to a sound risk
governance frantfewofK: mote a sound risk culture

e the board should t establishing the tone at the top by promoting risk
awareness within a s re. The board should convey its expectations to all
employees that the board @oesWot support excessive risk taking and that all employees
are responsible for ensurin operates within the established risk appetite and
limits.

e senior management should imple a
incentives that reward appropriate be
Management should ensure material ris
appetite are recognized, escalated, and addr

D

orce a sound risk culture and provide
penalize inappropriate behavior.

I ing activities exceeding the risk
inely manner.

10,

Risk Appetite

isk governance
framework and reinforces the risk culture. The bank’s risk appeti aggregate level and
ot offieve the bank’s
goals, objectives, and operating plan, consistent with applicable capil, liquidity, and other
requirements. The development of a risk appetite should be driven by both top-down board
leadership and bottom-up management involvement. Successful implementation depends on
effective interactions among the board, senior management, IRM, and frontline units.

The board’s role is to review and approve the bank’s risk appetite and risk limits, including
concentration limits. The risk appetite should be communicated throughout the bank. For

2 For more information, refer to 12 CFR 30, appendix D, 11.A, “Risk Governance Framework.”
73 1bid.
" 1bid.

5 For more information, refer to 12 CFR 30, appendix D, I, “Introduction.”
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larger, more complex banks, the board should have a written statement that outlines the risk
appetite. The board should reevaluate and approve the risk appetite at least annually.

Senior management, in consultation with the board, develops the risk appetite. Senior
management’s responsibility is to execute the strategic, capital, and operating plans within
the board-approved risk appetite and established limits. Consistent with the board-approved
risk appetite, senior management should

e establish, in consultation with the board, risk limits for specific risk categories, business
units, and lines of business (e.g., concentration limits).®

e establish appropriate metrics for measuring and monitoring risk results.

e ensure timely, accurate, and transparent MIS and reports regarding risks, across the
institution as well as up to the board and senior management.

e report and devel tion plans, when appropriate, when limits are approached or
breached.

e establish an €scal ess to ensure that material weaknesses or problems are
escalated to seni geMgnt (without fear of retribution), the CRE, and the risk
committee or desigatedgommittee, as appropriate.

Q
//pO

76 In smaller, less complex banks, the board, instead of senior management, may approve business line risk
limits and concentrations.
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Heightened Standards

A covered bank should have a comprehensive written statement that articulates the bank’s risk appetite and
serves as the basis for the risk governance framework. The risk appetite statement provides the basis for the
common understanding and communication of risk throughout the bank. The risk appetite statement should
include both qualitative components and quantitative limits. The qualitative components should describe a
safe and sound risk culture and how the bank will assess and accept risks, including those that are difficult to
quantify. Quantitative limits should incorporate sound stress testing processes and address the bank’s
earnings, capital, and liquidity.”” To be effective, the bank’s risk appetite statement must be communicated
and implemented throughout the bank.”®

The board or its risk committee should review and approve the bank’s risk appetite statement at least
annually or more frequently, as warranted, based on the size and volatility of risks, and any material changes
in the covered bank’s business model, strategy, risk profile, or market conditions.”®

The risk appetite statement should be communicated to all employees to ensure that their risk-taking
decisions align with the risk appetite statement. IRM should establish and adhere to enterprise policies that
include concentration rig®limits. These policies should state how aggregate risks are effectively identified,
trolled, consistent with the bank’s risk appetite statement. Frontline units and

The bank’s risk management §yst ises its policies, processes, personnel, and control
systems, which are further disc dminister a Risk Management System” section
of this booklet. A sound risk manag@ment s¥stegn identifies, measures, monitors, and controls
risks. Because market conditions an pag¥ stmuctures vary, no single risk management
system works for all banks. The sophisticgtfo e risk management system should be
proportionate to the risks present and the siz2€andl cafplexity of the bank.

A common risk management system used in many 48 mally or informally, involves
three lines of defense: (1) frontline units, business 1 jons that create risk;

1. The first line of defense is the frontline units, business u jons that create risk.
These groups are accountable for assessing and managing t hese groups are the
bank’s primary risk takers and are responsible for implementing®€ftective internal
controls and maintaining processes for identifying, assessing, controlling, and mitigating
the risks associated with their activities consistent with the bank’s established risk

appetite and risk limits.

7 For more information, refer to 12 CFR 30, appendix D, 1I.E, “Risk Appetite Statement.”

8 For more information, refer to 12 CFR 30, appendix D, 11.G, “Risk Appetite Review, Monitoring, and
Communication Processes.”

 1bid.

8 For more information, refer to 12 CFR 30, appendix D, 11.E, “Risk Appetite Statement,” and 11.G, “Risk
Appetite Review, Monitoring, and Communication Processes.”
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2. The second line of defense is commonly referred to as IRM, which oversees risk taking
and assesses risks independent of the frontline units, business units, or functions that
create risk. IRM complements the frontline unit’s risk-taking activities through its
monitoring and reporting responsibilities, including compliance with the bank’s risk
appetite. IRM also provides input into key risk decisions. Additionally, IRM is
responsible for identifying, measuring, monitoring, and controlling aggregate and
emerging risks enterprise-wide. In some banks, the second line of defense is less formal
and includes such functions and roles as loan review, a chief compliance officer, or a
chief credit officer.

3. The third line of defense is internal audit, which provides independent assurance to the
board on the effectiveness of governance, risk management, and internal controls.
Internal audit may be in-house, outsourced, or co-sourced.

While many ban ot formally adopted the three lines of defense, most banks have the
basic elements. lle ncomplex banks, risk management processes and internal

are more clearly defi isible. In these banks, IRM is under the direction of a CRE or
equivalent. The board ofgi e should be involved in the selection, oversight, and
dismissal of the CRE. The have unfettered access to the board or board
committees to discuss risk co ied through risk management activities.

ment system to ensure that the system
S T the bank does not have a CRE, the board
t

tog@versee the bank’s ERM process.

The board should oversee the bank’
identifies, measures, monitors, and co
should appoint a qualified individual or ¢
While a qualified individual independent of Uay:
may not be practical for every bank. When imprgeti eYoard should consider selecting a
senior-level staff member who has a good understai ’ ank’s operations across the

@ . Senior
ONaigtenance of the risk

e keep directors adequately informed about risk-taking activities.

e implement the bank’s or holding company’s strategy.

e develop policies that define the bank’s risk appetite and ensure they are compatible with
the strategic goals.

e ensure the strategic direction and risk appetite are effectively communicated and adhered
to throughout the bank.

e oversee the development and maintenance of MIS to ensure the information is timely,
accurate, and relevant.

convey risk concerns.

Capable management is essential to an effective risk manage
management is responsible for the implementation, integrity, an
management system. Senior management should
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Heightened Standards

The risk governance framework should include well-defined risk management roles and responsibilities for
frontline units, IRM, and internal audit.8* Frontline units should assess, on an ongoing basis, the material
risks associated with their activities.®2 IRM should oversee the covered bank’s risk-taking activities; assess
risk and issues independent of frontline units; and identify and assess concentrations across the bank and
material aggregate risks.83

Internal audit should, among other things, ensure that the covered bank’s risk governance framework
complies with the applicable regulatory standards and is appropriate for the bank’s size, complexity, and risk
profile. Internal audit should maintain a complete and current inventory of all the covered bank’s material
processes, product lines, services, and functions, and assess the risks, including emerging risks, associated
with each, which collectively provide a basis for the audit plan.8*

A covered bank’s board should actively oversee the covered bank’s risk-taking activities and hold
management accountable for adhering to the risk governance framework. In providing active oversight, the
board may rely on risk assessments and reports prepared by IRM and internal audit to support the board’s
ability to question, challéAge, and, when necessary, oppose recommendations and decisions made by
management that cg the covered bank’s risk profile to exceed its risk appetite or jeopardize the
safety and soundpg overed bank.8°

Within a sound risk gemgent system, the bank should have internal controls and
information systems that¥are appfOpMgte to the bank’s size and the nature, scope, and risk of
the bank’s activities.8®

The board is responsible for ensuring’that a §ystem of internal controls is in place. The board
should periodically receive informa outdhe effectiveness of the bank’s internal controls
and information systems.

Senior management should design and impleme
identifies, measures, monitors, and controls risk®5e
board timely, accurate, and reliable information alf€

The board or audit committee should require a periodic indepen essment of the bank’s
overall risk governance and risk management practices, which may be conducted by internal

81 For more information, refer to 12 CFR 30, appendix D, 11.C, “Roles and Responsibilities.”

82 For more information, refer to 12 CFR 30, appendix D, “I1.C.1, “Role and Responsibilities of Front Line
Units.”

8 For more information, refer to 12 CFR 30, appendix D, 11.C.2, “Role and Responsibilities of Independent
Risk Management.”

8 For more information, refer to 12 CFR 30, appendix D, 11.C.3, “Role and Responsibilities of Internal Audit.”
8 For more information, refer to 12 CFR 30, appendix D, 111.B, “Provide Active Oversight of Management.”

8 For more information on national banks, refer to the “Internal Control” booklet of the Comptroller’s
Handbook. For FSAs, refer to section 340, “Internal Control,” of the former OTS Examination Handbook.
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audit. The reports should provide an overall opinion on the design and effectiveness of the
bank’s risk governance framework, including its system of internal controls. In smaller, less
complex banks, the board should consider how internal audit reviews incorporate overall risk
management.

Risk Assessment Process

A risk assessment process should be part of a sound risk governance framework. A well-
designed risk assessment process helps the board and management address emerging risks at
an early stage and allows them to develop and implement appropriate strategies to mitigate
the risks before they have an adverse effect on the bank’s safety and soundness or financial
condition. The completed risk assessments should be integrated into the bank’s strategic
planning process and risk management activities.

The board should management’s implementation of the bank’s risk assessment
process. The bodrd s pgriodically receive information about the bank’s risk
assessments.

Management should pe
more frequently as warranted
current, emerging, and aggre k
risk management. Risk assessments
an activity would pose if no control
rating should be assigned after contro
should be candid and self-critical.

ssments on material bank activities at least annually, or
ing risk assessments helps management identify

etermine if actions need to be taken to strengthen

ould feasure the inherent risk, which is the risk that

r other ggitigating factors were in place. A residual risk
ed@kegfihto account. The risk assessment process

Compliance Management Program

Banking laws and regulations cover a wide range of corporate structure,
governance, bank activities, bank assets, authorities, AM umeg protections, and
political contributions.8” Compliance management programgshoul@®Xgnd beyond consumer
protection laws and factor in all applicable laws and regulatio @ As prudent ethical
standards and contractual obligations. Therefore, the board and Managément should
recognize the scope and implications of laws and regulations that apply to the bank and its
activities. It is important for the board and management to understand the potential

consequences of violations of laws and regulations that may result in CMPs, financial losses,
reputation and legal risks, and enforcement actions.

The board should oversee the bank’s compliance management programs. The board is
responsible for creating a culture that places a high priority on compliance and holds
management accountable.

87 For more information on political contributions for national banks and FSAs, refer to 52 USC 30101 et seq.,
“Federal Election Campaign Act of 1971,” and 11 CFR 114.2, “Prohibitions on Contributions, Expenditures and
Electioneering Communications.” For national banks, also refer to 11 CFR 100, subpart B, “Definition of
Contribution,” and OCC Bulletin 2007-31, “Prohibition on Political Contributions by National Banks: Updated
Guidance.”
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Management should implement an effective risk management system and internal controls to
ensure compliance with all applicable laws and regulations. To reinforce the board’s position
on compliance, management should clearly communicate an expectation that compliance
with all laws and regulations is an organizational priority for all employees. For more
information on management’s responsibilities, refer to the “Compliance Management”
section of this booklet.

Audit Program

Well-planned, properly structured audit programs are essential to effective risk management
and internal control systems and are also a critical defense against fraud.® The audit program
consists of an internal audit function and an external audit. An internal audit program
provides assurance to the board and senior management not only on the quality of the bank’s
internal controls but a#sop on the effectiveness of risk management, financial reporting, MIS,
Internal audit should be independent of the audited activities with
d board support to carry out its assignments with objectivity.

: n a third-party service provider provides both audit and
consulting services, speCigl care d be taken to ensure that the firm does not audit the
activities for which it provitief c ation services.®

The board should not delegate inter
board may, however, delegate the d
internal controls to management and
to internal auditors or other external thir

Board responsibilities for overseeing the intern
delegated to an audit committee, which is discusse
Appropriate Board Structure” section of this booklet:
staying apprised of material audit findings and recomme
management accountable for taking sustainable corrective
by auditors or regulators.

| audit functions are generally
lish and Maintain an

e board is responsible for
and,for holding

ions 4 .. gdress issues identified

When the internal audit function is performed in-house, the CAE or chief auditor, if
applicable, leads the function. The chief auditor reports directly to the audit committee.
Administratively, the chief auditor may report to the CEO. The chief auditor is responsible
for implementing the audit program and reporting audit activities to the audit committee. The
chief auditor should have the appropriate stature and authority in the bank to perform his or
her duties. When the bank outsources the internal audit function, the board and senior
management should designate an audit liaison to coordinate audit activities.

8 For more information on the OCC’s expectations for effective audit functions, for national banks refer to the
“Internal and External Audits” booklet of the Comptroller’s Handbook. For FSAs, refer to sections 350,
“External Audit,” and 355, “Internal Audit,” of the former OTS Examination Handbook.

8 For more information, refer to OCC Bulletin 2003-12, “Interagency Policy Statement on Internal Audit and
Internal Audit Outsourcing: Revised Guidance on Internal Audit and Its Outsourcing.”
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Accountability to Shareholders and Other Stakeholders

The board and management should be transparent about their corporate and risk governance
structure and practices, with particular emphasis on board composition, the director
nominating process, management succession plans, compensation, and other issues important
to shareholders. The board and senior management should also play an active role in
communicating with shareholders and adhering to disclosure practices. Serious errors or
omissions in the bank’s disclosure requirements may result in violations of law and
regulation, which in turn could lead to significant regulatory penalties. The board and
management should view enhanced transparency and communication as a means of building
trust and public confidence that enhances the bank’s value and potentially provides access to
capital and funding markets.

Management's Re

The CEO and sehior ent play a critical role in communicating to the board and
managing the bank. munication is important for corporate and risk governance.
The board delegates a jor management for directing and overseeing day-to-day
management of the bank:
implementing policies, proce
objectives, and risk appetite a
operation of the bank.

reSpand practices that translate the board’s goals, strategic
iMinioNarudent standards for the safe and sound

Management is responsible for carrying o k’s day-to-day activities and financial
performance. Management should ensure 1t @pti arnings from good quality assets.
Management should measure performance agai [
ensure that risk exposures remain within risk li
and liquidity levels (1) are commensurate with the
long-term growth plans; and (3) can withstand econo

ment should ensure that capital
file; (2) support short- and

Na

tu

ﬁ sible for

pital and resources in

Specifically, the CEO and his or her senior management teafg,ar

e executing the bank’s strategic plan and ensuring the adequac
carrying out the strategic plan.

e developing a risk management framework that enables management to effectively
identify, measure, monitor, control, and report on risk exposures consistent with the
bank’s risk appetite.

e implementing a strong risk culture and ethical standard and providing incentives to
reward appropriate behavior.

e establishing and maintaining an effective system of internal controls.

e developing accurate and reliable management information and reporting systems.

e maintaining internal processes, including stress testing when appropriate, to ensure
capital and liquidity levels are commensurate with the bank’s risks in normal and stressed
conditions.

e ensuring the appropriate allocation of staff resources and effectively overseeing
personnel.
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e complying with laws, regulations, and internal policies, including ethics policies and
policies governing insider activities.

e establishing talent management and compensation programs.

e keeping the board apprised of the bank’s strategic direction, risk profile, risk appetite,
business operations, financial performance, and reputation.

Management committees may be used to facilitate oversight of day-to-day banking activities.
Management should determine which committees are appropriate for its bank and how
formal the committees’ structure should be. Typical management committees include asset-
liability committee, credit, compliance, and IT steering.

The following pages focus on some of the key responsibilities of the CEO and senior
management.*°

Administer a nagement System

Management is resp@nsi
bank’s risk managem
profile, size, and compleX§
sophistication.

e design, implementation, and ongoing monitoring of the
e risk management system should reflect the bank’s risk
e ank grows, systems should keep pace and evolve in

While risks historically were concenlirated igtraditional banking products and services,
community banks now offer a wide of d complex products and services.
Therefore, risk management systems in ¢ banks vary in accordance with the banks’
complexity and volume of risk. The risks midsize banks assume are varied and
complex, due to the banks’ diversified business alNgeographies. Because of increased
complexity and risks, risk management systems ( pre complex banks should be
sufficiently comprehensive to enable senior manageg ify and manage the risk
throughout the company.

Regardless of the bank’s size and complexity, a sound risk Mgna: ystem should do the
following:®!

Identify risk: To properly identify risks, the board and management should recognize and
understand existing risks and risks that may arise from new business initiatives, including
risks that originate in nonbank subsidiaries, affiliates, and third-party relationships, and those
that arise from external market forces or regulatory or statutory changes. Risk identification
should be a continual process and should occur at the transaction, portfolio, and enterprise
levels. For larger, more complex banks, the board and management also should identify
interdependencies and correlations across portfolios and lines of business that may amplify
risk exposures. Proper risk identification is critical for banks undergoing mergers and

% For more information on specific management responsibilities and risk management processes for business
lines and their risks, refer to various booklets in the Comptroller’s Handbook, including “Community Bank
Supervision,” “Large Bank Supervision,” and “Federal Branches and Agencies Supervision.”

%1 For more information, refer to the “Bank Supervision Process” booklet of the Comptroller’s Handbook.
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consolidations to ensure that risks are appropriately addressed. Risk identification in merging
companies begins with establishing uniform definitions of risk; a common language helps to
ensure the merger’s success.

Measure risk: Accurate and timely measurement of risks is essential to effective risk
management systems. A bank that does not have a risk measurement system has limited
ability to control or monitor risk levels. Further, the bank needs more sophisticated
measurement tools as the complexity of the risk increases. Management should periodically
conduct tests to ensure that the bank’s measurement tools are accurate. Sound risk
measurement systems assess the risks at the individual transaction, portfolio, and enterprise
levels. During bank mergers and consolidations, the effectiveness of risk measurement tools
is often impaired because of the incompatibility of the merging systems or other problems of
integration. Consequently, the resulting company should make a concerted effort to ensure
that risks are appropgately measured across the merged entity. Larger, more complex

e effect of increased transaction volumes across all risk

eports should be timely and accurate and should be
cluding the board to ensure action, when needed. For
larger, more complex banks, ital to ensure that management’s decisions are
implemented for all geographies, pr@ducts aRd services, and legal entities. Well-designed

monitoring systems allow the board%Q hold ement accountable for operating within
established risk appetites.

through policies, standards, and procedures that
limits should serve as a means to control exposuresg

exceptions to risk limits when warranted. In banks mergin
should be tightly controlled; business plans, lines of authority; tability should be
clear. Large, diversified banks should have strong risk controls C& g all geographies,
products and services, and legal entities to prevent undue concentrations of risk.

ating, the transition

Management’s responsibilities for the implementation, integrity, and maintenance of the risk
management system should include the following:

o Keep directors adequately informed about risk-taking activities and outcomes.

e Implement the bank’s strategy.

e Develop policies that define the bank’s risk appetite and ensure the policies are
compatible with strategic goals.

e Ensure that the strategic direction and risk appetite are effectively communicated and
adhered to throughout the bank.

e Oversee the development and maintenance of MIS to ensure that information is timely,
accurate, and relevant.
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A risk management system comprises policies, processes, personnel, and control systems. All
of these elements are essential to an effective risk management system. If any of these areas
are deficient, so is the bank’s risk management.

Policies

Policies are statements of actions that the bank adopts to pursue certain objectives. Policies
guide decisions and often set standards (on risk limits, for example) and should be consistent
with the bank’s underlying mission, risk appetite, and core values.

While the board or a designated board committee is responsible for approving designated
policies, management is responsible for developing and implementing the policies. The CEO
and management should ensure that policies are periodically reviewed for effectiveness.
Policies should contrghthe types of risks that arise from the bank’s current and planned
activities. Tobe e policies should clearly delineate accountability and be
communicated bank.

All banks should ha
detail of those policies vary depending on bank size and complexity. A

gement is heavily involved in day-to-day operations
igf dressing the significant areas of operations.

ave m@re detailed policies where senior management

lemenig@omplex business strategies. In addition,
tegPOligl€s are in place before engaging in any new

should have, at a minimum, b
Larger, more complex banks shoul
relies on a widely dispersed staff to
management should ensure that appro
activities.

Processes

Processes are the procedures, programs, and practice I
of its objectives. Processes define how activities are carri
Effective processes are consistent with the underlying poli
appropriate checks and balances (such as internal controls).

rder on the bank’s pursuit
Ip manage risk.
overned by

Management should establish processes to implement significant bank policies. The bank’s
size and complexity determines the amount of detail that is needed in the policies. The design
of the bank’s risk management procedures, programs, and practices should be tailored to the
bank’s operations, activities, and business strategies and be consistent with the bank’s risk
appetite. Examples of bank programs include the bank’s risk governance framework, audit
program, compliance management system, and compensation program, which are discussed
throughout this booklet. Refer to other booklets of the Comptroller’s Handbook for more
information about other processes for specific areas of examination.
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Management is responsible for establishing a system of internal controls®? that provides for

an organizational structure that establishes clear lines of authority and responsibility.
monitoring adherence to established policies.

processes governing risk limit breaches.

an effective risk assessment process.

timely and accurate financial, operational, and regulatory reports.

adequate procedures to safeguard and manage assets.

compliance with applicable laws and regulations.

Personnel

Personnel are the bank managers and staff who execute or oversee processes. Capable
management and st essential to effective risk management. Personnel should
understand the b ion, risk appetite, core values, policies, and processes.

Personnel should be @u competent, have clearly defined responsibilities, and be
e skills and expertise of management and staff should
be commensurate with th ucts and services offered to customers. The skills

re generally greater and more varied than those
required in smaller, less diversifi eS§complex banks. As the complexity and risk
profile of the bank increases, the higher the fleed for qualified personnel with specific areas
of expertise. Management should anteigate ess the bank’s needs and develop plans

for ensuring that staffing is commensurat bank’s risk profile.

it

The board and management should design progr
personnel. An effective recruitment program en
management, and ensures recruitment of individua isite skills and knowledge
for various positions within the bank. Training and professi lopment programs are
important for developing and maintaining a talent pool a r developing required skills
and knowledge. For community banks with limited staff, de @
) ]

responsibilities, training and development is vital to ensure smd stent operations.
Compensation programs should be designed to appropriately balafee#isk taking and reward.
Management should continually assess the bank’s recruitment, training and development, and
compensation programs to ensure the appropriate depth and breadth of staff.

Management should create and maintain an organizational structure that ensures clear lines
of responsibility, accountability, and oversight. Management should ensure that personnel in
risk management and audit have sufficient independence and stature. Position descriptions
and a formal appraisal process reinforce responsibility and accountability for employees and
managers. The appraisal review process provides important feedback about achieving
performance goals. Effective communication promotes open dialogue, clear expectations and
accountability, good decision making, and less duplication of effort.

9 For more information on national banks, refer to the “Internal Control” booklet of the Comptroller’s
Handbook. For FSAs, refer to section 340, “Internal Control,” of the former OTS Examination Handbook.
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Control Systems

Control systems are the functions (such as internal and external audits, risk review, quality
control, and quality assurance) and information systems that bank managers use to measure
performance, make decisions about risk, and assess the effectiveness of processes and
personnel. Control functions should have clear reporting lines, sufficient resources, and
appropriate access and authority. MIS should provide timely, accurate, and relevant
feedback.

The effectiveness of internal controls is assessed through the bank’s risk reviews (often
second line of defense) and audit program (third line of defense). Risk reviews may include
loan review, stress testing, compliance reviews, and back testing. Management should
determine the risk reviews that should be performed in the bank. Audit programs are the
independent control fggction that ensures the effectiveness of the bank’s risk management
system. Unlike ri @ s, audit managers and the board should make decisions regarding

aln appropriate independence.
ctigns Are Effective

Ensure Control

Quality Control

Quality control ensures that the bankconsisgently applies standards, complies with laws and
regulations, and adheres to policies agd procedffres. An independent party performs the
quality-control review concurrently wi
be performed internally or outsourced to
environment in which management and employ
effective quality-control process significantly r
become systemic issues or have a negative impact €

center. Management also should determine the reporting o
regulatory requirements and risk exposure to the bank.

Quality Assurance

Quiality assurance is designed to verify that established standards and processes are followed
and consistently applied. An independent party performs the quality assurance review. The
quality assurance review is normally performed after the bank completes the activity.
Management uses the results of the quality assurance review to assess the quality of the
bank’s policies, procedures, programs, and practices in a specific area (for example,
mortgage banking, retail lending, and internal audit). The results help management identify
operational weaknesses, risks associated with the specific area, training needs, and process
deficiencies. Management should determine which areas of the bank require a quality
assurance review and should ensure that results of the reviews are reported to appropriate
personnel.
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Compliance Management

The CEO and management must ensure the bank complies with applicable laws and
regulations, and should ensure that the bank complies with board-approved policies, prudent
ethical standards, and contractual arrangements. Management should develop a system to
monitor compliance, including the training of appropriate personnel, and ensure timely
correction of any fraud or violations that are detected. The compliance management system
should consist of a compliance program and a compliance audit function.®® The compliance
program includes the policies, procedures, and processes as well as the monitoring and
testing programs that ensure personnel adhere to applicable laws and regulations and board-
approved policies. The compliance audit function allows the board and management to
monitor the effectiveness of its compliance management system and assists in the detection
of fraud or violations of laws and regulations. The CEO and management are responsible for
the timely correctiongf deficiencies found by internal and external auditors, compliance
personnel, risk ma @ and regulators. The CEO and management also are responsible for
ensuring that prédCessgsug tly escalate material issues to the board and senior
management. Manag
confidentially raise c0
should allow employees
policies.

bout illegal activities and violations. The mechanism also
confi Wally report circumvention of regulations or company

consumer protection, regulatory comp nding and investment activities, bank
operations, securities issues, tax law, and ¥hsiger @ctivaties. Compliance officers should
avant compliance issues.

dequate monitoring and testing
identify the applicable laws and
regulations and stay abreast of evolving regulatory rée ; N\Janagement should
sure compliance-

d.

committee. The bank’s compliance ogr?/ focus on a number of areas, including
i

The BSA requires banks to establish a BSA/AML compliance p o fulfill its record-
keeping and reporting requirements and to confirm the identity of bank customers.®* The
board is responsible for approving the BSA/AML compliance program and for overseeing
the structure and management of the organization’s BSA/AML compliance function.® The
program must include

e asystem of internal controls to ensure ongoing compliance.
e independent testing for compliance.

% For more information, refer to the “Compliance Management System” booklet of the Comptroller’s
Handbook.

9 For more information, refer to the FFIEC BSA/AML Examination Manual.

% For more information, refer to 12 CFR 21, subpart C, “Procedures for Monitoring Bank Secrecy Act
Compliance.”
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e adesignated individual responsible for coordinating and monitoring day-to-day
compliance.
e training for appropriate personnel.
e appropriate risk-based procedures for conducting ongoing customer due diligence,
including, but not be limited to
— understanding the nature and purpose of customer relationships for the purpose of
developing a customer risk profile; and
— conducting ongoing monitoring to identify and report suspicious transactions and, on
a risk basis, to maintain and update customer information.
e acustomer identification program.®’

Maintain Management Information Systems

'

MIS broadly refers
provides the infg

mprehensive process, supported by computer-based systems, that
ecessary to manage the bank. To function effectively as an

these elements is compro
Timeliness

To simplify prompt decision making; a
distributing current information to appro

to expedite reporting of information. The sy:
data, summarize results, and adjust and correct

IS should be capable of providing and
s. Information systems should be designed
d be able to quickly collect and edit

tly.

Accuracy

throughout all
propriate editing,
hensive internal

A sound system of automated and manual internal controf§shotild e
information systems processing activities. Information shoul@re @

balancing, and internal control checks. The bank should employ
and external audit program to ensure the adequacy of internal contrel€’

Consistency

To be reliable, data should be processed and compiled consistently and uniformly. Variations
in how the bank collects and reports data can distort information and trend analysis. In
addition, because data collection and reporting processes change over time, management
should establish sound procedures to allow for systems changes. These procedures should be

% For more information, refer to 31 CFR 1020.210, “Anti-Money Laundering Program Requirements for
Financial Institutions Regulated Only by a Federal Functional Regulator, Including Banks, Savings
Associations, and Credit Unions.”

% For more information, refer to 12 CFR 21.21(2), “Customer Identification Program.”
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well defined and documented, be clearly communicated to appropriate employees, and
include an effective monitoring system.

Completeness

Decision makers need complete and pertinent information in summarized form. Management
should capture and aggregate all of the bank’s material risk exposures, including those that
are off-balance-sheet. Data should be available by groupings, such as by business line, asset
type, and industry, that are relevant for the risk in question. Also, the data groupings should
allow for the identification and reporting on risk exposures, concentrations, and emerging
risks.

Relevance

Information provig anagement should be relevant. Information that is inappropriate,
unnecessary, or €00 dgeaifed for effective decision making has no value. MIS should be
appropriate to suppogl th ement level using the information. The relevance and level
of detail provided thro ould directly correlate to the needs of the board, senior
management, departmertal or ar id-level managers, and others in the performance of

their jobs.

MIS do not necessarily reduce expegges. DeWelopment of meaningful systems and their
proper use lessen the probability thaerroneoygfiecisions will be made because of inaccurate
or untimely information. Erroneous de iably misallocate or waste resources,
which may adversely affect earnings or capi

Heightened Standards

The risk governance framework should include a set of policie
processes, designed to provide risk data aggregation and reporting
complexity, and risk profile of the covered bank, and to support sup
Collectively, these policies, procedures, and processes should provid

ppropriate procedures and

e The design, implementation, and maintenance of a data architecture al Structure that supports
the covered bank’s risk aggregation and reporting needs during both norrm@ifmes and times of stress.

e The capturing and aggregating of risk data and reporting of material risks, concentrations, and emerging
risks in a timely manner to the board and the OCC.%

e The distribution of risk reports to all relevant parties at a frequency that meets their needs for decision-
making purposes.®°

Manage Third-Party Relationship Risks

Banks increasingly rely on third-party relationships to provide technological, administrative,
and operational services on the bank’s behalf. The bank’s use of third parties does not

% For more information, refer to 12 CFR 30, appendix D, 11.J, “Risk Data Aggregation and Reporting.”

% For more information, refer to the Basel Committee on Banking Supervision’s “Principles for Effective Risk
Data Aggregation and Risk Reporting,” January 2013.
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diminish the board and senior management’s responsibility to ensure that the activity is
performed in a safe and sound manner and complies with applicable laws and regulations.

Management should adopt risk management processes commensurate with the level of risk
and complexity of the bank’s third-party relationships and organizational structure.® The
board and management should provide more comprehensive and rigorous oversight and
management of third-party relationships that involve critical activities.

Management should adopt a third-party risk management process that follows a continuous
life cycle for all relationships and incorporates planning, due diligence, and third-party
selection, contract negotiation, ongoing monitoring, and termination. During supervision of
the process, management should ensure appropriate oversight and accountability,
documentation and reporting, and independent reviews.

Ensure an Appfepriate Insurance Program

Part of management’ ility is to ensure a sound insurance program that identifies
risk to be retained vef to be transferred. Management can implement additional
controls to minimize andgtain rigk M\lanagement may transfer the risk to another party
through insurance or contract@fal tgnsfter, self-insure the risk, or use any combination of these
options. A basic tenet of risk e 8§ that risks carrying the potential for catastrophic
or significant loss should not be retahed. C@nversely, it typically is not cost-justified to

insure losses that are relatively predigtable and#fiot severe. Teller drawer shortages are an
vV s or training procedures intended to
S

example. It would be less costly to imp
reduce those shortages than to pay additioha angg premiums to cover the losses.

The board should determine the maximum loss
the decision is made to insure a particular risk, a kg
agent can help with selecting an underwriter. The boate
financial capacity of the insurance underwriter to determi
to make payment should a significant loss occur. Addition
should review the bank’s insurance program annually.

ble and willing to assume. Once

mpany has the ability
and management

The following pages explain major types of insurance coverage available to banks. The
names of the insurance coverage may differ among banks.

Indemnification Agreements

A bank director may not be able to avoid being named as a defendant in lawsuits that
challenge his or her business decisions or activities, or allege a breach of fiduciary duty.
Directors and officers, however, may obtain some protection against judgments and legal and
other costs through indemnification agreements and insurance.

100 For more information, refer to OCC Bulletin 2013-29, “Third-Party Relationships: Risk Management
Guidance,” and the “Outsourcing Technology Services” booklet of the FFIEC IT Examination Handbook.
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Banks may enter into indemnification agreements with directors. Such agreements generally
provide that the bank will advance funds to, or reimburse directors for, reasonable expenses

incurred in defense of legal actions. The agreement must be consistent with applicable laws

and regulations and should be consistent with safe and sound banking practices.

Regulation limits indemnification agreements.®* For administrative proceedings or civil
actions initiated by a federal banking agency, banks generally may not make or agree to
make indemnification payments to an institution-affiliated party (IAP) (e.g., directors,
officers, employees, or controlling stockholders).%? Payment of liability or legal expenses is
prohibited for administrative proceedings or civil actions instituted by any federal banking
agency that results in a final order or settlement pursuant to which an IAP is

e assessed a CMP.

indemnification payments if the IAP was exonerated.
yments are permitted® subject to the board making specific

determinations and folloWing spéCifi@procedures.*® When reasonable indemnification
payments are permitted, FSA t national banks—are required to obtain OCC non-
objection before making any i ' payments.

Directors’ and Officers’ Liability an

Director and officer (D&O) liability insuran
discharge their duties and helps banks attract an
can cover (1) the expense of defending suits all or officer misconduct, and (2)

an reimburse the bank for

any payments made to directors or officers under an 1118 agreement. Generally,
the insuring company requires a deductible for this type gealhis insurance does not
cover criminal or dishonest acts, when involved persons obtained | gain, or when a

conflict of interest was apparent.

Insurers may add exclusionary language to insurance policies that directors and officers
should clearly understand, as it has the potential to limit coverage and leave officers and

101 For more information, refer to 12 CFR 359, “Golden Parachute and Indemnification Payments.”
102 Refer to 12 USC 1813(u), “Institution-Affiliated Party,” for the full definition.

103 For more information, refer to 12 CFR 359.1(l), “Prohibited Indemnification Payment.”

104 For national banks, refer to 12 CFR 7.2014, “Indemnification of Institution-Affiliated Parties.”
195 For more information, refer to 12 CFR 359.5, “Permissible Indemnification Payments.”

196 For more information regarding FSAs, refer to 12 CFR 145.121, “Indemnification of Directors, Officers and
Employees.”
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directors liable for claims not covered by these policies. For instance, during times of
economic slowdown, a regulatory exclusion may be added to preclude coverage for lawsuits
by federal and state banking regulators. Because there is no industry standard for D&O
insurance, directors should be aware of the insuring agreements and exclusions that are most
critical to their personal protection. The board’s choice of coverage in a D&O insurance
policy should be based on a well-informed analysis of the cost and benefits, and the potential
impact that could result from exclusions. When considering renewals and amendments to
existing policies, directors and officers should consider the following:

e What protections do I want from my bank’s D&O insurance policy?

e What exclusions exist in my bank’s D&O insurance policy?

e Are any of the exclusions new, and, if so, how do they change my D&O insurance
coverage?

e What is my pot personal financial exposure arising from each D&O insurance
policy exclusj

D&O liability insurefs h
cases involving restat
typically claim that the p

suits to rescind coverage against directors and officers in
financials or other alleged financial misconduct. The insurers
icy sh@uldYbe rescinded on the grounds that it was fraudulently

procured. Directors and offic@fs onsider a clean non-rescindable clause, providing that
the insurer cannot rescind the Paki alleged corporate wrongdoing or
misrepresentations in the applicatioffproces§. Such a clause is generally not included in
standard policies, and insurers char ignifi€ant premium for its inclusion.

seeking to rescind a policy to prove knowledge of eac
tailored severability clauses may limit the insurer’s pote

Fidelity Bond

Fidelity insurance includes reimbursement for loss, not only from employee dishonesty but
also from robbery, burglary, theft, forgery, mysterious disappearance, and, in specified
instances, damage to offices or fixtures of the insured. Fidelity bond coverage applies to all
banking locations except automated teller machines, for which coverage must be specifically
added by a rider. Standard procedure for insurance companies is to write fidelity bonds on a
“discovery” basis. Under this method, the insurance company is liable up to the full amount
of the policy for losses covered by the terms of the bond and discovered while the bond is in
force, regardless of the date on which the loss was actually sustained by the bank. This
procedure applies even though lower coverage amounts or more restrictive terms might have
been in effect on the date the loss was sustained.
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All fidelity bonds require that a loss be reported to the bonding company within a specified
time after a reportable item comes to the attention of management. Management should
diligently report all potential claims to the bank’s insurance company because failure to file a
timely report may jeopardize coverage for that loss.

Many banks also obtain an excess coverage policy. The coverage extends the basic protection
provided under the fidelity bond in areas in which the dollar volume of assets or exposure is
particularly high. Fidelity bond protection can be extended by purchasing optional riders.

If the bank discontinues efforts to obtain insurance after the policy lapses or is canceled, the
board should be aware that

e the failure of directors to require bonds with adequate sureties and in sufficient amounts

“personal an® indivdtialcapacity” for negligently failing to require an indemnity bond to
cover employeesivi

e management shoul ine the reason for any denial of insurance or unreasonable
terms; ensure that ac is takerWo correct any deficiencies and, when beneficial,
provide additional inform@tioR§ afd obtain insurance when feasible.

e although establishing a fu es is not a viable alternative to insurance, it may
be used while attempting to obtalh insur@nce (to be applied to premiums or to offset
losses), or it may be used in additign to inglrapce to offset a high deductible. Establishing
such a fund does not mean that an insugéhcgge@st or liability has been incurred. Therefore,
estimated losses should not be reporte n@xpgmse in the call report until the losses
actually occur.

When the bank is a subsidiary of a bank holding cOmp andgthe holding company has
purchased one fidelity bond to cover all affiliated banis; ankéghould be careful when
determining that the policy is sufficient to cover the bankg§ expgsur

Bank-Owned Life Insurance

Bank-owned life insurance (BOLI) is a form of life insurance purchased by banks in which
the bank is the beneficiary or owner. This form of insurance is a tax shelter for the
administering bank. The cash flows from a BOLI policy generally are income tax-free if the
bank holds the policy for its full term. Banks are not authorized to purchase BOLI as an
investment. BOLI can, however, provide attractive tax-equivalent yields to help offset the
cost of employee benefits. Banks are expected to establish sound risk management processes,
including meaningful risk limits, before implementing and adding to a BOLI program. 1%’

197 For more information, refer to OCC Bulletin 2004-56, “Bank-Owned Life Insurance: Interagency Statement
on the Purchase and Risk Management of Life Insurance.”
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Specialized Bank Insurance

The board and management may decide that they should obtain other bank insurance
coverage to transfer risks. The following are some of the most frequently purchased
specialized bank insurance:

Automobile, public liability, and property damage: Protects against property and liability
losses arising from injury or death when a bank-owned, -rented, or -repossessed vehicle is
involved. Non-ownership liability insurance should be considered if officers or employees
use their own cars for bank business.

Boiler and machinery: Provides coverage for loss due to explosion or other forms of
destruction of boilers, heating or cooling systems, and similar types of equipment.

overage A: Covers losses when the bank is legally

damage or destruction) of a customer’s property held
in safe deposit boxes. Coverale By Govers loss, damage, or destruction of property in
customers’ safe deposit boxes} h t the bank is legally liable, when such loss
results from activities other than emgloyee dishonesty. This policy commonly provides for
reimbursement of legal fees in conjuction wi?defending suits involving alleged loss of
property from safe deposit boxes. /

Cybersecurity: Provides coverage to mitigate |
including data breaches, business interruption,

objects be made regularly to establish the insurable value.

Fire: Covers all loss directly attributed to fire, including damag oke, water, or
chemicals used to extinguish the fire. Additional fire damage for the building contents may
be included but often is written in combination with the policy on the building and permanent
fixtures. Most fire insurance policies contain “co-insurance” clauses, meaning that insurance
coverage should be maintained at a fixed proportion of the replacement value of the building.

First class, certified, and registered mail insurance: Provides protection on shipment of
property sent by various types of mail and during transit by messenger or carrier to and from
the U.S. Postal Service. This coverage is used principally for registered mail over the
maximum $25,000 insurance provided by the U.S. Postal Service.

Fraudulent accounts receivable and fraudulent warehouse receipts: Covers losses
resulting from the pledging of fraudulent or nonexistent accounts receivable and warehouse
receipts, or from situations in which the pledger does not have title. In addition, this
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insurance offers protection against loss arising from diversion of proceeds through acts of
dishonesty.

General liability: Covers possible losses arising from a variety of occurrences. General
liability insurance provides coverage against specified hazards, such as personal injury,
medical payments, landlords’ or garage owners’ liability, or other specific risks that may
result in or create exposure to a suit for damages against the bank. “Comprehensive” general
liability insurance covers all risks, except specific exclusions.

Key person insurance: Insures the bank on the life of an officer when the death of such
officer, or key person, would be of such consequence as to give the bank an insurable
interest.

Mortgage errors ang
all-risk insurance @
insurance is not4hte
insolvency of an orig

pmissions: Protects the bank, as mortgagee, from loss when fire or
property held as collateral inadvertently has not been obtained. This
gfto gvercome errors in judgment, such as inadequate coverage or

Single interest: Covers
extension of credit.

Transit cash letter insurance: Covgrs lossf cash letter items in transit for collection or to a
clearinghouse of which the insured Bgnk is a ber. This coverage also includes costs for

reproducing cash letter items. Genera
registered mail or air express or losses d

Trust operations errors and omissions: Inde
from alleged acts resulting from error or omissions
agreement.

Umbrella liability: Provides excess coverage over existinghbiabili icies, as well as basic
coverage for most known risks not covered by existing insura

Valuable papers and destruction of records: Covers cost of reproducing records damaged
or destroyed. This coverage also includes the cost of research needed to develop the facts
required to replace books of accounts and records.

Record Keeping

The breadth of available insurance policies and differences in the coverage emphasize the
importance of maintaining a concise, easily referenced schedule of insurance coverage.
These records should include the

e coverage provided, detailing major exclusions.
e underwriter.
e deductible amount.
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upper limit.

term of the policy.
date premiums are due.
premium amount.

Records of losses also should be maintained and included whether or not the bank was
reimbursed. These records indicate where internal controls may need to be improved and are
useful in measuring the level of risk exposure in a particular area.

Q
//I/O
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Examination Procedures

This booklet contains expanded procedures for examining specialized activities or specific
products or services that warrant extra attention beyond the core assessment contained in the
“Community Bank Supervision,” “Large Bank Supervision,” and “Federal Branches and
Agencies Supervision” booklets of the Comptroller’s Handbook. Examiners determine which
expanded procedures to use, if any, during examination planning or after drawing
preliminary conclusions during the core assessment.

Scope

These procedures are designed to help examiners tailor the examination to each bank and
determine the scope @fithe corporate and risk governance examination. This determination
should consider g Q ormed by internal and external auditors and other independent risk
control function§”andpk examiners on related areas. Examiners need to perform only
those objectives and Step e relevant to the scope of the examination as determined by
the following objectiv ill every objective or step of the expanded procedures be
necessary.

Objective: To determine the scope ion of corporate and risk governance and
identify examination objectives and @ctivitigs necessary to meet the needs of the supervisory
strategy for the bank.

1. Review the following sources of infoA nd geports. Note any previously identified
problems related to corporate and risk gover require follow-up:

Supervisory strategy.

Examiner-in-charge’s (EIC) scope memoran

The OCC’s information system and OCC reports:

Previous reports of examination and work papers.

Internal and external audit reports and work papers.

Bank management’s responses to previous reports of exa on and audit reports.
Customer complaints and litigation.

Results of such reports as the Uniform Bank Performance Reports and Canary.
Identify changes since the prior review.

2. Obtain and review policies, procedures, and reports bank management uses to supervise
corporate and risk governance. Consider

bylaws of the bank.

the national bank’s articles or the FSA’s charter.

a list of directors.

board meeting packages.

board-level financial performance and key risk reports.
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e Dboard and board-level committee reports and meeting minutes.

e Dboard-level committees written charters.

e director orientation and education material.

e board self-assessments.

e the strategic plan and reports used to monitor the plan.

e operational plans.

e alist of new products and services and documentation of the approval process.
e third-party relationship risk management, including policies and processes.

e the capital plan.

o the risk governance framework, including the risk management system in place.
e executive and frontline unit MIS.

e internal risk assessments.

[ ]

[ ]

[ ]

) jon and benefits program information.

) ement program, including the BSA program. (Refer to the

Examination Council (FFIEC) BSA/AML Examination
Manual for procedure§'to Qvaltiate the BSA/AML compliance program.)

e the current CRA publi

e aschedule of the insurance

e if there have been any significant

3. Indiscussions with bank management g€te
! newpdirectors; changes in corporate

changes (for example, new executive
structure; changes in the corporate and risk ane
plans; changes to charters, policies, procedufes, @ repofis regarding corporate and risk
governance; compensation and benefits; and i
examination of corporate and risk governance.

4. Based on an analysis of information obtained in the preWgus
the EIC, determine the scope and objectives of the corporate
examination.

well as input from
governance

5. Select from the following examination procedures the necessary steps to meet
examination objectives and the supervisory strategy.
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Board of Directors

Conclusion: Board of directors is (effective or ineffective)
in its fiduciary duties and establishing a
corporate and risk governance framework
to facilitate oversight of bank activities.

Board Composition and Qualifications

Objective: To determine if the board is composed of individuals with a balance of skills, expertise,
and diversity who can exercise independent judgment; can provide a credible challenge to
management’s reco ndations and decisions; and comply with board-related laws and
regulations.

Statutory and Regu Requirements
Objective: To assess complianGgwith egulations, and prudent banking practices relating to

W
board composition and qualifi€atigpns®

1. Obtain a list of directors that in@ following:
M ctor was appointed or elected since the

e Home address, when appropriate
previous examination, indicate the'n ofgfears residing at his or her present

address).
Years as a director of the bank.
Occupation.

Citizenship (for national banks).

Common stock ownership (beneficial, direct, or if@irectyfo ional banks or
membership for mutual FSAs.

e Bonus, fees, and any other compensation.

e Attendance record at board meetings.

2. Determine if the number of directors aligns with the bank’s bylaws.

3. Determine whether the bank complies with the following laws and regulations regarding
director qualifications:

e Do all directors of national banks possess sufficient stock to qualify as directors?
(12 USC 72 and 12 CFR 7.2005)

e For astock FSA, do the bylaws require a director to be a stockholder? If so, do all
directors meet this requirement? (12 CFR 5.22(1))

108 For a list of the requirements regarding size, composition, and other aspects, refer to this booklet’s
appendix A, “Board of Directors Statutory and Regulatory Requirements.”
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e For amutual FSA, are all directors members of the association? (12 CFR 5.21(j)(2))

e Are all national bank directors citizens of the United States? (12 USC 72) If not, has
the Comptroller waived the citizenship requirement? (The majority of directors must
be U.S. citizens.)

e Do the majority of national bank directors reside in the state, territory, or district in
which the bank is located, or within 100 miles of the bank’s main office? If not, has
the Comptroller waived the residency requirements? (12 USC 72)

e Did the majority of the national bank directors reside in the state, territory, or district
in which the bank is located, or within 100 miles of the bank’s main office, for one
year before their election? If not, has the Comptroller waived the residency
requirements? (12 USC 72)

¢ Did all national bank directors take an oath of office? (12 USC 73 and
12 CFR 7.2008)

e Did the natigfa

ank forward a copy of the oath of office to the OCC? (12 USC 73
e Have you detf at no director is an indenture trustee? (15 USC 77jjj)
4. For FSAs, determifg,if the b omplies with 12 CFR 163.33.
e Are the majority of th@dirsgtor
subsidiary thereof?
e Are no more than two of theflirecto mbers of the same immediate family?
ﬂ attorney with a particular law firm?
5. For FSAs, determine if there was a dire defor cause. Cause is defined in

e |s there no more than one dir
12 CFR 5.21(j)(2)(x)(B) to include personal s incompetence; willful
alprofit; intentional failure to

o)
6. For FSAs, determine, through examination findings and discussions with examiners,

whether the person who has a fiduciary duty to the FSA advanced his or her personal or
business interests at the expense of the bank. (12 CFR 163.200)

t salaried officers or employees of the FSA or any

e Was a meeting of shareholders called expressly for t
as required? If so, other requirements apply for votes fo
for stock FSAS)

removal for cause,
. (12 CFR 5.22(1)(6)

7. For FSAs, determine, through examination findings and discussions with examiners, if
the director, officers, or persons having power to direct management or policies, or
persons otherwise owing a fiduciary obligation to the FSA, have taken advantage of
corporate opportunities that belonged to the bank. (12 CFR 163.201)
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8. Determine if the bank complies with the following laws and regulations regarding board
structure:

e Is the number of directors consistent with the bylaws and no fewer than five and no
more than 25 for national banks? (12 USC 71a) If not, has the Comptroller waived the
25-director maximum?

e For FSAs, do the bylaws state a specific number of directors and not a range?

(12 CFR 5.22(1)(2) for stock FSAs and 12 CFR 5.21(j)(2)(viii) for mutual FSAS)

e Is the number of directors consistent with the bylaws and no fewer than five and no
more than 15 for FSAs? (12 CFR 5.22(1)(2) for stock FSAs and 12 CFR 5.21(j)(2) for
mutual FSASs) If not, has the Comptroller waived the requirements?

e Did the board appoint directors to fill vacancies? (12 USC 74 for national banks, and
12 CFR 5.22(1)(5) for stock FSAs and 12 CFR 5.21(j)(2) for mutual FSAS)

e Did shareho or members elect directors at their regular annual meeting?

(12 USC ional banks, and 12 CFR 5.22(k)(1) for stock FSAs and
12 CFR 5.21 i)gler mutual FSAS)

e For national eholders did not elect directors at their regular annual
meeting, were onsgheld within 60 days thereof? (12 USC 75)

e For FSAs, did the h@ld af annual meeting for the election of directors within 150
days after the end of tRle as8pciation’s fiscal year? (12 CFR 5.22(k)(1) for stock FSAs
and 12 CFR 5.21(j)(2) UalNESAS)

e Did the mutual FSA establisfi a n:)jng committee, if the bylaws permitted,

n

before the submission of no i 12CFR 5.21(j)(2)(xiii))
e For national banks, is the preside er of the board? (12 USC 76 and
12 CFR 7.2012)
e For FSAs, do the bylaws require the presigén director? If so, has the FSA met

this requirement?

e Is the term of office for a director between o ars for FSAs and not more
than three years for national banks? (12 USC 71 a CFR 7.2024(b) for national
21

banks, 12 CFR 5.22(1)(2) for stock FSAs, and 12 PR)(viii) for mutual
FSAS)

9. Determine compliance with the following laws and regulation arding restrictions on
board activities:

e Has a quorum been present for all board meetings? (12 CFR 7.2009 for national
banks, and 12 CFR 5.22(1)(4) for stock FSAs and 12 CFR 5.21(j)(2)(ix) for mutual
FSAS)

e For national banks, do board procedures preclude any director from casting a vote by
proxy? (12 CFR 7.2009)

e For FSAs, were board actions approved by a majority of directors present at any
meeting at which there was a quorum? (12 CFR 5.22(1)(4) for stock FSAs and
12 CFR 5.21(j)(2)(ix) for mutual FSAS)

e |f any management officials of the bank or its holding company or holding company
affiliates are management officials of an unaffiliated depository bank or depository
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holding company, do any of the statutory exceptions (12 USC 3201) or regulatory
exemptions (12 CFR 26) apply?

e If any directors have been appointed to the board for purposes other than filling
vacancies, do the articles provide for such appointments? (12 CFR 7.2007(a))

10. Determine compliance with the following laws and regulations regarding regulatory
reporting:

e |f embezzlements, defalcations, misappropriations, mysterious disappearances, or
thefts have occurred since the previous examination, did the bank file a Suspicious
Activity Report with the appropriate law enforcement agencies and with the U.S.
Department of the Treasury? (12 CFR 21.11 for national banks and
12 CFR 163.180(d) for FSASs)

e Was the suspiigus activity report promptly reported to the board as required?

(12 CFR 247 national banks and 12 CFR 163.180(d) for FSAS)
e |If the baftk h f equity securities held by 2,000 or more shareholders and
total assets exte million, did the bank file reports with the OCC, as required

by federal secusities Yaw? CFR 11 for national banks or 12 CFR 194 for FSAS)

e Was the OCC noft#ied offany'ghange in control or, if in troubled condition, change in
senior executive offic@rs sMce’the last examination? (12 USC 1817(j), 12 USC 18311,
12 CFR 5.50, and 12 :

e Does the bank maintain recofds of di¥ectors, executive officers, and principal
shareholders and the related ts @F these persons and of extensions of credit to
these persons? (12 CFR 31 and 1

e Has the bank notified executive offigérs
the board the outstanding amount of any
officer or directors and was secured by t
12 CFR 215)

e For national banks, if the board contains honorary ViS@ry members, has the bank
distinguished between honorary or advisory direct@gs ane a directors in
published reports? (12 CFR 7.2004)

ectors of the requirements to report to
[ as extended to the executive
res? (12 CFR 31 and

11. If it was not done in previous examinations, review and brief laws and articles of
association of the bank, including the following, and if a brief exists from previous
examinations, update it as appropriate:

e Note any specific provisions related to the requirements of directors.

12. Read and brief the minutes of shareholders or members’ meetings since the last
examination. The brief should include a list of directors elected at the annual meeting, the
number of shares present and voted (for national banks and stock FSAs), individuals
acting as proxies, and specific action approved by shareholders or members.

13. For stock FSAs, assess whether the minutes reflect a director’s dissent or abstention to
the board’s action to avoid the appearance of approval. (12 CFR 5.22(1)(10))
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14.

15.

16.

Determine whether all requirements were met (e.g., shareholder approval) for any of the
following actions that the board took since the last examination:

e Any change in location of the main or home office. (12 CFR 5.40)
e Any issuance of preferred stock. (12 CFR 5.46 for national banks and
12 CFR 5.22(g)(4)(B) for stock FSAs)
e Any increase in capital stock, either through sale or through a stock dividend.
(12 CFR 5.46 for national banks and 12 CFR 5.22(g)(4) for stock FSAS)
e Any reduction in capital stock. (12 CFR 5.46(h) for national banks and
12 CFR 5.22(g)(4) for stock FSAs)
e Any stock split. (12 CFR 5.46 for national banks and 12 CFR 5.22(g) for stock FSAS)
e Any bank pension plan established. (29 USC 1001)
e Any bank invglvement in a conversion, merger, or consolidation. (12 CFR 5.24 and

res held by the FSA and shares held by another
shares entitled to vote for the election of directors
(12 CFR 5.22(k)(6)(ii),

hares €ontrolled by Association”)
— for national banks, no of legk, tebler, or bookkeeper acted as a proxy.
(12 USC 61 and 12 CFR 7.20

of such other corpo

Review any stock option or stock purchase
and review such action for compliance with
conditions of the articles of association.

since the preceding examination,
)f association and the various

Determine if any candidate was nominated director, r then
bank management, and whether shareholders submitted Rgw L
compliance with the requirements in 12 CFR 5.22(k)(7) fo
12 CFR 5.21(j)(2)(xiii) and 12 CFR 5.21(j)(2)(xiv) for mutua

@slate nominated by
S8, and review for

Core Competencies of the Board

Objective: To determine if the board is well-diversified and composed of individuals with a mix of
knowledge and expertise in line with the bank’s size, business strategy, risk profile, and
complexity.

1.

2.

Are background checks performed on board candidates?

In the director’s selection process, are the candidate’s ethical standards and integrity in
his or her personal and professional dealings considered?

Has the board established a board meeting attendance policy?
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4. |s attendance monitored to determine the director’s level of involvement and
participation?

5. Is there evidence of a credible challenge of management’s decisions and
recommendations recorded in the board meeting minutes?

6. For national banks, verify that directors have not voted by proxy.
Board Independence

Objective: To determine if the board exercises independent judgment.

1. Inassessing wh the board exercises independent judgment, consider whether
e there is &mix ndent and management directors.
e thereisadoniin ement or director(s).
e the board has tandards on conflicts of interest and independence.
e the board convene§exgclilivegessions without management’s influence.

2. Determine if the CEO also th&Yboard chair. If so, does the bank also have a lead
director who is independent of nflanagement.to provide a balance of power?

3. For covered banks, verify that at least o bers of the board are independent
directors. (12 CFR 30, appendix D)

¢ Independence means the individual
— is not an officer or employee of the ban
officer or employee of the bank or its parent cq
— Is not an immediate family member of a pers
of the bank or its parent company in the past thr
— qualifies as an independent director under the listing
securities exchange.

pany and has not been an
the past three years.

Outside Advisors and Advisory Board

Objective: To determine if the board uses advisors to leverage expertise independent of bank
management, when appropriate.

1. Determine if the board has a process in place to solicit outside advisors, when
appropriate.

2. Determine if the board has used an outside advisor since the last examination. If so,
obtain a copy of the engagement letter and the information and expert advice provided to
the board or designated committee.
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3. Assess if the fees charged are reasonable and in line with the services rendered.

4. If the bank uses advisory directors, does the board ensure that they do not have voting
privileges?

Board Practices

Objective: To determine if the board adopted practices that permit effective oversight based on the
size, strategy, risk profile, and complexity of the bank.

Board Information

Objective: To determine if the information provided to the board is adequate to make informed
decisions and allo tors to provide a credible challenge to management assertions.

ment provides information to the board that is accurate,
I présented in a meaningful format to allow for effective

1. Determine wheth
complete, and ti
oversight.

2. Determine whether the inf@rmation is periodically reviewed by internal audit for
integrity.

3. Does the information include ke r
monitor adherence to the bank’s strat

4. Does the board periodically reevaluate the i
sufficient information to make informed decisi

measurements and key risk indicators to
sk appetite?

it receives to determine if it has

Meetings and Minutes

Objective: To determine if board meetings and minutes reflect the Matg Shes of the bank and
comply with board meeting-related laws and regulations.

1. Determine the date of the annual shareholders’ or members’ meeting, and ensure that the
date was in compliance with the bylaws. (12 USC 71 for national banks, and
12 CFR 5.22(K)(1) for stock FSAs and 12 CFR 5.21(j)(2)(i) for mutual FSAS)

2. Review the bank’s practice of notifying shareholders or members of special or regular
meetings. The notice must include the time, place, and purpose of the meeting.

e For national banks, at least 10 days’ notice is required. Longer periods may be
required by the articles of association, the bylaws, or other governing citations.
(12 USC 75 and 12 CFR 7.2001)

e For stock FSAs, notice of no fewer than 20 days or more than 50 days is required.
(12 CFR 5.22(k)(2))
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e Mutual FSAs must publish notice for two successive weeks immediately before the
week in which the meeting will convene, in a newspaper of general circulation in the
city or county in which the principal place of business of the association is located.
Alternatively, the FSA may mail notice at least 15 days and not more than 45 days
before the date of the meeting to each of its members. In addition to following one of
these alternatives, the mutual FSA must post a notice of the meeting in a conspicuous
place in each of its offices during the 14 days immediately preceding the date of the
meeting. (12 CFR 5.21(j)(2)(iii))

3. For mutual FSAs, determine if directors receive notice of a board meeting at least 24
hours in advance unless the directors waived notice. (12 CFR 5.21(j)(2)(ix))

4. For stock FSAs, determine if directors receive notice of special board or board committee

6. Determine if the board e
meetings.

rd packets in advance to allow directors to prepare for

7. Determine whether the informat cketgftover key risks of the bank.

8. Read and brief the minutes of all meefin fithe board since the last examination. Note
the following:

e Any actions taken in contravention of the

e Actions taken by the board that are not part o thly meeting.

e Resolutions or discussions about entrance into a MiC area, customer
service, asset or liability category, or other new un [
a discussion of updates to the strategic plan and how a
plan.

e Creation of any special committee and its mission.

e Ratification by the full board of actions taken by standing committees.

e Any transactions with directors or their interests, or abstention of any interested
director. If the minutes do not mention any director-related transactions that are
uncovered during the examination, determine why the identified transaction was not
discussed during a board meeting. Also determine how the director-related
transaction was approved and whether the interested party refrained from voting.

e Director attendance to determine the levels of interest and dedication, and how the
directors fulfill fiduciary responsibilities.

e Participation of individual directors to determine if any one, or a certain group of
directors, dominates the board discussions.

e Re-booked charged-off loans approved by the board and the rationale for re-booking.
(Note: The re-booking of charged-off loans is inconsistent with both generally

giivities fit in with the
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accepted accounting principles and the call report. It is an unacceptable practice.)
Distribute list to examiner assigned Loan Portfolio Management and inform the EIC.

e Reviews of correspondence between the OCC and the bank.

e Reports of examinations and audits reviewed and actions taken or plans to effect
correction of deficiencies.

e Directors of an FSA reviewed the results of operations with respect to interest rate
risk exposure at least quarterly and made appropriate adjustments as necessary.

(12 CFR 163.176)

e Directors reviewed and approved written policies, at least annually, that establish
appropriate limits and standards for extensions of credit that are secured by real
estate. (12 CFR 34, appendix A to subpart D, for national banks and 12 CFR 160.101
and appendix for FSAS)

e Directors designate a security officer to report at least annually on the
implementati dministration, and effectiveness of the security program.

rt A, for national banks and 12 CFR 168 for FSAS)

Determine if docimegigtiomgf board meeting minutes is sufficient to determine

the board’s revievgnd di§cussion of material action items on the agenda.
actions taken.

abstention of votes.

follow-up items to be addresged at a¥atgr meeting.

Policy Review and Approval

attendance of each director a efgittenglees.
previous board meeting minutes’ a@pr.
board-approved policies. :

Objective: To determine if the board has a process to review a ve pplicies.

1.

Are policies that are statutorily required to be reviewed afnd @ by the board done
so in accordance with the respective regulations?%

Does the board require periodic reviews of policies to ensure that they are consistent with
the bank’s strategic objectives, risk appetite, and regulatory requirements?

Has the board established a method to measure and monitor compliance with board-
approved policies?

Assess the board’s process to address instances when the bank is approaching or has
breached a policy limit.

199 For a list of the statutorily required policies and programs requiring board approval, refer to this booklet’s
appendix B.
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Director Orientation and Education

Objective: To determine if the board has an education program that keeps its members apprised of
major bank operations and industry trends.

1. Determine if the bank has an orientation and education program to provide training on the
bank’s business, risks, and operations, and to help directors stay apprised of industry
trends and regulatory developments.

2. Determine if there is a process to periodically assess the skills and competencies of
members and address any identified gaps.

3. For covered banks, has the board established and complied with a formal, continuous
training progra all directors? (12 CFR 30, appendix D)

4. When appropriat
so, has it ensure
from providing obj

sdkie board engage outside advisors to gain technical expertise? If
ereNs no conflict of interest that would prohibit the consultant
independent advice?

Board Oversight

Objective: To determine if the board is fu iIIingi/ponsibility to effectively supervise the

affairs of the bank.
2

1. What measures has the board taken to set the tone at tigtop?

Corporate Culture

Objective: To determine if the board and management hg
culture.

shed a sound corporate and risk

2. Determine through discussions with management and employg
bank’s risk culture, the parameters that they must operate in, ang
if there is any breach of the bank’s risk appetite and limits.

ey are aware of the
eps that must be taken

3. Has the board adopted a code of ethics and respective policies that set expected standards
of behavior for all employees and directors?
4. How is adherence to the code of ethics monitored and managed?

5. Are consequences clearly communicated and consistently enforced for behaviors that
contravene the bank’s code of ethics?

6. Determine whether suspected fraud; illegal or unethical activities; and material risk issues
are thoroughly and independently investigated by management and escalated to the board
promptly.
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7. Is there an ethics officer, bank counsel, or other individual from whom employees can
seek advice for ethics questions?

8. Does the bank’s internal auditor periodically assess the effectiveness of the bank’s code
of ethics program?

Board Committees

Objective: To determine if the board committees enable the board to carry out its oversight duties
and responsibilities.

1. Has the board established a committee structure based on the bank’s needs? Does each
board committee have a charter?

2. Determine the @

meeting mirfdtes.

involvement of directors based on a review of the committee
3. s director participagfon @g varjious committees aligned with the directors’ experience and
expertise?

4. Are committee members pegi ted to ensure objectivity and different
perspectives?

5. Read and brief the minutes of the boar
committees and their members. Some
depending on its size, scope of operations, ri

| organization meeting and list standing
ommittees a bank may have,
and board composition, include

executive committee.

audit committee (required by 12 CFR 363 for th agsets over $500 million).
credit committee.

asset-liability management committee.

risk committee.

fiduciary committee.

fiduciary audit committee (required by 12 CFR 9 and 12 CFR 150 if trust powers are
active).

compensation committee.

e corporate governance/nominating committee.

6. Request that examiners read and brief the minutes of the standing committees as well as
ad hoc committees in their assigned areas, specifically noting whether each committee’s
mission, authority, and responsibilities are clear and followed.

7. Note major areas of operation that are not monitored by specific committees and
determine if this information is communicated to the board.
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Board Self-Assessments
Objective: To determine if the board periodically evaluates its performance.

1. Determine if the board conducts self-assessments. If so, has the board satisfactorily
addressed any identified gaps or weaknesses to strengthen its effectiveness and
oversight?

2. Determine whether the content of the assessment is linked to the board’s charter and
activities (i.e., roles and responsibilities)?

3. If the board does not perform a self-assessment, what other means does it use to evaluate
its performance?

Risk Govern mework

Objective: To determine ififhed@ardBgd management established a risk governance framework to
manage the enterprise-@de Tisks

1. Has management developgd a%isk governance framework commensurate with the size,
complexity, and risk profi NRQ Has it been reviewed and approved by the
board?

2. Does the risk governance framework %

3. Does the board require periodic independen
governance framework or the components t

applicable risks of the bank?

4. For covered banks,

ts on the effectiveness of the risk
has IRM designed a written risk governance frame :
has the board or a board-level committee reviewed and @gproveg
does IRM review and update the framework at least annuay®
if the bank has adopted the parent company’s risk governance framework, does it
meet the standards established in 12 CFR 30, appendix D?

he framework?

Risk Culture

Objective: To determine if the board and senior management have conveyed the bank’s risk culture
throughout the bank.

1. Determine how risk awareness is communicated throughout the bank.

2. Are the employees aware of consequences for excessive risk taking?
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3. Are material risks and risk-taking activities that exceed the bank’s risk appetite escalated

and addressed by management or the board in a timely manner?

Risk Appetite

Objective: To determine if the board has established a risk appetite that aligns with the bank’s
strategic objectives, capital plans, and liquidity requirements.

1.

Has the board established a risk appetite that articulates the aggregate level of risk and
types of risk the board and management are willing to assume? Has it been formalized as
a written risk appetite statement, when appropriate? Is it reviewed and updated
periodically?

Has the risk app been communicated throughout the bank?

Have risk pdfam
aggregate risks (ificl

imits been established for specific business lines and for
g dgncentrations)?

If the bank approachgelor bréacied a risk limit, was the issue reported to the board or a
board-level committee an@ se anagement? Was a plan of action developed to
address the risk limit brea

Has management established an tiopgpracess that escalates weaknesses or problems
to the board and senior management, n a@propriate?

For covered banks,

e does the bank have a written statement that'e

e does the board or risk committee review and app
least annually?

e does the statement include both quantitative limits a

e is the risk appetite statement integrated and consistent

e has IRM established enterprise policies that include conce

bank’s risk appetite?
appetite statement at

2 components?
it gverall strategy?
gtion risk limits?

Risk Assessment

Objective: To determine if the bank has an effective risk assessment process to continuously
identify current and emerging risks.

1.

2.

Does the bank prepare risk assessments on material activities at least annually?

Avre risk assessments integrated into the bank’s strategic planning process and risk
management activities?

Do the risk assessments identify current risks and controls as well as new and emerging
risks? Are the risk assessments candid and self-critical?
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4.

Avre the assessments used to determine if actions need to be taken to strengthen risk
management or reduce risk?

Risk Management System

Objective: To determine if the bank has adopted a risk management system commensurate with its
size, complexity, and risk profile.

1.

Does the structure of the risk management system ensure that the bank’s risks are
identified, measured, monitored, controlled, and reported to the board and senior
management?

When appropriate, is there an IRM function that oversees the risk activities of the bank?
If there is not unction, does the bank have sufficient management oversight of
the bank’s riSk-ta aghivities, aggregate risks, and concentrations to ensure compliance
with the bank’s rigk agpet

If the bank does not Raye a Whas the board appointed a qualified individual or
committee to oversee the f@an M program?

If the bank has adopted the thregiines ofjdefense,

e s the first line of defense (frontlin
and managing the risk that the frontlj

e has the first line of defense established i
established risk appetite and risk limits
and laws?

e is the second line of defense (IRM) led by a CR

business units) accountable for assessing
ate?

atrols that are consistent with the

e compliance with regulations

asSsufficient stature in the

bank?

e does the IRM function oversee risk-taking activities agd k independent of
the frontline units?

e is IRM monitoring compliance with the risk appetite and Ing findings to the
board?

e is IRM involved in management’s key risk decisions?

e is IRM identifying, measuring, monitoring, and controlling aggregate and emerging
risk enterprise-wide?

e s the third line of defense (internal audit) providing assurance on the effectiveness of
the bank’s risk management system?

For covered banks, determine compliance with 12 CFR 30, appendix D.

e Does the risk governance framework include risk management roles and
responsibilities for frontline units, IRM, and internal audit?

e Do the frontline units continuously assess the material risks associated with their
activities?
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e Does IRM oversee the bank’s risk-taking activities, assess risk and issues independent
of frontline units, and identify and assess aggregate risks and concentrations across
the bank?

e Does internal audit ensure that the bank’s risk governance framework complies with
the guidelines?

e Does internal audit maintain an inventory of the bank’s material processes, product
lines, services, and functions and assess the risk associated with each when
developing the audit plan?

e Does the board actively oversee the bank’s risk-taking activities and hold
management accountable for adhering to the risk governance framework?

e Does the board conduct an annual self-assessment that includes an evaluation of its
effectiveness in meeting the standards in section 111 of 12 CFR 30, appendix D?

7. Has the board oggftdi
bank’s overa @
opinion provided |

t committee required a periodic independent assessment of the
ernance framework and risk management practices? If so, was an
sign and effectiveness of the framework?

Audit Program

Consult with the examiner &ssi the audit review. For examination procedures for
national banks, refer to the “In rnal Audits” booklet of the Comptroller’s
Handbook. For FSAs, refer to sectigh 350, ‘“External Audit,” and section 355, “Internal
Audit,” of the former Office of Thri

rvigton Examination Handbook.
Objective: To determine the effectiveness of the b@ard§ oy€rsight of the internal and external audit
functions. ¢

1. Based on the results of the examination of the b egal audit function, assess the
adequacy of the function within the risk governance fr orke Consider

independence of auditors, including reporting lines.
qualification of auditors.

adequacy and appropriateness of audit program.
degree and effectiveness of audit committee oversight.

Strategic Planning
Objective: To determine the effectiveness of the bank’s strategic planning process.

1. Does the bank have a board-approved written strategic plan? If not, how are strategic
objectives communicated throughout the bank?

2. s the strategic plan aligned with the bank’s risk appetite, capital plan, and liquidity
requirements?
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3. Does the bank have a strategic planning process that considers

e an analysis of the bank’s strengths, weaknesses, opportunities, and threats including
regulatory, economic, competitive, and technological matters?

e the bank’s mission, goals, and measureable objectives?

e assessment of risk associated with the strategies and whether they are in line with the
bank’s risk appetite?

e the resources needed to achieve objectives, including technology requirements and
constraints?

e the contingency plans for significant, unanticipated events?

e the formality of the planning process based on the size, complexity, and risk profile?

4. When the bank has engaged in merger or acquisition activities, has the bank performed a

retrospective reyd f the merger that considered, at a minimum, the effect on
¢ financial perf sales, costs, etc.)?

e accounting?

o T infrastructurgysysteém imtggration, capacity, etc.)?

e human resources?

5. Determine whether the long® strategic) plan provides the framework for developing

short-term (operating) plans.
6. Determine how management ensures { ility between the short-term and long-term

plans by considering the
annual financial plan and budget.
capital plan.

asset-liability plan.

marketing plan.
fixed-asset plan.

7. Determine whether management weighs the effects of plans on 1ts operations. Consider

risk.

regulatory requirements.

financial condition of the bank.

management ability and human resource demands.
physical facilities.

adequacy of MIS and operating systems to handle growth.
current product mix and future product development.
technological environment.

public perception.
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8. Determine if the bank has monitoring and reporting routines to determine the bank’s
progress in achieving its strategic objectives. Consider

frequency and method of evaluation.

CEO and board of director involvement.

accountability of managers to implement plans and achieve objectives.
if there is a system in place to make changes.

if there is a system in place to report on progress toward goals.
flexibility in the plan to allow for contingencies or changes.

9. For covered banks, does the strategic plan cover, at a minimum, a three-year period and
comply with the standards in section Il of 12 CFR 30, appendix D?

New Products ervices
Objective: To determine h rd and management plan for new products and services.

1. Determine whethertge bank igegtifies customers’ wants and needs before making plans,
developing new produegs endices, or entering new markets. Consider

e types of market researc uch@s surveys, focus groups, and outside services.

e customer information files aRd profi dies.
2. Determine how the bank plans for newfpr s and services. Consider whether new

products or services proposals include

e adue diligence and feasibility study provic @ bank.

e management and key stakeholder involvemeMigyii gal, compliance, and
audit.

e financial projections, including when products willNgrovid rn and when

profitability of products is reevaluated.
e risks and rewards analyses.
e legal opinions.

3. Assess whether management develops policies, procedures, risk monitoring, and controls
before offering new products or services.

4. Determine if management ensures that the board has reviewed and approved plans for
new activities and that the plans clearly articulate the potential risks and returns.

Capital Planning

Consult with the examiner assigned to review the capital component.
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Objective: To determine if the bank has an effective capital planning process and if the resulting
capital plan adequately assesses the bank’s capital needs in relation to material risks and
strategic plans.

1.

2.

Does the bank have a board-approved written capital plan?

Does the capital plan align with the bank’s strategic plan and liquidity requirements and
is it appropriate for the size, complexity, and risk profile of the bank?

Has the capital plan been reviewed and approved by the board at least annually?

Determine the adequacy of the capital planning process. Consider whether the board and
management

e identify ag te risks.

e set and aSsessiCapitaadequacy goals that relate to risk.

e maintain a stggte re capital adequacy and contingency planning.

e ensure integrit i | capital planning process and capital adequacy
assessments.

e anticipate changes in the ba@nk’s strategic direction, risk profile and appetite, business
plans, operating enviro er factors that materially affect capital
adequacy.

e identify and take timely corrc@iiye a if shortcomings or weaknesses in the capital

planning process become apparen level of capital falls below identified

needs.

sting process that is part of the
S -testing process in line with

Have the board and management established®a
bank’s broader risk management processes? If S
the bank’s size, complexity, and portfolio risks?

Operational Planning

Objective: To determine the adequacy of the bank’s operational plans tha®fanslate long-term
strategic objectives and goals into measureable targets.

1.

Determine what operational plans are in place. Consider

budgets.
marketing plans.
staffing plans.
contingency plans.

Assess the formality of the operational planning process to determine whether it is
commensurate with the bank’s size, complexity, and risk profile.
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3. Confirm that operational plans are board-approved and are periodically reviewed and
updated.

4. Determine the adequacy of operational plans. Consider whether plans

e are consistent with the bank’s risk appetite and strategic plan.
e adequately translate long-term strategic objectives and goals into measurable targets.

Disaster Recovery and Business Continuity Planning
Consult with the examiner assigned to review the IT component.
Objective: To determine the effectiveness of disaster recovery and business continuity planning.

ank’s business continuity plan and verify board approval, at least

2. Determine the adeq@iac thebusiness continuity plan planning process. Consider
whether management¥gstablishedfadequate policies, procedures, and responsibilities for
bank-wide planning and wWihetRgr 1 resulted in a business continuity plan.

3. Assess the business continuity pfan to détermine whether it
o forecasts how departure from a bu% tine caused by a major operational loss
could affect customer services or bagi’resourgés.

e addresses backup procedures.
e identifies alternate facilities.
e includes business resumption processes.

4. Assess the adequacy of management’s documentatior
of the bank’s business continuity plan and backup syste

and periodic testing

IT Activities

Consult with the examiner assigned the IT component to assess the bank’s IT
infrastructure.

Objective: To determine if the board has overseen the development, implementation, and
maintenance of a comprehensive written security program.

1. Obtain a copy of the bank’s written information security program and verify board
approval, at least annually.
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2. Assess the information security program to ensure it addresses the interagency guidelines
establishing security standards (12 CFR 30, appendix B), including, but not limited to,

central oversight and coordination.

areas of responsibility.

risk measurement.

implementation of controls.

monitoring and testing of the effectiveness of controls.
reporting.

e acceptable residual risk.

3. Evaluate the adequacy of the risk assessment process, which drives the information
security program, to determine that it provides guidance for

e the selectifn

, plementation of security controls.
e the timing ang

testing those controls.
Management SeleGiony R tion, and Oversight

Objective: To determine whether th&dir@cto ve accepted their responsibility for selecting and
retaining competent manageme

1. Determine if the board has define % ction criteria, including experience,
expertise, and personal character, for tion process.

2. Determine how the board assesses senior m
adopted a performance appraisal process for thg

performance. Has the board
d gther key executives?

3. Determine whether the board or a committee thereof r; s the CEO’s performance at
least annually. If so, review the criteria considered fo sofa s. Evaluation criteria
may include

e the bank’s record of compliance with laws and regulations.

e weaknesses contained in audit and examination reports, and their resolution.

e management’s responsiveness to board directives, including compliance with board-
approved policies.

e the timeliness, quality, and accuracy of management’s recommendations and reports.

e management’s presentations to the board.

4. Determine if the board or a committee thereof ensures that the performance of key
management members is reviewed at least annually. If so, coordinate the review of the
criteria used with the EIC and the examiner assigned to the management component
rating in CAMELS.
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10.

11.

12.

13.

Determine if a board-approved management succession policy exists to address the loss
of the CEO and other key executives.

Discuss planned changes to management positions with the EIC and appropriate bank
officials. Determine the rationale for changes.

If vacancies exist in senior-level management positions, determine if, when, and how the
vacancies will be filled. Also determine the board’s criteria to fill those vacancies.

Obtain a copy of any management contracts. Brief the pertinent points and determine
whether the bank has had appropriate legal review of the contracts and whether any terms
would result in unsafe or unsound practices.

For FSAs, determaige whether the board annually reviews and approves all employment
contracts and g «@ ation arrangements for senior officers and directors.

Determine the reds@ffatfgness of compensation of executive officers, how compensation
is determined, and mak isions concerning executive salaries. (12 CFR 30,
appendix A)

Note any titled individual who,
excluded from being an executi
any policymaking decisions made
an executive officer.

actio@ of the board or by the bylaws, is specifically

officer. CFR 31 and 12 CFR 215.2(e)) Be alert for
ap@'titléd officer specifically excluded from being

talent management program for the CEO, CAE, and
potential successors?

Compensation and Benefits Programs

Objective: To determine if compensation and benefits programs are prudent and comply with
applicable laws and regulations.

1.

2.

Obtain a list of the compensation and benefits of senior management and the board.

Determine the reasonableness of the compensation and benefits of senior management
and the board given the financial condition and risk profile of the bank.

Determine whether appropriate internal controls are in place for employee benefits and
functioning as designed. Complete the internal control questionnaire (ICQ) in this
booklet, if necessary to make this determination.
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4. Has the board ensured that compensation practices for directors, executive officers,
employees, and principal shareholders are reasonable and comply with laws?
(12 CFR 30, appendix A, and 12 CFR 359 for national banks, and 12 CFR 359 and
12 CFR 163.39(a) for FSAS)

5. Does the board oversee and set the compensation of the CEO and other executive-level
officers? If so, is the board

e evaluating employment contracts?

e periodically assessing the reasonableness of the compensation structure and
components, including various benefits and perks related to retirement, termination,
and change in control?

e evaluating executive performance relative to board-established goals and objectives?

6. Determine theglgg 0 which incentive compensation arrangements are used.

7. If incentive compe n-agangements are in place, select a sample and assess the
following:

e Incentives appropriatdly b e risk and reward.

e Compensation is comp bank’s controls and risk management.
e Oversight of incentive comp€nsatiomfarrangements is supported by strong corporate
governance, including active igh#?by the board.
Ic

)f

8. Does the bank have risk management pr.
against regulatory fines and lawsuits?

fafbenefits administration that safeguard

9. Verify the board oversees the cost and scope o
role in the administration of benefits.

efits and management’s

10. If the benefits administration is outsourced, does mana
function to ensure compliance with applicable regulations aff

e oversight to the
ds?

11. If the bank offers a group health plan or retirement plan, assess whether a process is in
place to meet its fiduciary responsibilities under the Employee Retirement Income
Security Act of 1974.

12. Determine if internal audit periodically reviews the bank’s compensation and benefits
programs.

Financial Performance

Objective: To determine if the board has accepted its responsibility to oversee business
performance.
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1. Review the board-level financial performance and key risk reports to determine the
adequacy of information to assist in decision making and for oversight and monitoring
puUrposes.

2. Determine if the board reports

are appropriate for the bank’s size, complexity, and risk.

enable the board to understand key drivers of financial performance.
assess the adequacy of capital, liquidity, and earnings, and monitor trends.
compare financial performance with strategic objectives.

monitor risk exposure to the bank’s risk appetite.

disclose model risks and reliance.

highlight risks related to technologies and market conditions.

inform the f potential litigation costs.

3. Determine if the d ares the bank’s performance with that of its peers and, if so,
how that compari§o se

Legal and Regulato ligance

Objective: To assess the bank’s comp anagement program for all laws and regulations.

1. Determine if the bank has a com %
identify all applicable laws and regulagfon

Note: Refer to the FFIEC BSA/AML Examinati
BSA/AML compliance program.

ment program or other mechanism to
ensure compliance.

or procedures to evaluate the

Corporate Structure and Affiliate Relationshi

Objective: To determine if the board maintains appropriate affiliat @ ) company
relationships.

1. Assess whether the bank maintains sufficient independence in its relationships with its

parent company and other related organizations to ensure that the bank’s interests are
adequately protected and not subordinate to those of the related organizations.

Community Reinvestment Act

Objective: To determine if the board has accepted its responsibility for meeting the credit needs of
all communities the bank serves.
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1. Discuss the bank’s CRA efforts with the examiner conducting the CRA examination and
the EIC. If a CRA examination is not being done concurrently, discuss the bank’s efforts
with the President or CEO and review the following information:

e Current CRA public evaluation.

e Previous compliance report of examination.

e Information contained in the OCC database (i.e., community contacts and community
group protests).

2. Have the board and management assessed how the bank is helping to meet the credit
needs of its community as part of the strategic planning process?

Q
//I/O
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Management

Conclusion: Management is (effective or ineffective) in directing

and overseeing the day-to-day activities of the bank.

Policies

Objective: To determine if management has developed adequate policies for all significant areas of
the bank.

1.

Determine the adequacy of the policymaking process, taking into account

capital plans and liquidity requirements.

an oals and current conditions.
the process to review, e dand revise policies.

Obtain or update a list of all boag@-appraved policies and verify that they cover the
significant activities and risks ofgthe bank.

Determine how management ensures / ted policies are followed and that
exceptions are documented.

Determine if policies are appropriate and consigte bank’s strategic objectives
and risk appetite. (Some testing may be necessaryig is procedure.) This should
be done in conjunction with the examiners reviewing the bank.

Verify that policies assign accountability and are commufi gppropriate personnel.

Review findings from examination work papers or in discussion with other examiners to
determine the overall adequacy of the bank’s policymaking process and policies.

Processes

Objective: To determine the adequacy of bank operating procedures, programs, and practices.

1.

Confer with the EIC and other examiners to determine the adequacy of the bank’s
procedures, programs, and practices regarding their areas of review. Consider whether

e procedures are in place for key policies.
e procedures are communicated to appropriate personnel and made readily available for
reference.
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e procedures are periodically reviewed and updated to ensure that they reflect current
practices.

e appropriate programs are in place to manage key banking activities and risks.

e Dbank practices are in line with

strategic goals and objectives.

risk appetite.

laws and regulations.

policies.

Personnel

Objective: To determine the skills and qualifications of personnel to fulfill duties and determine if
management provides,adequate oversight of personnel activities.

1.

Determine ifgfe as written job descriptions and responsibilities that are clear and
reflect assigned duties, sider the

e method used to devel Ve he job description process.
e relationship to compensationgprogram.
Determine how management ens ff at all levels. Consider

% a
e recruitment methods.
e performance standards. O

e training programs.

e management succession plans.
e compensation programs.

e employee benefits.

Determine how management assesses employees’ performan

Determine how management ensures that salaries and benefits are equitable and
competitive.

Determine how management promotes effective communication, including the following
venues:

e Staff meetings.

e Employee interviews.

e Employee handbooks, bulletins, etc.

e Memorandums, e-mails, and other communications to employees.
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Control Functions

Objective: To determine if management has established effective control functions to fulfill its
responsibilities and comply with laws and regulations.

1.

Determine the control functions that management uses to measure performance, make
decisions about risk, and assess the effectiveness of processes, including

e quality assurance and quality control.
e audit.

e risk reviews (including loan review).
e compliance management.

In consultation e examiner assigned to the audit review, determine if internal and

external audj whether

e the board an ment review insider transactions for compliance with laws,
regulations, an lictes Il as look for suspicious activity.

e management takes %imely\gorg@ctive action to address deficiencies noted by the

regulatory examinatioR, auglit, liance, or internal loan review functions.
Determine the extent to which n‘nay k's involved in control functions. Consider
e adequacy, timeliness, and distrib rious reports.

e periodic review to determine adherefice oligies and procedures.

Determine the process used by management to <@
properly. Consider

internal controls function

e sources and accuracy of information.

e review of internal controls when changes in operation

e stakeholders involved in the development of new produc nges in operations
(audit, IRM, legal, and compliance).

e training of personnel to ensure that established policies and procedures are followed.

o efforts made by directors and managers to correct deficiencies.

Determine what quality control activities, if any, the bank performs and assess the
effectiveness of the reviews. Consider

e industry standards.

e risk exposures of activities.

e independence of personnel performing review.

e timing of the review.

e results of quality control reports and how they are used to improve risk management.
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Determine what quality assurance activities, if any, the bank performs and assess the
effectiveness of the reviews. Consider

industry standards.

risk exposures of activities.

independence of personnel performing review.

timing of the review.

results of quality assurance reports and how they are used to improve risk
management.

Management Information Systems

Objective: To determine if
are adequate.

Note: IT examiner s

risk or if MIS activitie

IS policies or practices, processes, objectives, and internal controls

complex or sophisticated.

por; Id be considered to enhance the depth of coverage for the
MIS review if there are n MHS issues or deficiencies that represent an undue level of
e parti

1.

Evaluate if MIS applicatioRs piovi e board and management with timely, accurate,
consistent, complete, and reléVapfinforMation.

In consultation with the examine M eir assigned areas, determine
management’s knowledge of informai®n ms and the use of data for decision
making.

Assess the types and level of risk associated wij d the quality of controls over
those risks.

and functioning as
5 determination.

Determine whether appropriate internal controls are i
designed. Complete the ICQ in this booklet, if necessary,
Determine if MIS applications and enhancements to existing systems adequately support
corporate and strategic goals.

Determine if MIS is being developed in compliance with an approved MIS policy.

Determine if management is committed to providing the resources needed to develop the
required MIS.

For covered banks, determine if the bank has policies, procedures, and processes in place
for risk data aggregation and reporting capabilities.

If substantive safety and soundness concerns remain unresolved regarding the bank’s
MIS that may have a material adverse effect on the bank, further expand the scope of the
examination by completing verification procedures.
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Compliance Management

Consult with the examiners assigned to the consumer compliance and BSA/AML
reviews to determine the effectiveness of the bank’s compliance management program.

Objective: To determine the effectiveness of the bank’s compliance management programs to
ensure compliance with all applicable laws and regulations.

1. Confirm that the compliance management system consists of a compliance program
(policies and procedures) as well as a compliance audit function. This includes a BSA
compliance program.

Note: Refer to the FFIEC BSA/AML Examination Manual for procedures to evaluate the
BSA/AML compl#gefge program.

2. Determine if'the
who has the aut

anagement has appointed a compliance officer or equivalent
ure to effectively manage the compliance function.

ityaRd

3. Have the compliance8fficer'§ duties and responsibilities been established and clearly
communicated? Responsi@ilit ay include

e overseeing training on all relgvant c lance issues.
e ensuring that the bank has a e if@ring and testing programs.
S

e developing a process to identify a prised of all applicable laws and

regulations.
e developing and overseeing metrics for c mpliance monitoring.
4. Does the bank’s compliance program extend be protection laws and
regulations to include all applicable laws and regulatiQg€Ngrudent ethical standards, and

contractual obligations?

5. Is there evidence that the board places a high priority on comg ith laws and
regulations? If so, is it communicated throughout the bank?

6. Does the board ensure timely correction and hold management accountable for
noncompliance with laws and regulations?

Third-Party Relationships

Objective: To determine the effectiveness of management’s oversight of third-party relationships.

1. Determine if the bank has adopted risk management processes commensurate with the
level of risk and complexity of its third-party relationships.
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2. Have the board and management defined critical activities and identified those
relationships that meet the criteria?
3. Does the bank have comprehensive risk management processes for third-party
relationships involving critical activities? Consider whether the bank has
e plans that outline the bank’s strategy, identify the inherent risks of the activity, and
detail how the bank selects, assesses, and oversees the third party.
e proper due diligence in selecting a third party.
e written contracts that outline the rights and responsibilities of all parties.
e continuous monitoring of the third party’s activities and performance.
e contingency plans for terminating the relationship in an effective manner.
e clear roles and responsibilities for overseeing and managing the relationship and risk
managemen ess
e docume reporting that facilitates oversight, accountability, monitoring, and
risk manage
e independent Ilow bank management to determine that the bank’s
process aligns and effectively manages risks.
Indemnification and Insuragc am

indemnification and insurance progra

Objective: To determine the effectiveness fth(yﬁ risk transference through its

1.

Determine if the bank has a designated rfSk e

If not, determine who handles the risk mana

vho is responsible for loss control.
Ahinsurance function.

Determine whether appropriate internal controls & pldCeNgr the bank’s
indemnification and insurance program and functionig@’aS\designed. Complete the ICQ
in this booklet, if necessary to make this determinatior

Determine if the board has established appropriate maximu nes for risk
retention.

Obtain the bank’s schedule of insurance policies in place. If the bank does not maintain a
schedule, ask management to create a schedule of existing insurance coverage.

Using the insurance schedule prepared by the bank, determine that coverage conforms to
the guidelines for maximum loss exposure established by the board. The summary should
include

e coverage provided, detailing major exclusions.
e underwriter.

e deductible amount.

e upper limit.
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e term of the policy.
e (date premiums are due.
e premium amount.

6. Determine whether insurance coverage provides adequate protection for the bank.

Q
//I/O
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Conclusions

Conclusion: Corporate and risk governance practices are
(strong, satisfactory, insufficient, or weak).

Objective: To determine, document, and communicate overall findings and conclusions regarding
the examination of corporate and risk governance.

1.

Determine preliminary examination findings and conclusions and discuss them with the
EIC.

Quantity of associated risks (as noted in the “Introduction” section of this booklet)

Risk
category

Operational

Compliance

Strategic

Reputation

Discuss examination findings with bank management, incl a
recommendations, and conclusions about the corporate and risk"gOvernance structure and
practices. If necessary, obtain commitments for corrective action.

Compose conclusion comments, highlighting any issues that should be included in the
report of examination. If necessary, compose a matters requiring attention comment.

Update the OCC’s information system and any applicable report of examination
schedules or tables.

Write a memorandum specifically setting out what the OCC should do to effectively
supervise corporate and risk governance in the bank, including time periods, staffing, and
workdays required.

Update, organize, and reference work papers in accordance with OCC policy.
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7. Ensure any paper or electronic media that contain sensitive bank or customer information
are appropriately disposed of or secured.

Q
//I/O
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Internal Control Questionnaire

An ICQ helps an examiner assess a bank’s internal controls for an area. ICQs typically
address standard controls that provide day-to-day protection of bank assets and financial
records. The examiner decides the extent to which it is necessary to complete or update ICQs
during examination planning or after reviewing the findings and conclusions of the core
assessment.

Employee Benefits

1.

10.

Avre directors or a designated committee informed at least annually of important matters
relating to employee benefits, such as costs and administration problems, which would
assist them in forrgulating any changes or modifications deemed desirable or necessary?

plans been reviewed by bank counsel for consistency with all

i irgimen ore implementation?
Does the bank compare 1t® prgggam of employee benefits with those of other banks in its
peer group, and, if so, a@s of that comparison included in a report to the board

at least annually?
Have all employee benefit plan@/ i effect received proper board approval before
the plans’ inception, with approp % tation in the minutes?

Have procedures been established to ensfife
are correctly identified in accordance with

efficiently administered by a bank trust department, an insura
in the industry?

rm, or other specialists

When administration of an employee benefit plan is being handled by a third party, has
the bank retained the managerial or final decision-making function about types and
amounts of investments?

If not, are detailed and timely reports received that enable the bank to accurately monitor
the plan?

Avre officers and employees in sensitive positions, including personnel who have direct or
indirect control of bank general ledger accounts, required to be absent for at least two
consecutive weeks each year?
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Conclusion

1.

Is this information adequate for evaluating internal controls in that there are no
significant additional internal auditing procedures, accounting controls, administrative
controls, or other circumstances that impair any controls or mitigate any weaknesses
noted above (explain negative answers briefly, and indicate conclusions as to their effect
on specific examination procedures)?

Based on answers to the foregoing questions, internal control for employee benefits is
considered (strong, satisfactory, insufficient, or weak).

Management Information Systems

Policies or Pra

1.

2.

Has managemen e and maintained a current MIS policy or practice?

Does the policy or Pgacti®e pramide guidance in the following areas:

e The definition, purpo

e How to achieve effecti ay munication between management and
employees and specific avenlies to maingain such communication?

e Processes for initiating, develOpi j pleting MIS enhancements?

e Guidelines for installing MIS enhafCe s in,a controlled change environment?

e Procedures for acquiring, merging, fiani gaand uploading data to other

systems?
e Guidance for delineating the need for interq@

al qudit coverage and testing?
Is the policy or practice reviewed and updated regula

Is the policy or practice distributed to appropriate employee

Does the policy or practice incorporate or require

e user approval for each phase?

e installation of MIS enhancements in a controlled change environment?

e employees to follow policy or practice and processes as data is acquired, merged,
manipulated, and uploaded to other systems?

e employees to be sufficiently trained for new systems and subsequent enhancements?

Development

1.

Does the internal planning process consider and incorporate the importance of MIS at
both the strategic and tactical level?
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e Are longer-term strategic goals (beyond two years) supported by the development of
appropriate MIS?

e Are shorter-term tactical goals over the immediate one- to two-year period regularly
and appropriately reviewed and monitored by management?

2. Do project objectives address reported MIS weaknesses and meet business unit
requirements?

3. Does management have a process for monitoring project schedules?

4. Does management use a project management technique to monitor MIS development
schedules?

5. Does the bank usgfa consistent and standardized approach or a structured methodology
for MIS proje

6. Does the method@logy€ncegpass the following phases:

e Analysis of the cOgcept, @rgaRization of tasks, completions of phases, and approvals?
e Development of the pgogr d contracting for equipment and software?

e Development of user I ting of the system?

e Post-review of the system an@ futur intenance of it?

User Training and Instructions
1. Is the MIS user manual meaningful, easy to r and current?

2. Do user manual requirements include the follo

r

e A brief description of the application or system?
e Input instructions, including collection points and tires g pdated information?
e Balancing and reconciliation instructions?

e A full listing of output reports, including samples?
Communication
1. Does management encourage communication lines to meet the following objectives:
e To effectively link senior management, other appropriate users, and information
systems employees?

e To ensure effective two-way communication between management and employees?
e To document the MIS process?
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Audit

1. Has the MIS area(s) been audited according to bank’s audit schedule, but at least within
the past two years?

e If it has, review the scope of the audit, the findings, and management’s response(s) to
that report.

e If it has not, meet with audit management to determine what its plans are regarding an
audit of the MIS.

Conclusion

1. s this information adequate for evaluating internal controls of MIS activities? This
question presu at there are no additional significant internal auditing procedures,
accounting ¢ ministrative controls, or other circumstances that impair any
controls or nitig aknesses noted above. (Note: Explain negative answers
briefly, and indiq@te g@RclUSgons as to their effect on specific examination or verification
procedures.)

2. Based on answers to the peviQusQuestions, internal control for MIS is considered to be
(strong, satisfactory, insuftiei ).

Indemnification and Insurance %

1. Does the bank have established insuran

e areasonably frequent, at least annual, dete @ of risks the bank should assume
or transfer?

e periodic appraisals of major fixed assets to be ins

e acredit or financial analysis of the insurance compagies th e issued policies to
the bank?

2. Has management established operating procedures for filing fid€lity bond claims that
include

e taking prompt action when fraudulent activity is suspected to avoid further losses
after what may later be regarded by the insurer as the date of discovery?

e considering obtaining the advice and assistance of legal counsel, consultants, or
accountants in filing claims?

e ensuring adherence with insurance policy filing and notification requirements?

e allocating human and monetary resources as warranted by the significance of the
claim?

e ensuring adequate monitoring and follow-up after the claim is filed?

3. Does the bank have a risk manager who is responsible for risk control?
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4. Does the bank use the services of an insurance agent or broker to assist in selecting and
providing advice on alternative means of providing insurance coverage?

5. Does the bank’s security officer coordinate his or her activities with the person
responsible for handling the risk management function?

6. Does the bank maintain a schedule of existing insurance coverage?
7. Does the bank maintain records, by type of risk, to facilitate an analysis of the bank’s
experience in costs, claims, losses, and settlements under the various insurance policies in

force?

8. Is a complete schedule of insurance coverage presented to the board, at least annually, for
its review?

Conclusion

1. s this informatio e Tor evaluating internal controls in that there are no
significant additionalNoterna iting procedures, accounting controls, administrative
controls, or other circu nces that impair any controls or mitigate any weaknesses
noted above (explain nega riefly, and indicate conclusions as to their effect

on specific examination procedufes)?

ternal control for indemnification and
sufficient, or weak).

2. Based on answers to the foregoing
insurance is considered (strong, satis
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Verification Procedures

Verification procedures are used to verify the existence of assets and liabilities, or test the
reliability of financial records. Examiners generally do not perform verification procedures as
part of a typical examination. Rather, verification procedures are performed when substantive
safety and soundness concerns are identified that are not mitigated by the bank’s risk
management systems and internal controls.

Management Information Systems

1. Using an appropriate sampling technique, select an additional MIS project(s) from the
bank’s development plan.

e Review proj jectives, and determine if they address reported MIS weaknesses
and mee nit plans.
e Determine whethe IS project(s) follow an approved and implemented
development logy that encompass the following phases:
— Analysis of Systent al tives, organization of tasks, and approval of phases by
system users a S

— Program developngnt and cts for equipment and software vendors.
— Development of user insgftictiong)and testing the system changes.
of t

— Installation and maintenajgce stem.
2. Using the expanded sample, check cofiie t user instructions. Verify whether

current.

3. Test whether user manuals provide adequate g '3@ n jike following areas:

e Complete description of the system and how to usgit.

e Input instructions, including collection points and tifgs t dated information.
e Reconciliation instructions.

e Full listing of output reports, including sample formats.

4. Obtain workflows from the user manuals or managers showing data from the point-of-
entry, through user processes, to final product.

e Test the processes with users to determine if they know where the data are coming
from, where data are going, and how data get there.

e Identify the points in which data adjustments occur, if applicable.

e ldentify the individuals accountable for contributing to data and reports. Compare
information with the material acquired in the step immediately preceding this step.

e Test the preparation and reconciliation processes to verify the integrity of
information.

e Determine if data adjustments are adequately documented, if applicable.
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5. Expand the sample by interviewing additional managers and experienced unit employees
to determine their perceptions of MIS.

e Discuss MIS elements of timeliness, accuracy, consistency, completeness, and
relevancy.

e Determine if the employees hold any significant perceptions that the MIS is
ineffective.

6. If available, obtain samples of key senior management reports for the targeted MIS
area(s). Test the following areas to determine if

e Information originates from the expected business unit.
e Users of the information are the employees one would expect and the data is being

7. Review a sampl
weaknesses, if app
e Review documents to'@etefininedf auditors tested MIS activities against policies or
practices and processes.

e Test to determine if documeRted fin) support the audit scope and report findings.
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Appendixes

Appendix A: Board of Directors Statutory and Regulatory
Requirements

National banks and FSAs are subject to certain statutory and regulatory requirements
governing size, composition, and other aspects of the board and the directors. The following
table highlights these requirements but does not intend to be all-inclusive, nor is it meant to
be an authoritative restatement of the regulations. The regulations are subject to updates and
revisions.

National banks ‘ FSAs
Citizenship

All national bank di
OCC may waive tfe citize
minority of the total nu

t be U.S. citizens. The No similar statutory or regulatory requirement.

A majority of directors must réside i dle where No similar statutory or regulatory requirement.

national bank has its main office oRbran€hes
within 100 miles of the bank’s main Offig®’ f

one year immediately preceding the electi
be a resident of the state or within 100 mil

state. 111

Although national bank directors and officers are no € officers, or persons having the power to
subject to a regulation regarding conflicts of interest, 2 A's management or policies or who
they have a fiduciary responsibility to the national a fiduciary duty to an FSA are
bank. ancing their own personal or

he or she
or she ha
board.112

rtain requirements when he

In addition, the common law duty of loyalty requires
y yaly req atter before the

directors and management to act in the best interest
of the national bank and to ensure insiders do not
abuse their position by benefiting personally at the
national bank’s expense.

Usurpation of corporate opportunity

Although national bank directors and officers are not Directors, officers, or persons having the power to

subject to a regulation regarding usurpation of direct an FSA’s management or policies or who
corporate opportunity, they owe a common law otherwise owe a fiduciary duty to an FSA must not
fiduciary duty of loyalty to the bank. The usurpation of | take advantage of corporate opportunities belonging
corporate opportunity doctrine, a part of the duty of to the FSA. The OCC will not deem a person to have
loyalty, prevents insiders from improperly taking taken advantage of a corporate opportunity
business opportunities away from the bank. belonging to the FSA if a disinterested and

independent majority of the board, after receiving a
full and fair presentation of the matter, rejected the

110 For more information, refer to 12 USC 72, “Qualifications.”
11 1bid.

112 For more information, refer to 12 CFR 163.200.

Comptroller's Handbook 109 Corporate and Risk Governance



Version 1.0 Appendixes > Appendix A

National banks FSAs

opportunity as a matter of sound business
judgment.13

Attorney

No similar prohibition. Not more than one director may be an attorney with
a particular law firm, 14

Stock interest

A national bank director must own a qualifying equity A director of a stock FSA need not be a stockholder
interest in a national bank or a company that has of the FSA unless the bylaws so require. 16

control of the national bank. A minimum qualifying A director of a mutual FSA is required to be a
equity interest is common or preferred stock that has member of the ESA.117

not less than an aggregate par value of $1,000, an
aggregate shareholder’s equity of $1,000, or an
aggregate fair market value of $1,000.1%5

President as director

The president (but no O) of the national bank No similar statutory or regulatory requirement.
the board. The board Certain FSAs have bylaws, however, that require the

the president to be president or CEO to be a member of the board.

Number of directors

The number of directors of 8 ati kis The number of directors of each FSA is authorized
authorized by the bylaws and t@inot [8ss than by the bylaws and limited to not fewer than five or
five or more than 25, unless the OGC e ts the more than 15, unless otherwise approved by the

national bank from the 25 limit. Th int | OCC.120
a receiver for a national bank with fewer t| five
directors.11? /

Y

113 For more information, refer to 12 CFR 163.201, “Corporate Opportthi

114 For more information, refer to 12 CFR 163.33, “Directors, Officers, and

115 For more information, refer to 12 USC 72, and 12 CFR 7.2005, “Ownership of Stock Necessary to Qualify as
Director.”

116 For more information, refer to 12 CFR 5.22(1)(1), “General Powers and Duties.”
117 For more information, refer to 12 CFR 5.21(j)(2)(viii), “Number of Directors, Membership.”

118 For more information, refer to 12 USC 76, “President of Bank as Member of Board; Chairman of Board,”
and 12 CFR 7.2012, “President as Director; Chief Executive Officer.”

119 For more information, refer to 12 USC 71a, “Number of Directors; Penalties”; 12 USC 191, “Appointment
of Receiver for a National Bank”; and 12 CFR 7.2024, “Staggered Terms for National Bank Directors and Size
of Bank Board.”

120 For more information, refer to 12 CFR 5.22(1)(2), “Number and Term,” for stock associations and
12 CFR 5.21(j)(2)(viii), “Number of Directors, Membership,” for mutual associations.
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National banks

FSAs

Family

No similar prohibition.

Not more than two of the directors may be members
of the same immediate family. 12!

Officers or employees

No similar statutory or regulatory requirement.

A majority of the directors must not be salaried
officers or employees of the FSA or any
subsidiary.1??

Term |

imits

Any national bank director may hold office for a term
that does not exceed three years and until his or her
successor is elected and qualified. Any national bank
may adopt bylaws that provide for staggering the
terms of its directors. National banks shall provide the
OCC with copies of any bylaws so amended.'?3

Directors shall be elected for a term of one to three
years and until their successors are elected and
qualified. If a staggered board is chosen, the
directors shall be divided into two or three classes as
nearly equal in number as possible, and one class
shall be elected by ballot annually. 24

Committee member requirements

Refer to the “Esta
Board Structure” sectio

intain an Appropriate
let.

Refer to the “Establish and Maintain an Appropriate
Board Structure” section of this booklet.

Q
//I/O

121 For more information, refer to 12 CFR 163.33.
122 |big.

123 For more information, refer to 12 USC 71, “Election,’

and 12 CFR 7.2024.

124 For more information, refer to 12 CFR 5.22(1)(2).for stock associations and 12 CFR 5.21(j)(2)(viii) for

mutual associations.
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Appendix B: Regulations Requiring Board Approval
for Policies and Programs

The board must approve and oversee management’s implementation of written policies and
certain programs and practices. The following table does not intend to be all-inclusive, nor is
it meant to be an authoritative restatement of the regulations. The regulations are subject to
updates and revisions.

Regulatory Requirements

National banks
Policy and FSAs National banks only FSAs only

BSA compliance program. The board must
approve the BSA
compliance program,
which establishes and
aintains procedures
onably designed
to ure and monitor
iance with BSA

Compensation and “Safe and | Officers serve at will.126 | The board must
employment contracts of S ) approve all

officers, directors, and n employment contracts
employees. rt and compensation

arrangements for

Compensa 10 senior officers and
of this booklet directors.?7

125 For more information, refer to 12 CFR 21.21.
126 For more information, refer to 12 USC 24(Fifth), “Corporate Powers of Association.”

127 For more information, refer to 12 CFR 163.39.
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Policy

National banks
and FSAs

National banks only

FSAs only

powers.

Fiduciary compensation and

A national bank may
not permit any officer or
employee to retain any
compensation for acting
as co-fiduciary with the
bank in the
administration of a
fiduciary account,
except with the specific
approval of the
board.1?8

A national bank’s asset
management activities
shall be managed by or
under the direction of its
board.1?®

A national bank
exercising fiduciary
powers shall adopt and
follow written policies
and procedures
adequate to maintain its
fiduciary activities in
compliance with
applicable law.130

An FSA must adopt
and follow written
policies and
procedures adequate
to maintain its fiduciary
activities in compliance
with applicable law.3!

The exercise of
fiduciary powers must
be managed by or
under the direction of
the board.132

Financial derivatives.

No equivalent
regulation.

Heightened standards.

Banks with average
total consolidated
assets of $50 billion or
greater or those that
are OCC-designated,
which are referred to
as covered banks,

The board is
responsible for
effective oversight of
financial derivative
activities and must
establish written
policies and
procedures governing
such activities. 33

128 For more information, refer to 12 CFR 9.15(b),”Compensation of Co-Fiduciary Officers and Employees.”

129 For more information, refer to 12 CFR 9.4, “Administration of Fiduciary Powers.”

130 For more information, refer to 12 CFR 9.5, “Policies and Procedures.”

131 For more information, refer to 12 CFR 150.140, “Must | Adopt and Follow Written Policies and Procedures

in Exercising Fiduciary Powers?”

132 For more information, refer to 12 CFR 150.150, “Who Is Responsible for the Exercise of Fiduciary

Powers?”

133 For more information, refer to 12 CFR 163.172.
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Policy

National banks
and FSAs

National banks only

FSAs only

should have robust
governance as
outlined in the
guidelines.3

Identity theft prevention
program.

The board must
approve the initial,
written identity theft
prevention program
that establishes and
maintains policies and
procedures reasonably
designed to monitor,
detect, and mitigate
identity theft, 35

Information security st

ds.

The board or an
appropriate committee
of the board shall
prove a written
inf@rmation security
rogram and oversee

Interbank liabilities.

policies
procedures to pgéve
excessive expdsur
any individual
correspondent in
relation to the
condition of the
correspondent. 37

134 For more information, refer to 12 CFR 30, appendix D.

135 For more information, refer to 12 CFR 41.90(d), “Establishment of an Identity Theft Prevention Program”;
12 CFR 41.90(e), “Administration of the Program”; and 12 CFR 41, appendix J, “Interagency Guidelines on
Identity Theft Detection, Prevention, and Mitigation.”

136 For more information, refer to 12 CFR 30.

137 For more information, refer to 12 CFR 206, “Limitations on Interbank Liabilities (Regulation F).”
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Policy

National banks
and FSAs

National banks only

FSAs only

Interest rate risk management.

A bank should provide
for periodic reporting to
management and the
board regarding
interest rate risk with
adequate information
for management and
the board to assess
the level of risk.138

An FSA should provide
for periodic reporting to
management and the
board regarding
interest rate risk with
adequate information
for management and
the board to assess
the level of risk. The
board must review the
association’s interest
rate risk exposure and
devise and adopt
policies for the
management of
interest rate risk. The
board must review the
results of operations at
least quarterly and
make appropriate
adjustments as
necessary.3°

Real estate lending standards,
interagency, and supplemental
lending limits.

The board must, at
least annually, review
and approve written
policies that establish
appropriate limits and
standards for
extensions of credit that
aregecured by real

approving higher
lending limits as
described in (a)(1), (2),
and (3) of the
regulation.4!

The board must, at
least annually, review
and approve written
policies that establish
appropriate limits and
standards for
extensions of credit
that are secured by
real estate.4?

138 For more information, refer to 12 CFR 30, appendix A, 11.E, “Interest Rate Exposure.”

139 For more information, refer to 12 CFR 163.176.

140 For more information, refer to 12 CFR 34.62, subpart D, appendix A, “Interagency Guidelines for Real

Estate Lending.”

141 For more information, refer to 12 CFR 32.7(b)(3), “Application Process.”

142 For more information, refer to 12 CFR 160.101, “Real Estate Lending Standards.”
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Policy

National banks
and FSAs

National banks only

FSAs only

Report of condition and
income.

The bank’s president, a
vice president, the
cashier, or any other
officer designated by
the board must sign the
report, and three
directors must attest to
the report’s
correctness. 43

Two directors must
attest to the report’s
correctness.144

Safe and sound banking
practices.

The board must
oversee the bank’s
compliance with safe
and sound banking
practices.4®

Security program and
designation of a sec
officer.

The board must
ensure that the bank
has a written security
rogram for the main
branch offices.
The*board must
i a security

security @ogram. 46

Specific funds availability.

To meet the
requirements
specific availabilit
policy disclosure unde
12 CFR 229.17 and
12 CFR 229.18(d), a
bank shall provide a
disclosure describing
the bank’s policy on
when funds deposited
in an account are
available for
withdrawal. 47

143 For more information, refer to 12 USC 161, “Reports to Comptroller of the Currency,” and
12 USC 1817(a)(3), “Reports of Condition; Access to Reports.”

144 For more information, refer to 12 USC 1464(v), “Reports of Condition,” and 12 USC 1817(a)(3).

145 For more information, refer to 12 CFR 30, “Safety and Soundness Standards.”

146 For national banks, refer to 12 CFR 21, subpart A, “Minimum Security Devices and Procedures.” For FSAs,
refer to 12 CFR 168, “Security Procedures.”

147 For more information, refer to 12 CFR 229.16, “Specific Availability Policy Disclosure,” and 12 CFR 229,
appendix C, “Model Availability Policy Disclosures, Clauses, and Notices; Model Substitute Check Policy

Disclosure and Notices.”
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National banks
Policy and FSAs National banks only FSAs only

Disclosure requirements In general, under both
related to capital requirements. | regulations, the board
must approve the
bank’s formal
disclosure policy that
addresses the bank’s
approach for
determining the
disclosures it should
make. 148

Q
//I/O

148 For more information, refer to 12 CFR 3.62, “Disclosure Requirements,” and 12 CFR 3.172, “Disclosure
Requirements.”

Comptroller's Handbook 117 Corporate and Risk Governance



Version 1.0 Appendixes > Appendix C

Appendix C: Glossary

Control functions: Those functions that have a responsibility to provide independent and
objective assessment, reporting, and assurance. They include the risk review, compliance,
and internal audit functions.

Corporate governance: A set of relationships among a company’s management, its board,
its shareholders, and other stakeholders. Corporate governance also provides the structure
through which the objectives of the company are set, and by which the means of attaining
those objectives and monitoring performance are determined.

Credible challenge: The method that directors use to hold management accountable by
being engaged and asking questions and eliciting any facts necessary, when appropriate, to
satisfy themselves t anagement’s strategies are viable and in the bank’s best interests.

Duty of care: ard member to decide and act in an informed and prudent
manner with respect ankyOften interpreted as requiring a board member to approach
the affairs of the com thg same way that a “prudent person” would approach his or her

own affairs.

Duty of loyalty: The duty of r to act in good faith in the interest of the
company. The duty of loyalty should'prevenf an individual director from acting in his or her
own interest, or in the interest of an indigidual or group, at the expense of the company

and all shareholders.

Independent director: A director is viewed as i
relationship or any material business or professi

geiegt if he or she is free of any family
hip (other than stock ownership

and the directorship itself) with the bank, its holding affiliate, or its
management.
Management director: A member of the board (such as a Oigect also has

management responsibilities within the bank.

Risk appetite statement: The written statement of the aggregate level and types of risk that
a bank is willing to assume to achieve its strategic objectives and business plan. It includes
quantitative measures expressed relative to earnings, capital, risk measures, liquidity, and
other relevant measures as appropriate. It should include qualitative statements to address
reputation risk as well as money laundering and unethical practices.

Risk culture: The bank’s norms, attitudes, and behaviors related to risk awareness, risk
taking, and risk management, and controls that shape decisions on risks. Risk culture
influences the decisions of management and employees during day-to-day activities and
affects the risks they assume.

Risk governance framework: A part of the corporate governance framework, through
which the board and management establish and make decisions about the bank’s strategy and
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risk approach; articulate and monitor adherence to risk appetite and risk limits through the
bank’s strategy; and identify, measure, monitor, and control risks.

Risk limits: Specific quantitative measures based on, for example, forward-looking
assumptions that allocate the bank’s risk appetite to business lines; legal entities as relevant,
specific risk categories; concentrations; and, as appropriate, other measures.

Risk management: The processes established to ensure that all material risks and associated
risk concentrations are identified, measured, monitored, and controlled.

Risk profile: Point-in-time assessment of the bank’s risks, aggregated within and across each
relevant risk category based on current and forward-looking assumptions.

Q
//I/O
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ALLL
AML
BOLI
BSA
CAE

CAMELS

CEO
CFR
CIO
CISO
CMP
COO
CRA
CRE
CTO
D&O
EIC
ERM
FFIEC
FSA

IAP

ICQ
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Appendix D: Abbreviations
allowance for loan and lease losses
anti-money laundering
bank-owned life insurance
Bank Secrecy Act
chief audit executive

capital adequacy, asset quality, management, earnings, liquidity, and
sensii#vity to market risk

chief tiye officer
Code of§Eedergl Regulations
chief information Ofificer

chief information seqgirity office
civil money penalty /
chief operating officer

Community Reinvestment Act O
chief risk executive

chief technology officer

director and officer

examiner-in-charge

enterprise risk management

Federal Financial Institutions Examination Council
federal savings association

institution-affiliated party

internal control questionnaire
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IRM independent risk management

IT information technology

MIS management information systems

OoCC Office of the Comptroller of the Currency
oTS Office of Thrift Supervision

usC U.S. Code

Q
//I/O
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References

Laws

Title 12, “Banks and Banking”

12 USC 22, “Organization Certificate” (national banks)

12 USC 24, “Corporate Powers of Associations” (national banks)

12 USC 56, “Prohibition on Withdrawal of Capital; Unearned Dividends” (national banks)

12 USC 60, “National Bank Dividends” (national banks)

12 USC 61, “Shareholders’ VVoting Rights; Cumulative and Distributive Voting; Preferred
Stock; Trust Shares; Proxies, Liability Restrictions; Percentage Requirement Exclusion of
Trust Shares” (national banks)

12 USC 71, “Electiogi(national banks)

12 USC 71a, “Nugl Directors; Penalties” (national banks)

12 USC 72, “Qué national banks)

12 USC 73, “Oath”

eeting On; Proceedings Where No Election Held on

Proper Day” (national Banks)
12 USC 76, “President of Bartgas of Board; Chairman of Board” (national banks)
12 USC 84, “Lending Limits” (natigffal banks and federal savings associations)

12 USC 90, “Depositaries of Publicfoneys Financial Agents of Government” (national
banks)
12 USC 92a, “Trust Powers” (national baftks

12 USC 161, “Reports to Comptroller of thé"Cu gational banks)

12 USC 191, “Appointment of Receiver for a N ” (national banks)

12 USC 222, “Federal Reserve Districts; Membersiip iopal Banks” (national banks)

12 USC 371c, “Banking Affiliates” (national banks dhesf€t Ings associations)

12 USC 371c-1, “Restrictions on Transactions With Affili natignal banks and federal
savings associations)

12 USC 375a, “Loans to Executive Officers” (national banks @ savings
associations)

12 USC 375b, “Extensions of Credit to Executive Officers, Directors, and Principal
Shareholders of Member Banks” (national banks and federal savings associations)

12 USC 481, “Appointment of Examiners; Examination of Member Banks, State Banks, and
Trust Companies; Reports” (national banks)

12 USC 484, “Limitation on Visitorial Powers” (national banks)

12 USC 1463, “Supervision of Savings Associations” (federal savings associations)

12 USC 1464, “Federal Savings Associations” (federal savings associations)

12 USC 1468, “Transactions With Affiliates; Extensions of Credit to Executive Officers,
Directors, and Principal Shareholders” (federal savings associations)

12 USC 1815, “Deposit Insurance” (national banks and federal savings associations)

12 USC 1817, “Assessments” (national banks and federal savings associations)

12 USC 1818, “Termination of Status as Insured Depository Institution” (national banks and
federal savings associations)
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12 USC 1820, “Administration of Corporation” (national banks and federal savings
associations)

12 USC 1821, “Insurance Funds” (national banks and federal savings associations)

12 USC 1828(z), “General Prohibition on Sale of Assets” (national banks and federal savings
associations)

12 USC 1831i, “Agency Disapproval of Directors and Senior Executive Officers of Insured
Depository Institutions or Depository Institution Holding Companies” (national banks
and federal savings associations)

12 USC 1831m, “Early Identification of Needed Improvements in Financial Management”
(national banks and federal savings associations)

12 USC 18310, “Prompt Corrective Action” (national banks and federal savings associations)

12 USC 1831p-1, “Standards for Safety and Soundness” (national banks and federal savings
associations)

12 USC 1861 et seq.
associations)

ank Service Companies” (national banks and federal savings

12 USC 1971, “®kefi national banks)

12 USC 1972, “Cert rangements Prohibited; Correspondent Accounts” (national
banks: “Tying A nts”) (national banks and federal savings associations:
“Correspondent Acc )

12 USC 2901 et seq., “Co
associations)

12 USC 3201 et seq., “Depository |
federal savings associations)

15 USC 2, “Monopolizing Trade a Fe % ” (national banks and federal savings
associations)

15 USC 77a et seq., “Securities and Trust Indentdr, gational banks and federal savings
associations)

15 USC 77jjj, “Eligibility and Disqualification of ional banks and federal
savings associations)
15 USC 78a et seq., “Securities Exchange Act of 1934” (g@tiongl banks and federal savings

associations)

15 USC 78dd-1 et seq., “Foreign Corrupt Practices Act of 19 ’ | banks and federal
savings associations)

15 USC 78j-1, “Audit Requirements” (national banks and federal savings associations)

15 USC 78n-2, “Corporate Governance” (national banks and federal savings associations)

15 USC 78u-6, “Securities Whistleblower Incentives and Protection” (national banks and
federal savings associations)

18 USC 215, “Receipt of Commissions or Gifts for Procuring Loans” (national banks and
federal savings associations)

18 USC 656, “Theft, Embezzlement, or Misapplication by Bank Officer or Employee”
(national banks and federal savings associations)

18 USC 1001, “Statements or Entries Generally” (national banks and federal savings
associations)

18 USC 1005, “Bank Entries, Reports, and Transactions” (national banks and federal savings
associations)

18 USC 1344, “Bank Fraud” (national banks and federal savings associations)
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29 USC 1001, “Congressional Findings and Declaration of Policy” (national banks and
federal savings associations)

52 USC 30101 et seq., “Federal Election Campaign Act of 1971 (national banks and federal
savings associations)

Regulations

11 CFR 100, subpart B, “Definition of Contribution” (national banks and federal savings
associations)

11 CFR 114, “Corporate and Labor Organization Activity” (national banks and federal
savings associations)

12 CFR 3, “Capital Adequacy Standards” (national banks and federal savings associations)

12 CFR 4, “Organization and Functions, Availability and Release of Information,

12 CFR 5, “Rulé g d Procedures for Corporate Activities” (national banks and
federal savings agsoci

12 CFR 6, “Prompt Actjon” (national banks and federal savings associations)

12 CFR 7, “Bank Activi tions” (national banks: all provisions; federal savings
associations: 12 CFR 7.1Q00, FR 7.3001, and 12 CFR 7.4010)

12 CFR 8, “Assessment of Fe i nks and federal savings associations)

anks” (national banks)

e Rules” (national banks)

dures, Reports of Suspicious Activities,

gonal banks: subparts A and B; national

12 CFR 21, “Minimum Security Devices
and Bank Secrecy Act Compliance Pr

12 CFR 21.21 (c)(2), “Procedures for Monitori : Cliecy Act (BSA) Compliance—
Customer Identification Program” (national ba : | savings associations)

12 CFR 25, “Community Reinvestment Act and Inte roduction Regulations”
(national banks)

12 CFR 26, “Management Official Interlocks” (national ba
associations)

12 CFR 30, “Safety and Soundness Standards” (national banks a ral savings
associations)

12 CFR 30, appendix A, “Interagency Guidelines Establishing Standards for Safety and
Soundness” (national banks and federal savings associations)

12 CFR 30, appendix B, “Interagency Guidelines Establishing Information Security
Standards” (national banks and federal savings associations)

12 CFR 30, appendix D, “OCC Guidelines Establishing Heightened Standards for Certain
Large Insured National Banks, Insured Federal Savings Associations, and Insured Federal
Branches” (national banks and federal savings associations)

12 CFR 31, “Extensions of Credit to Insiders and Transactions With Affiliates” (national
banks)

12 CFR 32, “Lending Limits” (national banks and federal savings associations)

12 CFR 34, “Real Estate Lending and Appraisals” (national banks: subparts A, B, D, and E;
national banks and federal savings associations: subparts C and G)

| savings
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12 CFR 41, “Fair Credit Reporting” (national banks and federal savings associations)

12 CFR 46, “Annual Stress Test” (national banks and federal savings associations)

12 CFR 145, “Federal Savings Associations—Operations” (federal savings associations)

12 CFR 150, “Fiduciary Powers of Federal Savings Associations” (federal savings
associations)

12 CFR 160, “Lending and Investment” (federal savings associations)

12 CFR 163, “Savings Associations—Operations” (federal savings associations)

12 CFR 168, “Security Procedures” (federal savings associations)

12 CFR 195, “Community Reinvestment” (federal savings associations)

12 CFR 206, “Limitations on Interbank Liabilities (Regulation F)” (national banks and
federal savings associations)

12 CFR 215, “Loans to Executive Officers, Directors, and Principal Shareholders of Member
Banks (Regulation O)” (national banks and federal savings associations)

12 CFR 223, “Transagiions Between Member Banks and Their Affiliates (Regulation W)”
(national banks 1@ deral savings associations)

12 CFR 229, “Adraila y ok Funds and Collection of Checks (Regulation CC)” (national
banks and feder 0S8 i

12 CFR 327, “Asses nafional banks and federal savings associations)

12 CFR 359, “Golden Pa demnification Payments” (national banks and federal
savings associations)

12 CFR 363, “Annual Indepe d Reporting Requirements” (national banks and
federal savings associations)

17 CFR 240.21(F-1) et seq., “Whist IOVUS and Retaliation Protection” (national

S
0

banks and federal savings associati
31 CFR 1020.210, “Anti-Money Launde

Institutions Regulated by Only a Federal"Fu

Associations, and Credit Unions” (national

equirements for Financial
Regulator, Including Banks, Savings

@ deral savings associations)

Asset Management

“Asset Management” (national banks and federal savings as§0

“Retirement Plan Products and Services” (national banks and“igdefa

associations)

Consumer Compliance

“Community Reinvestment Act Examination Procedures” (national banks)

“Compliance Management System” (national banks and federal savings associations)

Comptroller’'s Handbook

)

savings

Examination Process
“Bank Supervision Process” (national banks and federal savings associations)
“Community Bank Supervision” (national banks and federal savings associations)
“Federal Branches and Agencies Supervision” (national banks and federal savings
associations)
“Large Bank Supervision” (national banks and federal savings associations)
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Safety and Soundness
“Insider Activities” (national banks and federal savings associations)
“Internal and External Audits” (national banks)
“Internal Controls” (national banks)
“Liquidity” (national banks and federal savings associations)
“Related Organizations” (national banks)

OTS Handbook

OTS Examination Handbook (federal savings associations)
Section 340, “Internal Control”
Section 350, “External Audit”
Section 355, “Internal Audit”
Section 730, “R d Organizations”
Section 760, ivities and Services”
Section 150 updty Reinvestment Act”

OCC Issuances

Banking Bulletin 1992-42, “Ifiter
1992) (national banks and a

A Common Sense Approach to Comffiunity

Director’s Toolkit: Detecting Red F i
(February 2004)

Director’s Toolkit: The Director’s Book: irgtors for National Banks and Federal
Savings Associations (July 2016)

Director’s Toolkit: Internal Controls: A Guide

Director’s Toolkit: Pocket Guide to Detecting Red

New Capital Rule Quick Reference Guide for Commu

OCC Bulletin 1999-37, “Interagency Policy Statement o Apditing Programs:
External Audit” (October 7, 1999) (national banks and ale8

OCC Bulletin 2003-12, “Interagency Policy Statement on Interda
Outsourcing: Revised Guidance on Internal Audit and Its Out®
(national banks and federal savings associations)

OCC Bulletin 2003-38, “Removal, Suspension, and Debarment of Accountants From
Performing Annual Audit Services: Publication of Final Rule” (September 3, 2003)
(national banks)

OCC Bulletin 2004-20, “Risk Management of New, Expanded, or Modified Bank Products
and Services: Risk Management Process” (May 10, 2004) (national banks)

OCC Bulletin 2004-56, “Bank-Owned Life Insurance: Interagency Statement on the
Purchase and Risk Management of Life Insurance” (December 7, 2004) (national banks
and federal savings associations)

OCC Bulletin 2007-31, “Prohibition on Political Contributions by National Banks: Updated
Guidance” (August 24, 2007) (national banks)

OCC Bulletin 2010-24, “Incentive Compensation: Interagency Guidance on Sound Incentive
Compensation Policies” (June 30, 2012) (national banks and federal savings associations)

Policy Statement—External Auditors” (August 3,
associations)
nking

eports: A Guide for Directors

(September 2000)
d Reports (October 2003)

and Internal Audit
ng” (March 17, 2003)
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OCC Bulletin 2012-14, “Stress Testing: Interagency Stress Testing Guidance” (May 14,
2012) (national banks and federal savings associations)

OCC Bulletin 2012-16, “Capital Planning: Guidance for Evaluating Capital Planning and
Adequacy” (June 7, 2012) (national banks and federal savings associations)

OCC Bulletin 2012-33, “Community Bank Stress Testing: Supervisory Guidance”
(October 18, 2012) (national banks and federal savings associations)

OCC Bulletin 2013-29, “Third-Party Relationship: Risk Management Guidance”

(October 30, 2013) (national banks and federal savings associations)

OCC Bulletin 2014-5, “Dodd—Frank Stress Testing: Supervisory Guidance for Banking
Organizations With Total Consolidated Assets of More Than $10 Billion but Less Than
$50 Billion” (March 5, 2014) (national banks and federal savings associations)

OCC Bulletin 2014-35, “Mutual Federal Savings Associations: Characteristics and
Supervisory Considerations” (July 22, 2014) (mutual federal savings associations)

OCC Bulletin 2014-5&, “Matters Requiring Attention: Updated Guidance” (October 30,

3 % and federal savings associations)

OCC Bulletin 2@15-38

Regulated Entitig

Other

Comptroller’s Licensing Manual
“Background Investigations”
“Changes in Directors and Senior Execgtiv icers”
“Management Interlocks”

Basel Committee on Banking Supervision
“The Internal Audit Function in Banks” (Dece
“Principles for Effective Risk Data Aggregation afé
“External Audits of Banks” (March 2014)
“Corporate Governance Principles for Banks” (July 20

ting” (January 2013)

FFIEC Bank Secrecy Act/Anti-Money Laundering Examination
FFIEC Business Continuity Planning Handbook
FFIEC Information Technology Examination Handbook
“Business Continuity Planning”
“Management”
“Qutsourcing Technology Services”
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